	Doc# oneM2M-ARC-2013-0434R02-CR_for_clause_9_6_addition_of_resource_type_delivery.doc
Change Request
	[image: image2.png]






	CHANGE REQUEST

	Group Name:*
	ARC 

	Source:*
	Qualcomm Inc. (TIA)

	Format:*
	CR against TS0001v0.1.2 including change marks

	Date:*
	2013-10-05

	Contact:*
	Josef Blanz (jblanz@qti.qualcomm.com)

	Reason for Change/s:*
	Adding a new resource type <delivery> to capture information on requests to deliver data from a source CSE to a target CSE 

	Clause/Sub Clause

Affected*
	9.6

	Agenda Item:*
	

	Work item(s):
	WI-0002 Architecture

	Document(s) 

Impacted*
	Architecture TS 0001v0.1.2

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Incorporate the proposed changes into the TS


oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
Rationale
· CMDH is agreed as a CSF responsible for delivering information from a source CSE to a target CSE based on policy driven scheduling. See description in 6.2.2 of TS0001v0.1.2

· Requesting a CSE to ‘deliver’ something to a target CSE could be done via a resource based service

· CSEs involved in delivery of data could simply use CRUD operations to initiate and manage forwarding of delivery data
· A special resource type <delivery> could be defined to capture the relevant data and meta-data for delivery requests

· Possible actions (URI structures are just examples… can be defined separately):

· Request to Deliver something
CREATE(to=/{CSE-base},fr={requesting-CSE},cn=dataToBeDelivered,mi={et, lifespan, eventCat, options}, ri=ReqestId, resourceType = <delivery>)
or
CREATE(to=/{CSE-base}/{pref-ID},fr={requesting-CSE},cn=data,mi={et, lifespan , eventCat, options}, ri=ReqestId, resourceType = <delivery>)
=> If accepted, CSE responds with actual Resource-ID (possibly more data, depends on  selected options) and executes on the delivery
· Request to retrieve status of delivery request
RETRIEVE(/{CSE-base}/{Resource-ID})
· Request to change delivery parameters
UPDATE(/{CSE-base}/{Resource-ID}/mi/lifespan, newExpirationTimeValue, options)

· Request to delete / cancel a delivery request
DELETE(/{CSE-base}/{Resource-ID}, options)
· Delivery from CSE-to-CSE would be done by simple CRUD operations
· Delivery of data by using <delivery> resource types and appropriate IDs (URIs) can be offered as a resource-oriented service 
The name ‘lifespan’ is used for an attribute in the <delivery> resource definition below to express the time limit until when the delivery of the information in the data attribute needs to complete. This was deemed a better term than using ‘delay tolerance’. 
The need to express a ‘lifespan’ (used instead of  ‘delay tolerance’) and an ‘eventCat’ attribute is justified by the following requirements in TS0002v0.5.2
“OSR-013: The M2M System shall be aware of the delay tolerance acceptable by the M2M Application and shall schedule the communication accordingly or request the underlying network to do it, based on policies criteria.”

“OSR-064: The M2M System shall be able to aggregate messages depending on message delay tolerance and/or category.”

“OSR-064: The M2M System shall be able to aggregate messages depending on message delay tolerance and/or category.”

“OSR-032: The M2M System shall be able to support event categorization (e.g., normal, urgency) associated with data for M2M applications when collecting, storing and reporting that data.”

“CRPR-002: The M2M system shall enable an M2M Application to send a communication request with the following service preference:

· QoS parameters, including delay tolerance, for initiating the delivery of  data

· categorizing communication requests into different levels of priority or QoS classes”
Since the discussions in ARC7.0 so far have resulted in a need to indicate optionality in the usage of aggregation of requests targeting the same CSE in the process of delivering information the new information ‘da’ is proposed.


optional delivery aggregation on/off: Use CRUD operations on a <delivery> resource to express forwarding of one or more original requests to the same target CSE(s) or forward the original request without any changes.
==================== Start Text Proposal ===================

8.1.2
Request

Request from an Originator to a Receiver includes the following information:

op:  operation to be executed: Create (C), Retrieve (R), Update (U), Delete (D),

to:  address of target resource, e.g. /m2m.provider1.com/netBase/temp1,

fr:  address of the resource representing the Originator. Used for access control, e.g., /m2m.provider2.com/remBase/app1,

mi:  meta-information about the Request,

Editor's Note: Defaults for meta-information are FFS.

cn:  resource content to be transferred.

Note: The to target resource needs to be known by the Originator. It can be known either by pre-provisioning or by discovery.

Editor’s Note: How pre-provisioning and discovery are performed is FFS.

The op information shall indicate the operation to be executed at the Receiver:

Create (C):  a new resource addressable with to parameter is created,

Retrieve (R):  an existing to addressable resource is read and provided back to the Originator,

Update (U):  the content of an existing to addressable resource is replaced with cn new content,

Delete (D):  an existing to addressable resource and all its sub-resources are deleted from the Resource Storage.

Editor’s Note: This is an initial list of the verbs. The need for more verbs is anticipated to cover all use cases, configuration and functions.

The to information shall address the target resource in the Receiver. 

The fr information shall be used by the Receiver to check the Originator identity for access permission verification.

The cn information shall be present in Request for the following operations:

Create:  cn is the content of the new resource,

Update:  cn is the content to be replaced in an existing resource,

Retrieve:  cn is the filter to be applied for discovery purposes.
The mi information shall be as follows:

ot:  optional originating timestamp of when the message was built,

Example usage of the originating timestamp includes: to measure and enable operation (e.g. message logging, correlation, message prioritisation/scheduling, accept performance requests, charging, etc.) and to measure performance (distribution and processing latency, closed loop latency, SLAs, analytics, etc.)

et:  optional expiration timestamp,

Example usage of the expiration timestamp includes to indicate when messages (including delay-tolerant) should expire due to the freshness of the responses being no longer of value, and to inform message scheduling/prioritisation.

rt:  optional response type: indicates whether response should contain content or the address of the content,

Example usage of the response type set to "address of the content" includes when the response content is extremely large, or when multiple response content from a target group are to be aggregated asynchronously over time
rp:  optional response persistence: indicates the duration for which the address containing the responses is to persist.

Example usage of response persistence includes requesting sufficient persistence for analytics to process the response content aggregated asynchronously over time. If an expiration timestamp is specified then the response persistence should last beyond the Request expiry time.
ls: optional lifespan: Indicates time limit until when the delivery of a request to a Hosting CSE that is different from the CSE that has received the request.

Example usage of  lifespan: When a request has set lifespan to a specific time and the request demands an operation on Hosting CSE that is not the CSE currently processing the request, then the current CSE shall keep on trying to deliver the request to the Hosting CSE in line with provisioned policies, 
ec: optional event category: Indicates the event category that should be used to handle this request. Event categories are impacting how requests to access remotely hosted resources are processed in the CMDH CSF. Selection and scheduling of connections via CMDH are driven by policies that can differentiate event categories.
Editor’s Note: Details on how to limit use of ‘ec’ by AEs and relationship to provisioned policies are FFS.
Example usage of  event category set to specific value X: When the request is demanding an operation to be executed on a Hosting CSE that is different from the Local CSE, the request may be stored in the CSE that is currently processing the request on the way to the Hosting CSE until it is allowed by provisioned policies for that event category X to use a communication link to reach the next CSE on a path to the Hosting CSE or until the lifespan of the request is expired.

da: optional delivery aggregation on/off: Use CRUD operations of <delivery> resources to express forwarding of one or more original requests to the same target CSE(s).
Note: Since da is optional, there could be a default value to be used when not present in the request.This parameter may not be exposed to AEs via Mca.
Example usage of delivery aggregation set on: The CSE processing a request shall use aggregation of requests to the same target CSE by requesting CREATE of a <delivery> resource on the next CSE on the path to the target CSE.
Once the Request is delivered, the Receiver shall analyze the Request to determine the target resource.

If the target resource is addressing another M2M node, the Receiver shall route the request appropriately.

If the target resource is addressing the Receiver, it shall: 

· Check the existence of to addressed resource,

· Identify the resource type,

· Check the permission for fr Originator to perform the requested operation, 

· Perform the requested operation (using cn content when provided),

· Respond to the Originator with indication of successful or unsuccessful operation results. In some specific cases (e.g. limitation in the binding protocol or based on application indications), the Response could be avoided.

The message flow procedure started with an Originator Request shall be considered closed when either:

· A Request is received with an expired et (expiration timestamp),


· A Response is delivered to the Originator,

· The requested operation at the Receiver is successfully completed and no Response is needed.

9.6
Specified Resource Types

9.6.1
 Resource Type delivery

When a CSE is requested to initiate an operation (CRUD) targeting resources on another CSE, then it needs to involve the CMDH CSF in order to do proper scheduling and execution of delivery of data from the source CSE to the target CSE in line with provisioned policies. It is possible to do that in two different ways: Using delivery aggregation (‘da’ information set to on) or by forwarding the original request as a separate request on the Mcc reference point without changes.
In order to be able to initiate and manage the execution of data delivery in a resource-based manner, the resource type delivery is defined. This resource type needs to be used for forwarding requests from one CSE to another CSE when ‘da’ information in the request is set to on. If the ‘da’ information is set to off, the original request shall be forwarded as is to the next CSE.
.

Operations to Retrieve, Update or Delete a <delivery> resource will allow authorized entities to inquire the status of a delivery, change delivery attributes or cancel a delivery.
Editor’s Note: Further details on mechanisms how to do delivery handling are FFS.

Editor’s Note: The particular position in the addressable space of resources id FFS.
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Figure 9.6.1-1: Structure of resource type delivery
(only resource specific attributes are shown)

The resource delivery shall contain the attributes according to their multiplicity shown in Table 9.6.1-1.

Table 9.6.1-1: Attributes of delivery 

	Attribute Name
	Multiplicity
	RW/

RO/

WO
	Description

	expirationTime


	1
	RW


	See section <XRef <section> where attribute expirationTime is described.

	creationTime


	1
	RO


	See section <XRef <section> where attribute creationTime is described.

	lastModifiedTime


	1
	RO


	See section <XRef <section> where the attribute lastModifiedTime is described.

	source

	1
	WO

	The CSE-ID of the CSE that initiated the delivery process represented by this <delivery> resource.

	target

	1
	WO

	A list of CSE-IDs that defines one or more target CSEs for delivering the data contained in the data attribute

	lifespan
	1
	RW
	Defines the time limit until when the delivery of the information in the data attribute needs to complete. If the lifespan is expired before successful delivery, no further attempts to deliver the information in the data attribute need to be executed. If the delivery fails, a feedback may be expected by the source CSE depending on options reflected in the deliveryMetaData attribute.

	eventCat
	1
	RW
	Defines the category of the event that triggered the delivery request represented by this <delivery> resource

	deliveryMetaData
	1
	RW
	Contains meta information on the delivery process represented by this <delivery> resource, such as delivery status, delivery options, tracing information, etc

	Data
	1
	WO
	Attribute containing the data to be delivered to the target CSE(s). This data represents one or more original requests that were targeting the same CSE(s).
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