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1
Introduction

This contribution proposes the introduction of session and M2M Session Identifier to fulfil the following requirements: -
	OSR-003
	The M2M system shall support the ability to maintain M2M session in coordination with application session for those M2M applications that require it.


7.
M2M Identification and addressing
7.1x.  M2M Session and M2M Session Identifier (M2M-Session-ID)

An M2M session represents an event within the oneM2M framework with an identified beginning and an identified end and that incorporates zero or more request(s) and corresponding response. The context of an M2M session, including the beginning and the end of the M2M session, shall be configurable to select one of the following contexts:

· An Application (identified by an App-ID) registration and de-registration as the beginning and the end of the M2M session respectively.

· A configured start time and end-time for an application (identified by an App-ID) that can be optionally renewable after the end-time.

· A configured start time and duration for an application (identified by an App-ID) that can be optionally renewable after the expiry of the duration.

Note that other configurable M2M contexts for an M2M session may be defined as well. 

For each of the configured above context, it shall be possible to further refine any of the above contexts to restrict it to a selected set of CSEs, with which the application registers locally,  and/or a selected set of M2M Subscription Identifiers to which the application belongs.

The above configuration shall be supported in a middle node and/or infrastructure node.  Note that multiple overlapping sessions may be configured simultaneously in these nodes. Nevertheless,  each M2M session shall be treated independently.

An M2M session, configured as per the above, shall be allocated a globally unique M2M Session Identifier by the node where it is configured. Note that a distinctive M2M Session Identifier shall be allocated to every Application Instance Identifier for the configured application session. 

Request Identifiers for all requests/responses initiated and/or received by every Application Instance Identifier for a configured application for an M2M session shall be detected, recorded and bound to the M2M Session Identifier by the responsible node.  This implies that the responsible node where application configuration took place shall be able to detect all pertinent application instance identifiers and corresponding requests/responses.

Once the M2M session is terminated, according to the configuration criteria, the responsible node shall output to the charging system (or an appropriate node configured to receive the output) a record including the M2M Session Identifier and all M2M Request Identifiers for the M2M session. The recording shall include other mandatory informational elements as well, such as the Application Identifier, Application Instance Identifier, CSE-ID of node with which the application registers locally,  M2M Subscription Identifier, trigger for session initiation, trigger for session termination.

Editors Note:  The inclusion of additional informational elements in the recorded output is FFS. 

Note that a node responsible for handling an M2M session can impose a maximum duration for an M2M session. Once that limit is reached, the session shall be terminated with appropriate information to that effect specified in the trigger for session termination informational element, included in the recording. Following that, a new M2M session recording shall start with a new Session Identifier to resume recording activity. An appropriate reason shall be included in the trigger for session initiation informational element field in the recording to reflect that, in addition to the M2M session Identifier for the terminated session to allow correlation between two or more M2M sessions configured through a single context.
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