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1. Discussion
Introduction:
　A contribution oneM2M-ARC-2013-0533-Device-Triggering-Overview described the necessity, the outline, and two Use Cases of Device Trigger. 
Another contribution oneM2M-ARC-2013-0531-M2M-Service-Bootstrapping-Overview which is described the necessity and outline of M2M Service Bootstrapping procedures.
This contribution provides M2M procedure for the Device Trigger as defined by the 3GPP Rel-11, three Use Cases of Device Trigger for establishing IP connection are described
Possible features by 3GPP Rel-11 Device Trigger:
　It is possible to send a Device Trigger request from IN-CSE to 3GPP MTC-IWF through the Mcn reference point (Tsp reference point in 3GPP) by 3GPP Rel-11 Device Trigger mechanism, as added to Annex B by the meeting last time.
The following information as defined by 3GPP (TS 29.368) may be provided in the device action request: 
· 3GPP External Identifier or MSISDN, 

· IN-CSE Identifier, 
· trigger reference number, 
· validity period, 
· priority, 
· Application Port ID,
· trigger payload
 A Device Trigger request signal is transmitted to SMS-SC within 3GPP network, distributed to a target device via SM Router etc. as a Short Message signal.

Since a protocol identifier called Device Trigger Short Message is set into the Short Message signal at this time, in receiving sides, such as SM Router and the target SM entity, validity of the requesting entity and/or the signal itself, etc. can also be checked and refused ignited by reception of this indicator. 

Trigger payload can be set to a Device Trigger request signal as an option. The maximum of the payload is 200 octets. (Refer to 3GPP TS 29.338 for SM-RP-UI)
The payload could be used to transfer additional data to the device below the maximum allowed size (200 octets) by 3GPP Rel-11. The payload can contain the access information (FQDN or IP address) of the IN/MN-CSE or 3rd party entity, which allows creating the IP connectivity between the ASN/MN-CSE and the IN/MN-CSE or 3rd party entity.
　Therefore, there are 3 cases foreseen for Device Triggering: 
· sending additional data in the payload;

· sending access information about IN/MN-CSE in the payload;

· sending access information about a 3rd party entity in the payload.
　Another advantage of the Device Trigger request using the 3GPP Tsp reference point is to provide a mechanism to reach M2M devices and to provide additional functionality for future release of 3GPP. The MTC-IWF is the dedicated connection point for M2M Systems to 3GPP mobile networks. 

2. 

Use Case-1 Device Triggering with additional Data
 This Use Case describes the scenario where the device triggering request includes additional data in the Payload (limited to the maximum allowed by 3GPP) as an option of Device Triggering. 
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Step-1 It is the device triggering request with the additional Data toward ASN/MN-CSE.

Step-2 Additional Data transmission by Device Trigger is requested.
Step-3 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-4 The report of Device Trigger request is sent to IN-CSE.
Step-5 The report of the Data transmitting may be sent to the  AE.
Note-1) Although the further discussion is required, it depends on service provider policy if implicit or explicit device triggering is used..
Use Case-2 Device Triggering with access information about IN/MN-CSE
This Use Case provides a scenario where the payload includes Access information about IN/MN-CSE (FQDN or IP address information) in the Payload as an option of Device Triggering.

ASN/MN-CSE which received this Device Trigger signal would access to the specified IN-CSE, and receive Data from IN-CSE after creation of an IP connection.
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Step-1 It is a transmitting request of Data toward ASN/MN-CSE from AE to IN-CSE.

Step-2 Transmission of Access information of IN-CSE in the payload of Device Trigger request. When IN-CSE received the Data from AE from step-1, the data is kept on IN-CSE. 
Step-3 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-4 The report of Device Trigger request is sent to IN-CSE.
Step-5 an IP connection is setup between IN-CSE and ASN/MN-CSE. 
Step-6 Data transmitting report is sent to AE from IN-CSE.
Step-6 The data is transmitted from the IN-CSE to the ASN/MN-CSE. 

Step 7 The report of sending data to the AE
 
Note-1) Although the further discussion is required, it depends on service provider policy if implicit or explicit device triggering is used..

Use Case-3 Device Triggering with access information about a 3rd party entity
This Use Case provides a scenario where the payload includes Access information about 3rd Party entity (FQDN or IP address information) in the Payload as an option of Device Triggering.

ASN/MN-CSE which received this Device Trigger signal would access to the specified 3rd party entity, and send/receive Any Data to/from AE after creation of an IP connection according to the requests from AE.
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Step-1 It is a transmitting request of Access information of 3rd party entity toward ASN/MN-CSE from AE to IN-CSE.

Step-2 Transmission of Access information of 3rd party entity in the Device Trigger  request from IN-CSE to NSE.
Step-3 Device Trigger is enforced by NSE. 　(It is Out-of-scope on oneM2M.)

Step-4 The report of Device Trigger request is sent to IN-CSE.
Step-5 Data transmitting report is replied to IN-CSE from NSE.
Step-6 Data transmitting report is replied to AE from IN-CSE.
Step-7 Setup IP connection between ASN/MN-CSE and 3rd party entity.
Step 8 Sending/receiving data to/from 3rd party entity.
3. Proposal
The proposal is to add:

The text in Possible features by 3GPP Rel-11 Device Trigger, Use Case-1 Device Triggering with additional Data, Use Case-2 Device Triggering with access information about IN/MN-CSE and Use Case-3 Device Triggering with access information about a 3rd party entity  in section  8.3.2.1.1 Device Triggering for 3GPP (as proposed in contribution 0533R01).
Note: However the above-mentioned texts, when incorporated into the Section 8.3, delete the red font + yellow marker portion.
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