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1. Discussion
Introduction
In order to use effectively the service which Underlying Network provides by oneM2M System through NSE-CSF, the feature of service is arranged first, it is necessary to examine a use scenario. The contents which should be indicated to the chapter of the Mcn reference point on it are scrutinized, suppose that it is incorporated.
Moreover, these services are although limited to what can be used at present, if service will be extended in the future, we should add to this chapter suitably.
Type of Underlying Network:
Underlying Network has a different demand naturally required for by each node having CSE which is the higher layer, and the services provided also by a network type differ.
  In oneM2M, it is considered as the following four definitions of nodes, there must be different requirements to Underlying Network respectively.
· Infrastructure Node (IN)
· Middle Node (MN)
· Application Service Node (ASN)
· Application Dedicated Node (ADN)

　However, since above MN is device gateway, it is located in the same network as M2M device. That is, since ASN is M2M device which provides CSE, it is thought that MN and ASN use the same Underlying Network.
　On the other hand, ADN is M2M device which does not provide CSE, by a peculiar communication mechanism, a network for inter M2M devices with a device gateway is formed. These communication mechanisms are positioned the outside of the scope of oneM2M standardization.
　If these things are considered, it will be thought that Underlying Network consists of the following two categories.
-  For infrastructure servers 

-  For M2M devices

Furthermore, since the two above-mentioned categories are roughly classifiable into mobile networks and fixed networks, Underlying Network consists of the following four categories after all.
-  For infrastructure server (mobile network)

-  For M2M devices (mobile terminal) 

-  For infrastructure server (fixed network)

-  For M2M devices (fixed terminal)

The service which can be used at present, and its feature:
From the four categories mentioned above, this contribution mainly describes Underlying Network services for infrastructure server (mobile network).
Underlying Network services provided by mobile network:
There are following services which can be used now. 
These were proposed by Huawei on e-mail discussion.
· Device Triggering
· Location service
· etc..
  It is Device Triggering that we want to discuss by this contribution among the above.
The feature of Device Triggering: 
Device Triggering is a signal to urge making a communication session (IP connectivity) into available state. By the device side applying a trigger signal from a network server to the mobile M2M device which is as the power-saving mode (i.e. IDLE state of radio resource), an End-to-End path including the radio section is made.
Some explanation is added about the term mentioned above here.
　If IP communication in a certain period is not made, the radio resource of the mobile device will be released by the network. In the IDLE state of this radio resource, since the power consumption of a device was considerable-number-reduced compared with a radio resource assigned state, it was called the power-saving mode.

Relation of Device Triggering and M2M Service Bootstrap Procedures:　
In ETSI-TC-M2M, M2M Service Bootstrapping procedures were defined. When a mobile device attaches to the network initially, M2M Service Bootstrapping procedures including Registration of the device to M2M system, and Creation of required M2M resources were performed.  Also by oneM2M, the same argument is required and will be reflected in specifications from now on. 

Here, relevance with Device Triggering is described.
　As the result of Device Triggering as mentioned above in the case of reassignment of a communication session (IP connectivity), when the device attaches to the network, part of M2M Service Bootstrapping procedures should be performed, and Registration of the device to the M2M system should be performed. A change of the IP address information on the applicable device held by the oneM2M side should be made in this Registration processing.
　Therefore, the entity which requested Device Triggering to Underlying Network, is necessary to monitor the existence of a re-Registration processing for the device, and should make a judgment of the validity of a communication session (IP connectivity) by seeing fixed timing after the Device Triggering request.
Device Triggering Use Cases:
　As long as M2M device is attached to Underlying Network and registered to M2M system, since the communication session (IP connectivity) of the device should be guaranteed, Device Triggering is not necessary. 

However, although the device is registered by M2M system, supposing there is a case where the communication session (IP connectivity) is not guaranteed, Device Triggering is needed in that case.

　That is, the first Use Case of Device Triggering, when a certain data is sent to ASN/MN-CSE from IN-CSE via Mcc reference point using the IP address information on the device registered by M2M system, it is a case used as an error or timeout.
Becoming an error can consider the case where the IP address information on the device becomes inharmonious at oneM2M system and Underlying Network. In that case, if re-attaching processing of the device is urged and M2M system registered the device again by performing Device Triggering, IP address information will be updated. It is thought that M2M system becomes possible of sending data again by a right IP address under supervising of this updating of IP address information.
Becoming a time-out can consider the case where pin-hole of firewall of some place has closed for example. However, it is thought that pin-hole of Firewall generally is not changed by re-attaching processing etc. even if Device Triggering is performed. We should discuss with the mobile network expert about this. In the inconsistency of the IP address information mentioned above, there may also be a case where pin-hole of the old IP address is closed.
In addition, in the case where the radio resource of a device is released, since it is coped with by sending a Paging from the mobile network to the device, it is thought that it corresponds to neither an error nor timeout.
　As another Use Case of Device Triggering, it is a case where the end user which cannot keep waiting for time to reconstruct a communication session (IP connectivity) as the result of the error or timeout which was mentioned above is taken into consideration.
That is, if Device Triggering is carried out from the beginning in advance when sending data to a device, since a communication session (IP connectivity) with the device is considered to certainly be guaranteed, error handling and timeout processing time of data transmission become unnecessary.
However, since it is thought that unnecessary Device Triggering processing is carried out, it will become user judgment which is faster on the average.
If collecting it, Use Cases of Device Triggering can consider the following two cases interlocked with the timing which transmits a certain user data to ASN-CSE/MN-CSE using the Mcc reference point via IN-CSE from AE.
· The case where an end user does not specify Device Triggering
· The case where an end user specifies Device Triggering
2. Proposal
It proposes adding the texts in all (or discussing the part) of the above-mentioned on the Discussion part, the General flow figures and the explanations of two Use Cases shown below to the Section 8.3 Mcn Reference Point.
Note: However the above-mentioned texts, when incorporated into the Section 8.3, delete the red font + yellow marker portion.
General Flows for Device Triggering Use Cases:
Use Case-1. Implicit Device Triggering
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Step-1.The data transmission to ASN/MN-CSE from AE is requested to IN-CSE via the Mca reference point.

Step-2 If IN-CSE checks the effective IP address information on applicable ASN/MN-CSE and there is, data transmission to the ASN/MN-CSE will be requested via the Mcc reference point by IN-CSE.

Step-3 IN-CSE supervises the response status (an error or timeout) of the data transmitting request.

Step-4 When response status is an error or timeout (note-3), Device Trigger is requested to NSE via the Mcn reference point (note-1).

Step-5 Device Triggering processing within Underlying Network 

Step-6 Updating existence of IP information on ASN/MN-CSE is supervised by IN-CSE after the Device Trigger succeeded.

Step-7 Part of M2M Service Bootstrapping procedures within the device and Underlying Network including Registration processing between ASN/MN-CSE and IN-CSE (note-2)

Step-8 Renewal of effective IP information on ASN/MN-CSE which IN-CSE holds is checked.

Step-9 Data transmission is again requested via the Mcc reference point by making the IP address after updating into the destination address.

(Note-1) It will discuss about the concrete Device Trigger request method from now on. 

(Note-2) It will discuss about the relation between Bootstrapping processing and Registration processing from now on.

(Note-3) About the contents and the solution of an error or timeout, it will discuss in details from now on.

Use Case-2. Explicit Device Triggering
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Step-1 Data transmission to ASN/MN-CSE from AE is requested to IN-CSE via the Mca reference point. In this case, the explicit "Device Triggering" enforcement tag from AE is given. 

Step-2 IN-CSE judges the explicit "Device Triggering" enforcement tag from AE, and requests Device Trigger via the Mcn reference point to NSE (note-1).

Step-3 Device Triggering processing within Underlying Network
Step-4 Waiting timer for Bootstrapping processing is started after the Device Trigger succeeded. 

Step-5 In the case where IP connection is not made, part of M2M Service Bootstrapping procedures would probably be performed. When it carries out, effective IP information on ASN/MN-CSE which IN-CSE holds is updated.

Step-6 As a chance with the waiting timer expiration for Bootstrapping processing, data transmission is requested by IN-CSE to ASN/MN-CSE via the Mcc reference point with the effective IP information of ASN/MN-CSE which IN-CSE holds as the destination address.
(Note-1) It will discuss about the concrete Device Trigger request method from now on. 
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