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Introduction
Currently the information provided in the container/instances can be opaque for oneM2M system and it is the responsibility of the Applications to know how to read the provided information. What this contribution proposes is a mechanism to also transport, as part of the meta-data of the container, the reference to the supported ontology that allows interpreting the provided data.
In the metadata landscape there are four accepted level of interoperability:

Level 1 (Shared terms definition).

Interoperability among metadata-using applications is based on shared natural-language definition. Within an application environment, participants agree on what the terms to use in their metadata and how those terms are defined. Terms are hard-wired into the applications. In this case interoperability with “the rest of the world” (beyond the applications) is not supported.
Level 2 (Formal semantic interoperability).
Interoperability among metadata-using applications is based on the shared formal model provided (e.g. RDF, XML) which is used to support the linked data (e.g. the content of an instance resource).

Level 3 (Description Set Syntactic interoperability).
Applications are compatible with the linked data model and they also share an abstract syntax for validatable metadata records. 

Level 4 (Description Set profile interoperability).
The interoperability occurs by means of a common set of contraints, use of the same vocabularies and a shared model.

The level of interoperability that this contribution tries to achieve is Level 2, where the entity that is reading the content of the information stored in the instance resource has also the mechanism for being able to interpret the data without needing to obtain the supported model by means that are outside the M2M system. 

In order to provide the supported schema for interpreting the data, this contribution proposes to add a new “specific attribute” to the resources:

· Container, and

· Instance

The suggested name of this new attribute is “ontologyRef”, which will contain a reference (URI) to the schema that is used for the provided data. The URI may in practise be a publicly readable document, or a private document. The URI may point to an element in a list of URIs,
In more detail, the idea is to have a reference on the container and also on the instances. If there is no specific reference to a schema on the instance resource, the instance can inherit the one from the container if it is defined.

What is the value of making this change? Permitting formal semantic interoperability allows those various applications, which have access rights to the device/data, to know how to interpret/integrate/use the data. For example the URI with ontology might specify that the five-value-data-instance consists of device-type, device-manufacturer, device-serial-number, sensor value, std-dev accuracy. If the device- type is for example "ppm blood-oxygen sensor", or instead "ppm ozone level", then an eHealth applications can intelligently use the information. But also a public-health services might be able to use the "ppm ozone level" data to monitor safe levels within a city. It is assumed that services will be able to efficiently search for data values with the appropriate "device type", however mechanisms to do so are not within the scope of this contribution. Other devices (different manufacturer or different serial number) might not provide the "std-dev accuracy" fact, which would require an URI pointing to a different ontology, however nevertheless an application with access to both sets of data and URIs could combine them intelligently.
---------------------------------------------------------------START OF 1st CHANGES-------------------------------------------------
9.5.2 9.6.3
Resource Type container
This resource represents a container for data instances. It is used to share information among other entities and potentially to track the data. A <container> resource has no associated content, only attributes and child resources.
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Figure 9.6.3-1: Structure of <container> resource
(only child resources and resource specific attributes are shown)

This resource shall contain the child resources according to their multiplicitly in Table 9.6.3-1 (0 indicates the optionality of the child resource).

Editor’s Note: Susbscription relation with this resource is for FFS.

Editor’s Note: location resource relation with containers is for FFS.

Table 9.6.3-1: Child resources of <container> resource
	Child Resource Name
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<instance>
	0..n
	See section 9.6.6

	[variable]
	<subscription>
	0..n
	See section 9.6.9

	[variable]
	<container>
	0..n
	See section 9.6.3


This resource shall contain the attributes according to their multiplicitly in Table 9.6.3-2 (0 indicates the optionality of the attribute).

Table 9.6.3-2: Attribute of <container> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW


	See section 9.6.1 where this common attribute is described. If no accessRightID is given at the time of creation, the accessRightID of the parent resource is linked to this attribute.
Editor's Note:  Seems like out of place text above.  Needs to be fixed,

	accessRightID (aRI)
	0..1
	RW
	See section 9.6.1 where this common attribute is described. If no accessRightID is given at the time of creation, the accessRightID of the parent resource is linked to this attribute

	searchStrings (sS)
	0..1
	RO
	See section 9.6.1 where this common attribute is described.

	creationTime (st)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	Creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	maxNrOfInstances (mi)
	0..1
	RW


	Maximum number of instances of <instance> child resources. 

	maxByteSize (mb)
	0..1
	RW


	Maximum number of bytes that are allocated for a <container> resource for all instances in the <container> resource.

	maxInstanceAge (ma)
	0..1
	RW


	Maximum age of the instances of <instance> resources within the <container>. The value is expressed in seconds.

	currentNrOfInstances (ni)
	1
	RO
	Current number of instances in a <container> resource. It is limited by the maxNrOfInstances.

	currentByteSize (nb)
	1
	RO
	Current size in bytes of data stored in a <container> resource. It is limited by the maxNrOfBytes.

	Latest (lt)
	0..1
	RO
	Reference to latest instance, when present.

	LocationID (LID )
	0..1
	RW
	URI of the resource where the attributes/policies that define how location information are obtained and managed. This attribute is defined only when the <container> resource is used for containing location information.

	ontologyRef (oR)
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the instances of the container.


Editor’s Note: Mechanisms for announcing are FFS.

Editor’s Note: The container type is FFS.

Editor’s Note: The following attributes are FFS depending on resource structure discussions:

· child: resources with child relation with the considered resource

· parent: resources with paren relation with the considered resource

---------------------------------------------------------------END OF 1st CHANGES--------------------------------------------------

---------------------------------------------------------------START OF 2nd CHANGES------------------------------------------------

9.5.3 9.6.6
Resource Type instance
The <instance> resource represents a data instance in the container. The content of the instance is opaque to the M2M platform and it might even be encrypted. However, there is meta-data associated with an instance which shall be accessible.

Contrary to other resources, the <instance> resource cannot be modified once created, regardless of the accessRightID associated with the parent resource. An instance may be deleted explicitly or it may be deleted by the platform based on policies. If the platform has policies for the instance retention these shall be represented by the attributes maxByteSize, maxNrOfInstances and/or maxInstanceAge on the <container> resource. If multiple policies are in effect, the strictest policy shall apply.

The <instance> resource inherits the same access rights of the parent <container> resource, and does not have its own <accessRights> attribute.
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Figure 9.6.6-1: Structure of <instance> resource
(only child resources and resource specific attributes are shown)

This resource shall contain the attributes according to their multiplicitly in Table 9.6.6-1 (0 indicates the optionality of the attribute).

Table 9.6.6-1: Attributes of <instance> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	searchStrings (sS)
	0..1
	RW
	See section 9.6.1 where this common attribute is described.

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	typeOfContent (tOC)
	0..1
	WO
	Optional type of the content included in the content attribute. This is media-type as defined in <reference to stage 3 document>.

	contentSize (cS)
	1
	WO
	Size in bytes of the content attribute.

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the instances of the container. If this attribute is not present, the instance inherits the ontologyRef from the parent <container> resource if present 

	Content (c)
	1
	WO
	Actual opaque content of an instance. This may for example be an image taken by a security camera, or a temperature measurement taken by a temperature sensor.


---------------------------------------------------------------END OF 2nd CHANGES--------------------------------------------------
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