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1 Introduction

There are cases wM2M devices in mobile networks are not reachable via IP connections for the following reasons:
· The device supports non-IP protocols, such as SMS only,
· The device supports IP protocol, but is inactive, therefor not accepting IP connection request,

· The device supports IP protocol, but the previously known IP address is staled due to inactivity time, 
· The device is only reachable via private IP address space.
  In 3GPP and 3GPP2 networks, many M2M devices can go to inactive status due to simple application activities or for power saving purpose.  When a device in inactive mode, it doesn’t answser paging requst from networks, but it does periodic RAU (Routing Location Update) or TAU (Tracking Area Update) and monitor network pagings. A device triggering mechnism by SMS (Short Message Service) has been provided to wake up the device for any defined application activities.  With SMS triggering mechanism, when a device is inactive and a SMS is received for the device, the network logs the SMS request in HLR/HSS (Home Location Register/Home Subscriber Server ).  When a device RAU or TAU is received, the network notifies the SMSC (Short Message Service Center) to resend SMS to the device. The SMS can carry any information which wakes up the device for required application activities.  
In oneM2M system, when a device is inactive or in a private IP address space, the CSE which resides in the device is also not reachable by the known IP address, therefor the AE is not reachable. In this case, SMS can be used to wake up the device, so the AE or the CSE is reachable for IP communication. 

This contribution proposes to add this mechanism for M2M Application Addressing. 
2 Proposed Changes

The First Change

7.3.1 
M2M Application Addressing

In M2M communication, the goal of M2M addressing is to reach the M2M CSE with which the target M2M AE is registered, and ultimately the correct application on the ASN/MN on which the target AE is resident. This principle applies to all applications 

Editor’s Note: Applicable application types need to be fixed. 

Reachability and routing from/to AE on ASN and MN is always associated with the CSE with which these AEs are registered, and which is resident on ASN/MN connected to the Underlying Network. Reaching an AE shall be performed through reaching the CSE the AE registered with. A CSE-PoA (CSE Point of Access) shall provide the set of information needed to reach a CSE from a network perspective. Typically a CSE-PoA contains information that is e.g. resolved into a network address. The scope of this is for intra and inter M2M service provider domains. 

The Next Change

7.3.2

M2M Application Reachability

The scope of this is for intra and inter M2M service provider domains.

The Next Change

7.3.2.3.2
CSE-PoA related to M2M CSEs associated with Mobile Networks

If the IP address for the registered CSE cannot be reliably used, and as such cannot be included in the CSE-PoA, then in this case the CSE-PoA for the registered CSE shall include appropriate information as defined by various access networks and supported by oneM2M
.



In the event that the M2M SP has connections to multiple access networks, there is a need to establish a binding between the registered CSE and the access network. That binding may be established through CSEs explicitly listing the access network at registration/update time, otherwise the M2M SP may derive it (using the link over which the registration arrived), store it and bind it to the registration information.
In the scenarios a M2M Node in mobile networks is not reachable by the previously known IP address and it supports SMS, the originating CSE can make use of SMS triggering mechanism to wake up the M2M Node to renew the IP addresses or perform specific functionalities. 
To support this option, the CSE-PoA shall, on Mcn interface to the access networks supporting such an SMS triggering mechanism, include information about identification information of the CSE (such as the external identifier as defined by 3GPP TS23.682 in the case of Tsp-based triggering, or MSISDN or any identifier used by triggering network APIs), and send the request to the Underlying Network via the mechanisms supported, such as, Tsp, Tsms, Network APIs.  
The Annex B shows the 3GPP defined interfacces for machine type communication interfaces and example device triggering flows.  

The End of Changes
�I guess that we want oneM2M not to remain vague, but rather to explicitly support a number of options, including SMS triggering. These options should be explicitly supported.


�This makes no sense to me: either there is a reachable IP address, and then the M2M system shall use it (and not “fetch” it), or there is not, and then there is no way to “fetch” an IP address. The only thing that is then possible is triggering.


�I would honestly delete this: in my opinion, the underlying network does not care about the M2M Node ID as that ID is an ID used internally inside the oneM2M system. What the underlying network needs instead is the kind of identifier that I suggest in the previous paragraph:MSISDN, external identifier or any other identifier that’s used by a triggering network API (in some cases, the ICCID or the IMSI are exposed and used)
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