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1 Rationale
This contribution provides resources to support M2M Service Session Management (SSM).  

At TP7, an initial version of the SSM resources was proposed in contribution oneM2M-ARC-2013-0454R02.  Based on the feedback received from TP7 and the Nov 7th ARC call, the following is a summary of the modifications provided in this contribution.

· Simplified SSM resource structure

· Removed use of collection resources

· Replaced  <sessionParticipant> resource functionality with sessionParticipants attribute

· Simplified attributes in <session>, <sessionPolicy>, and <sessionContext> resources

· To allow re-used and sharing of <sessionPolicy> resources, added a ‘policies’ attribute to <session> resource to link by reference to <sessionPolicy> resources. 

· Added sessionCredential attribute to <session> resource

· Added sessionCapable and sessionInvite attributes to <application> resource to support service session.
2
Proposal
9.6.w
Resource Type session
The M2M Service Session Management resource structure consists of <session>, <sessionContext>, and <sessionPolicy> resources. A <session> resource contains information for managing an individual M2M service session. The <sessionContext> resources are child resources of a <session> resource since they are used to maintain context information for a particular service session. The <sessionPolicy> resources are not child resources of a <session> since multiple <session> resources may use the same <sessionPolicy>. For this reason, a <session> resource links by reference to <sessionPolicy> resources.
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Figure
9.6.w.1: Structure of <session> resource

This resource shall contain the child resource according to their multiplicity in the Table 9.6.w-1 (0 indicates the optionality of the child resource).

Table 9.6.w-1: Child resources of <accessRight> resource

	Child Resource Name
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<sessionPolicy>
	0..n


	See section 9.6.y.


The <session> resource shall contain the attributes according to their multiplicity in Table 9.6.w-2 (0 indicates the optionality of the attribute).
Table 9.6.w-2: Attributes of <session> resource

	Attribute Name
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See section 9.6.1 where this common attribute is described.

	creationTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime

	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID

	1..n
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	searchString


	1
	RW
	See section 9.6.1 where this common attribute is described.

	sessionID
	1
	RO
	A unique ID is assigned by SSM CSF when M2M service session is established (i.e. when <session> resource is created).



	credentials
	0..1
	RO
	Credentials used by the session participants (e.g. to perform E2E security (e.g. authentication, encryption/decryption of service session data, etc).

Editor’s note: Need to further discuss viability of CSE managing service session credentials and storage within <session> resource with SEC WG.

	state
	1
	RW
	Used to observe and control the operational state of M2M service session (e.g. ONLINE, PAUSED, RESET, etc)

Editor’s note: Supported session states is FFS.  

	participants
	1
	RW
	List of identifiers of M2M service session participants.    For participants that are AEs, application identifier (App-ID) is used. For participants that are CSEs, CSE identifier (CSE-ID) is used.  

	policyLinks
	0..1
	RW
	List of URIs of M2M service session policy resources associated with this service session


9.6.x
Resource <sessionContext>

The <sessionContext> resource contains attributes applicable to a particular type of M2M service session context that is collected and maintained by a M2M service session.   
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Figure
9.6.x.1: Structure of <sessionContext> resource

The <sessionContext> resource shall contain the attributes according to their multiplicity in Table 9.6.x-1 (0 indicated the optionality of the attribute).
Table 9.6.x-1: Attribute of <sessionContext> resource

	Attribute Name
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See section 9.6.1 where this common attribute is described.

	creationTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime

	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID

	1..n
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	searchString


	1
	RW
	See section 9.6.1 where this common attribute is described.

	type
	1
	RW
	Used to select the type of service session context that the SSM stores within the ‘context’ attribute.  

SSM supports policy-based context collection by configuring this attribute with a URI that references a <sessionPolicy> resource defining a set of context collection rules.

SSM also supports natively collecting certain types of session content (e.g. total number of requests, rate of request, total bytes consumed, etc)

Editor’s Note: Supported set of native context types is FFS.

	context
	1
	RO
	Service session context information collected by SSM.

Type of collected context is defined by ‘type’ attribute.


9.6.y
Resource <sessionPolicy>

A <sessionPolicy> resource contains a description of an individual M2M service session policy. 
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9.6.y.1: Structure of sessionPolicies resource

Editor’s Note: It may make sense for oneM2M to define a more generic <policy> resource rather than a <sessionPolicy> resource.  

The <sessionPolicy> resource shall contain the attributes according to their multiplicity in Table 9.6.y-1 (0 indicated the optionality of the attribute).
Table 9.6.y-1: Attributes of sessionPolicy resource

	Attribute Name
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See section 9.6.1 where this common attribute is described.

	creationTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime

	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID

	1..n
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime

	1
	RO
	See section 9.6.1 where this common attribute is described.

	searchString


	1
	RW
	See section 9.6.1 where this common attribute is described.

	rules
	1
	RW
	Defines rules for service session management. 

E.g.
· Service session context collection rules

· Service session request processing rules

· CMDH delivery parameter configuration rules.

· Rules for SSM CSF interaction with underlying network
Editor’s Note: Supported set of native rules is FFS.


9.x.y
Service Session Attributes for <application>
Editor’s note –  To support M2M service sessions, sessionCapable and sessionInvite attributes have been defined for the <application> resource.   The latest version of the TS however does not yet include a section for the <application> resource.  Once it does, these attributes should be included.  
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9.x.y.1: Service Session attributes of application resource
Table 9.x.y-1: Session Attributes of application resource

	Attribute Name
	Multiplicity
	RW/

RO/

WO
	Description

	sessionCapable
	0..1
	RO
	Defines whether AE is capable of service-session based communication (TRUE or FALSE)

	sessionInvite


	0..1
	RW
	Used to invite an AE to join a service session.  To invite a AE to join a service session, this attribute is updated with the URI of a <session> resource which the AE is invited to join.   An AE can subscribe to updates to this attribute and in turn receive notifications for each service session invitation.
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