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1.
Introduction and Background
The current Annex B of the Architecture TS-0001 describes the interworking between the oneM2M system and the 3GPP Underlying Network. In clause B.6.1.2 of TS-0001, the IN-CSE initiated connectivity establishment procedure is described which uses the 3GPP T4 trigger delivery procedure according to the 3GPP TS23.682 to wake-up the device (i.e., mobile terminated case). 
Yet, this trigger delivery procedure is based on the SMS scheme, which requires that the M2M device must contain an SMS client. As all M2M devices will not be SMS capable, therefore alternate IP native delivery scheme would be required to reach such devices. 

This paper describes IP native MT triggering mechanism to allow connectivity establishment with non SMS-enabled devices with assumptions and scenario as noted below. 
2. Applied Scenario and Motivation for this IP-based Triggering Scheme
1) Non ICE capable devices

    ICE implementation requires devices and GGSN/PGW to support ICE clients that work in concert with STUN or TURN servers and the main purpose of ICE is to allow two end points (e.g. serving CSE and M2M device), whether they are behind NAT or not, to discover each other. For details of ICE refer to RFC 5245. 
Although ICE is advantageous yet, all of the M2M devices will not be ICE or SMS capable, therefore there is a need that oneM2M services platform has a mechanism to trigger these devices with a simple IP-based resolution and delivery scheme without relying on a particular address resolution scheme. 
The key here is to be able to identify M2M device’s routable public IP address so it can be reached by the Serving IN-CSE. This would require minor enhancements to the M2M CSE architecture and 3GPP GGSN/PGW without impacting the existing M2M devices in the field. Also, this would help keeping the cost of the M2M devices low which is essential for large scale deployments.
2) Non IPv6 network scenario

Observing current IP network deployment, still IPv4 networks are widely deployed and NAT is applied to resolve shortage of IP addresses. In case of pure IPv6 transport , the issue of NAT traversal would not be necessary, but this seems to be a rare case, especially in the current widely deployed IP networks.      

 3) Rel-11 3gpp PS underlay NW 

In order to support non-SMS based pure IP native solution for device triggering, the Rel-11 underlay 3gpp Packet network will require minor enhancement in the GGSN/PGW behavior in the call flow below to handle oneM2M UE-IDs.

3. Proposal

Having above mentioned assumptions and motivations, this contribution proposes following sub-sections to the Annex B, as additional interworking mechanism between the oneM2M system and the underlying 3gpp network for IP native delivery scheme. 
************************ Start of 1st changes **********************
ANNEX B: (Informative) oneM2M system and 3GPP MTC Release-11 Underlying Network Interworking

....................

....................
....................
....................
....................

B.6.1.1
 ASN-CSE initiated connectivity establishment procedure
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Figure B.6.1.1-1: ASN-CSE initiated connectivity establishment

<<to verify if the picture is editable and needs to be redrawn>>
1. Establish an Underlying Network bearer if not already available by using the procedures available in the Underlying Network.

2. The ASN-CSE sends a query to a DHCP server to find a particular DNS server IP address. Then the DHCP responds with an IP address of a corresponding DNS server. Additionally, it is also possible to include one or a list of domain names, i.e, FQDN of target IN-CSEs.

3. The ASN-CSE performs a DNS query to retrieve the IN-CSE(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) of the serving IN-CSE to an IP address.

4. After reception of domain name and IP address of an IN-CSE, the ASN-CSE can initiate communication towards the IN-CSE via IP connection from this procedure. The IN-CSE at this time will be informed which port of the ASN-CSE will be used for communication. The IN-CSE holds the mapping of each of the Terminated-CSE-ID (device-ID) with the destination IP address.
Editor’s Note: It for FFS how oneM2M and 3GPP IDs map to each other for a particular device node to be able to deliver information to a particular serving IN-CSE.

************************ End of 1st changes **********************
************************ Start of 2nd changes **********************
B.6.1.3
 Serving IN-CSE initiated connectivity establishment procedure (using native IP addressing and delivery mechanism)

It is assumed that M2M device is non-ICE and non-SMS, and the device belongs to a private network. To reach such devices the IN-CSE should have the capability to inter-work with the underlying network in confirming the device Public IP address.
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Figure B.6.1.3-1: IN-CSE initiated connectivity establishment (using IP native scheme)
1. Trigger Request from AS
As already in B.6.1.1 ASN-CSE initiated connectivity establishment procedure, IN-CSE holds the mapping each of the Terminated-CSE ID (Device ID) with the destination IP address (Step-0).

Serving IN-CSE receives a Request from AS with Terminated-CSE-ID which indicates the destination ASN-CSE (device).
Note: The AS initiates this trigger because DL packet delivery to the terminated device may not be reachable, because the device is behind a NAT in the underlying network and may prevent the connectivity to the terminated device.
2. DNS Query and the Response to identify MTC-IWF
If the Serving IN-CSE has no connectivity details for the 3GPP MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the 3GPP External Identifier or using a locally configured MTC-IWF identifier. 
Editor’s Note: Mechanisms other than DNS query could be used for determining the IP address (es)/port(s) of the MTC-IWF are FFS.
3. Ext-ID ~ Int-ID Resolution Request / Response

Once, Serving IN-CSE receives the Terminated-CSE ID, the Serving IN-CSE request to particular MTC-IWF (HSS) to deduce specific internal-ID, such as IMSI.
4. IP Device Triggering from Serving IN-CSE to the GW
Serving IN-CSE (SCS) sends out IP Triggering packet to the corresponding GGSN/PGW including Terminated-CSE ID (Device ID), such as IMSI.
5. Local address retrieval
By receiving the IP Device Triggering Request, the GW retrieves destination address from the internal ID, such as IMSI.
6. Terminated Reception Handling
Once the GW identified the local address for a particular Terminated ASN-CSE, it initiates Terminated Reception Handling, such as Paging in case of dormant mode and then bearer establishment for the IP triggering based on the procedure described in the underlay network.
7. Device Triggering and the Response 
Once the GW established Device Triggering connectivity to the Target Device, the GW send Device Triggering to the Target Device based on the routing method defined in the underlay network including Terminated-CSE ID (Device-ID). 

Then, Terminated Device replies Device Triggering Response including the Device-ID to the GW for the confirmation of the trigger safely reached to the Device.
8. IP Device Triggering Acknowledgement

The GW sends IP Device Triggering Acknowledgement to the Serving IN-CSE with the Terminated-CSE ID (Device-ID) and the valid Target IP address in the message.

Once, the Serving IN-CSE receives the message it update the mapping table of the Device-ID and corresponds valid Target IP address.
9. T4 SMS based  Device Trigger Delivery Procedure (In case of necessary)

On the other hand, if it is found that the data has not been transmitted to the destination device, for example, the error information in the IP routing and/or when receiving un-reachable information at Serving IN-CSE, it executes existing T4 SMS based triggering procedure as in section B.6.1.2.
10. MT Request Acknowledgement
This is the reply message to Step-1. Receiving successful reachability of the Target Device, the Serving IN-CSE sends to the AS via MT Request Acknowledgement message including routable valid Target IP address to the target device.
After reception of this routable valid Target IP address, AS sends IP data directly to the target device in end-to-end manner.
************ End of 2nd changes **********************
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