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Rationale
Please refer to contribution oneM2M-ARC-2013-0603_CMDH_and_Policies.pptx for all details on the rationale.
The intention with this CR is to create the needed resource structures for being able to provision CMDH-related policies that govern the use of CMDH-related parameters in requests issued by local Originators into entities of the oneM2M architecture via Device or Application and Service Management. These resources would only be set / modified by managing entities of the Infrastructure Domain. It is expected that these resources would appear only as sub-resources to certain management object resources.

==================== Start Text Proposal ===================

9.6
Specified Resource Types
9.6.X
Resource Type requestDefaults
The <requestDefaults> resource type is used to represent default values that shall be used for CMDH-related parameters when requests issued by local AEs or CSFs do not indicate any value for the respective attributes.
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Figure 9.6.X-.1: Structure of <requestDefaults> resource 
(only resource specific attributes are shown)
This resource shall contain the attributes according to their multiplicity in Table 9.6.X-1 (0 indicates the optionality of the attribute).

Table 9.6.X-1: Attributes of <requestDefaults> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID (aR)
	0..n
	RW
	See section 9.6.1 where this common attribute is described.

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	scope (sc)
	1
	RW
	The scope attribute defines the scope in which the default values of attributes as defined further below shall be applied. 
The scope attribute is a list of zero or more local App-Inst-IDs or the strings  ‘deafaultsAE’ or ‘defaultsCSE’. 
When an App-Inst-ID appears in the scope attribute, the default attribute values defined further below are applicable for that Application Instance. 
When the string ‘defaultsAE’ appears in the scope attribute, the default attribute values defined further below are applicable for all local AEs that are not listed with their App-Inst-ID in any of the provisioned scope attributes of a <requestDefaults> resource. 
When the string ‘defaultsCSE’ appears in the scope attribute, the default attribute values defined further below are applicable for all requests that are originating from within the local CSE.
Each App-Ints-ID or the strings ‘defaultsAE’ or ‘defaultsCSE’ must appear at most once in any of the provisioned scope attributes of a <requestDefaults> resource on the respective CSE.

	defaultEventCategory (dEC)
	1
	RW
	Default value for the event category parameter (‘ec’) in a request when any of the originators listed in the scope attribute has not indicated any value for ‘ec’ in the request.

	defaultLifeSpan (dLS)
	1
	RW
	Default value for the event lifespan parameter (‘ls’) in a request when any of the originators listed in the scope attribute has not indicated any value for ‘ls’ in the request.


9.6.XX
Resource Type requestLimits
The <requestLimits> resource type is used to represent limit ranges that shall be used for verifying CMDH-related parameters when requests are issued with such parameters by local AEs or CSFs. If a request is issued with CMDH-related parameters that are outside of these limits, the request shall be rejected.
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Figure 9.6.XX-1: Structure of <requestLimits> resource 
(only resource specific attributes are shown)
This resource shall contain the attributes according to their multiplicity in Table 9.6.XX-1 (0 indicates the optionality of the attribute).

Table 9.6.XX-1: Attributes of <requestLimits> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID (aR)
	0..n
	RW
	See section 9.6.1 where this common attribute is described.

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	scope (sc)
	1
	RW
	The scope attribute defines the scope in which the limits of attributes as defined further below shall be applied. 

The scope attribute is a list of zero or more local App-Inst-IDs or the strings  ‘limitsAE’ or ‘limitsCSE’. 

When an App-Inst-ID appears in the scope attribute, the limits for attribute values defined further below are applicable for that Application Instance. 

When the string ‘limitsAE’ appears in the scope attribute, the limits of attribute values defined further below are applicable for all local AEs that are not listed with their App-Inst-ID in any of the provisioned scope attributes of a <requestLimits> resource. 
When the string ‘limitsCSE’ appears in the scope attribute, the limits of attribute values defined further below are applicable for all requests that are originating from within the local CSE.
Each App-Ints-ID or the strings ‘limitsAE’ or ‘limitsCSE’ must appear at most once in any of the provisioned scope attributes of a <requestLimits> resource on the respective CSE.

	rangeEventCategory (rEC)
	1
	RW
	Allowed range for values of the event category parameter (‘ec’) in a request issued by any of the originators listed in the scope attribute.

	rangeLifeSpan (rLS)
	1
	RW
	Allowed range for values of the lifespan parameter (‘ls’) in a request issued by any of the originators listed in the scope attribute.
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