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1
Introduction

This contribution proposes additions to the functional architecture
* * * Start of 1st Change * * * 

6.5. 
Other Aspects

6.5.1 Inter M2M SP communication for oneM2M compliant nodes

To enable M2M entities (eg. CSE, AE) in different M2M service provider domains to communicate, there is a need to configure within the M2M domain if such a communication is allowed. If allowed, the M2M system shall support routing the traffic across the M2M service provider domain and within the target domain. 

Communication between different M2M SPs which occurs over the reference point Mcc’, is subject to business agreements. The offered functionality is typically a subset of the functionality offered over the Mcc reference point.

Any interM2M SP communication in support of any request originating from one M2M SP domain shall be processed and forwarded through the infrastructure node of the originating M2M domain towards the infrastructure node of the target M2M SP domain and finally forwarded to its target CSE, if different from the infrastructure node. Hence the infrastructure node in both M2M domains shall be the exit and entry points, respectively, for all inter M2P SP communication traffic.

In this configuration approach, public DNS shall be used to support traffic routing for inter M2M SP communication in accordance with [C]. This relies on public domain names being allocated to communicating CSE entities within the oneM2M architecture, and to whom access across domains is permitted through policies.  To that effect, an M2M SP supporting inter- M2M SP communication shall ensure that the public domain names for the CSEs whose functionality is available across domains are held in its public  DNS and shall always point to the IP address associated with the infrastructure node  for the domain  (being the entry point) for accessibility purposes. 

The M2M SP could optionally also have additional policies (example: black list or white list) that governs accessibility from other domains to CSE functionality located within its own domain. These policies are however out of scope.
The public domain names of CSEs to whom access from other domains is allowed by policies, shall be created in the DNS of the M2M SP by the infrastructure node at registration time of these CSEs, and shall be removed at de-registration. DNS entries for CSEs can also be created/removed for registered CSEs at any time by the M2M SP through administrative means to handle dynamic policies. 
Editors Note: The CSE registration procedures will be updated to include normative text for the creation of the needed DNS entries 
6.5.1.1 Public Domain Names and CSEs

To enable the usage of public DNSs as depicted above, there is need for a naming convention for public names for CSEs.  This naming convention facilitates the creation of the necessary entries of the public domain names of CSEs in the DNS by the infrastructure node.

CSEs public domain names shall be a sub-domain of the infrastructure node public domain name. This naming convention allows the infrastructure node to include the needed DNS entry corresponding to the CSE to whom access from other domains is allowed. This would typically occur when the CSE registers with the infrastructure node, subject to policies, or administratively. The infrastructure node shall also have a public domain name. 

Accordingly, the structure of the public domain of the CSEs in any node (middle service node/Application service node) shall follow the following naming convention, which relies on the CSE identifier (CSE-ID) as part of the naming convention to facilitate the entry creation: 

·  Infrastructure Node public domain name: <infrastructure node CSE Identifier>.<M2M Service provider domain name>
· CSE middle Node public domain name: <middle Node CSE Identifier>.<Infrastructure Node public domain name>
· CSE Application  Service Node  public domain name: <Application Node CSE Identifier>.<Infrastructure Node public domain name>
Both the CSE Middle node and the CSE Application Service node are subdomains of the Infrastructure Node.
The A/AAAA records in the DNS, as per [A], [B], and [D] shall consist of the public domain name of the CSE and the IP address of the M2M infrastructure service node, since the M2M infrastructure service node is the entry point of the M2M service Provider domain name where it belongs to.
Editors Note: The population of the A/AAAA records are FFS and to be elaborated
* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 

2.2
Informative references
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)

[i.x]
oneM2M TR-0008, "Security Analysis:

[A] 
IETF RFC 1035 “Domain names – Implementation and specification”

[B]
IETF RFC 3596 “DNS Extensions to Support IP Version 6”

[C]
GSMA-IR.67 DNS/ENU Guidelines for Service Providers & GRX/IPX Providers

[D]
IETF RFC 6895 DNS IANA Considerations September 2000
[E]
IETF RFC 6874 “Representing IPV6 Zone Identifiers in Address Literals and Uniform Resources Identifiers

[F]
IETF RFC 3986: Uniform Resource Identifier (URI): Generic Syntax  

* * * End of 2nd Change * * * 
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