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1
Introduction

This contribution proposes clarification of the types of URIs that can be used to address a resource.

Based on the TS, there are 3 different ways of addressing a resource:

· The resource can be a fully qualified domain name with the actual path portion of the URI defining the entire relationship for the target resource within the resource tree. 
· The resource can be a fully qualified domain name with the actual path not defining the actual target resource within the resource tree. Hence the path has to be resolved by the target host to locate the actual target.
· The resource can be defined by two parameters; namely the CSE-ID, where the resource is located, and the resource identifier which is the actual target resource. In this case, the CSE-ID is used to create the complete host name in accordance with the rules define in section 6.5.1.1. Furthermore, it is assumed in this case that resource identifiers allocated by the host are unique. So indeed this case is an optimization of the second case, since the host name included in the URI has to be computed  in this case by the receiving CSE before it can send the request to the target CSE
These 3 methods shall all be supported by all M2M nodes, notably the local CSEs receiving requests, before they proxy these requests any further, where applicable. This ensures that request originators have the flexibility they need to identify the target resource for any operation it desires according to the device capability they reside 
* * * Start of 1st Change * * * 

6.5.1.1 
Public Domain Names and CSEs

To enable the usage of public DNSs as described above, there is a need for a naming convention for public names for CSEs.  This naming convention facilitates the creation of the necessary entries of the public domain names of CSEs in the DNS by the infrastructure node.

CSEs public domain names shall be a sub-domain of the Infrastructure Node public domain name. This naming convention allows the Infrastructure Node to include the needed DNS entry corresponding to the CSE to whom access from other domains is allowed. This would typically occur when the CSE registers with the Infrastructure Node, subject to policies, or administratively. The Infrastructure Node shall also have a public domain name. 

Accordingly, the structure of the public domain of the CSEs in any node (Middle Node/Application Service Node) shall follow the following naming convention, which relies on the CSE identifier (CSE-ID) as part of the naming convention to facilitate the entry creation: 

· Infrastructure Node public domain name: <Infrastructure Node CSE Identifier>.<M2M Service Provider domain name>

· CSE Middle Node public domain name: <Middle Node CSE Identifier>.<Infrastructure Node public domain name>

· CSE Application  Service Node  public domain name: <Application Service Node CSE Identifier>.<Infrastructure Node public domain name>

Both the CSE Middle Node and the CSE Application Service Node are sub-domains of the Infrastructure Node.

The A/AAAA records in the DNS, as per [i.5], [i.6], and [i.10] shall consist of the public domain name of the CSE and the IP address of the M2M Infrastructure Node, since the M2M Infrastructure Node is the entry point of the M2M Service Provider domain name where it belongs to.
Note that entries in the public domain names of the three nodes depicted above do not imply that the actual CSE-Identifier allocated for that node has to be used in the DNS entry. Rather any name, including indeed the CSE Identifier for the node, can be used there as long as the entry resolves to the intended service node.
Example:

These 3 host entries are valid entries in the DNS:

IntermediatenodeCSEID.infrastructurenodeCSEID.m2m.myoperator.org

node1.node2.m2m.myoperator.org

 IntermediatenodeCSEID.node22.m2m.myoperator.org

Editors Note: The population of the A/AAAA records are FFS and to be elaborated

* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 

9.3
Resource Addressing
9.3.1 Generic principles

There are three different means for addressing a resource within the oneM2M resource structure. They are as follows:
· The resource can be addressed by a URI with the actual path portion of the URI defining the entire relationship for the target resource within the resource structure. This is a structured representation of the resources within a CSE where the parent relationship chain is embedded in the resource address. Example:  http://IN-CSEID.m2m.myoperator.org/CSERoot/myAppX/myContainerY 
· The resource can be addressed by a URI with the actual path portion of the URI only indicating the actual target resource within the resource structure, but without explicitly embedding the parent-child relationship. Hence the actual parent relationship chain is not known a priori and the hosting CSE needs to resolve the logical location of the target resource in the chain of relationship within the resource structure. Example:  "http://node2.m2m.myoperator.org/CSERoot/myContainerY” where the same container of the previous example is directly addressed
· The resource can be addressed via two parameters; namely the CSE-ID of the host where the resource is located, and/or the resource identifier of the actual target resource. This case is applicable only to intra-domain routing. In this case, the local CSE can proxy the request to the IN node including these two parameters; optionally the local CSE shall use the CSE-ID to generate the complete target host name in accordance with the rules define in section 6.5.1.1.  Note in this scenario it is assumed that the actual node identifiers are used in the host name to enable the generation of the host name. Furthermore, it is assumed in this case that resource identifiers allocated by the host are unique, otherwise the resource identifier full path has to be provided. If the resource identifier full path is provided than there is no need for the CSE-ID to be sent to the IN. The CSEBase shall be used to identify the CSE-ID   

This case is an optimization of the second case, since the host name included in the URI has to be generated, as an option, in this case by the receiving (local) CSE before it can send the request to the target CSE (via the IN node). Example: the same resource addressed in the previous bullet will be provided by the requesting entity to the receiving CSE by means of the identifiers “CSE4-CSEID” and “myContainerY” and then it will be resolved to "http://CSE4-CSEID.IN-CSEID.m2m.myoperator.org/CSERoot/myContainerY”

These 3 methods shall all be supported by all M2M nodes, notably the local CSEs receiving requests, before they proxy these requests any further, where applicable. 
9.3.1.1  Support for Multiple CSEs within a single node

For nodes that support multiple CSEs, the CSEBase, which is the first element in the path, shall be equivalent to the CSE-ID. This allows the host to easily distinguish the different CSEs.
Note in this case the host name shall resolve to the same IP address. 
9.3.2 Resource addressing via a FQDN URI
Resources shall be uniquely addressable via a FQDN URI as one of the methods in section 9.3.1. The following are examples of addressable resources. 

/baseRoot/Entity Instance 1 

/baseRoot/Entity Instance n 

/baseRoot/Application Instance 1

/baseRoot/Application Instance n

/baseRoot/Container1/Container2


The baseRoot shall contain all resources of the hosting node. A baseRoot is the root of all other resources it contains. The baseRoot shall represent the first element of the path representing a resource in an absolute URI, as per [i-4]. 
The authority part of the absolute URI, as per [i.9] and [i.4] shall be either an Infrastructure Node public domain name, a Middle Node public domain name or an Application Service Node public domain name and shall conform to the naming convention described in section 6.5.1.1.
Example of a URI identifier of a container resource hosted by a CSE could be "http://IntermediatenodeCSEID.infrastructurenodeCSEID.m2m.myoperator.org/baseRoot/container1/myExampleContainer2"

Editor's Note: With this change of /baseURI to /baseRoot:  we need to examine the whole specification for the appropriate use of the /baseRoot vs. /baseURI  terminology. It is suggested to identify a task group to review the document and suggest appropriate changes. 

* * * End of 2nd Change * * * 

* * * Start of 3rd Change * * * 

8.1.2
Request

Request from an Originator to a Receiver includes the following information:

op:  operation to be executed: Create (C), Retrieve (R), Update (U), Delete (D),

to:   URI of the target resource or the parent of the target resoruce, e.g. /m2m.provider1.com/netBase/temp1,

Editor's Note: This is made under the assumption that the CSE-ID is incorporated in the  URI of the target resource or the parent of the target resoruce.

fr:  ID of the Originator,

NOTE:  fr is used for access control of the target resource.

mi:  meta-information about the Request,

Editor's Note: Defaults for meta-information are FFS.

cn:  resource content to be transferred.

NOTE: The to target resource needs to be known by the Originator. It can be known either by pre-provisioning or by discovery.

Editor’s Note: How pre-provisioning and discovery are performed is FFS.

The op information shall indicate the operation to be executed at the Receiver:

Create (C):  a new resource addressable with to parameter is created,

Retrieve (R):  an existing to addressable resource is read and provided back to the Originator,
Update (U):  the content of an existing to addressable resource is replaced with cn new content,

Delete (D):  an existing to addressable resource and all its sub-resources are deleted from the Resource Storage.

Editor’s Note: This is an initial list of the verbs. The need for more verbs is anticipated to cover all use cases, configuration and functions.

The to information shall address the target resource in the Receiver.  The to information shall conform to section  9.3.1
The fr information shall be used by the Receiver to check the Originator identity for access permission verification.

The ty information shall be present in Request for the following operations:

Create:  ty is the type of the resource to be created.

The cn information shall be present in Request for the following operations:

Create:  cn is the content of the new resource with the resource type tag as in Table 9.2-1,

Update:  cn is the content to be replaced in an existing resource,

Retrieve:  cn is the filter to be applied for discovery purposes.

Note that the cn information can also be empty.

* * * End of 3rd Change * * * 

* * * Start of 4th Change * * * 

Justification for this change:

Some of the current principles in section 9.1 are not required anymore. With the 3 methods of how a URI can be addressed, it is up to the resource tree model to decide on which options to support, and to ensure that the tree is properly set up to resolve a received address of a resource.  The discovery procedure needs to ensure that there is enough support for any of the above methods.

Furthermore the distinction between a flat tree vs a structured tree is entirely implementation specific, and does not require any additional specification. The recipient host node of a resource address shall be able to distinguish these cases. 

9.1
General Principles

The following are the general principles for the design of the resource model. 

· The "type" of all resource shall be specified. New resource types shall be supported as the need for them is identified; 

· The root of the resource structure in a CSE shall be assigned an absolute address See section 9.3 for additional information;

· The resource structure shall be kept reasonably simple. In particular:

· <Application> Resources belonging to the local CSE shall be located directly under the baseURI resource,

· <Access Right> Resources belonging to the local CSE shall be located either directly under the baseURI resource, or under an <Application> resource.

· <Group> resources belonging to the local CSE shall be located either directly under the baseURI resource, or under an <Application> resource.

· <CSE> resources representing a remote CSE shall be located directly under the baseURI resource,

· <Container> Resources belonging to the local CSE shall be located either under the baseURI resource or, or under an <Application> resource, or under another <container> resource;

Editor’s Note: These above stated resource types needs to be validated as for section 9.6.

· The attributes for all resource type shall be specified;

· Each resource type can have multiple instances;
Editors note: All the highlighted text shall be removed once some figures are available
· All resource and associated attributes shall be uniquely addressable via their associated Universal Resource Identifiers (URI), consisting of:

· a structured URI based on the chain of child-parent relations

· a flat URI made of a unique identifier addressable via the base root

Editor’s Note: Contribution #0505R1 already address the fact that URI is not used in a proper manner in the TS. However the term structured and flat URI still use the term URI. Detailed definition on how to do addressing in oneM2M still needs to be drafted. Alignment of the proper terminology in the TS is needed.

Editor’s Note: how the flat URI can be distinguished from the structured URI is for FFS.

Editor’s Note: if there is a need to provide both structured URI or flat URI of a resource if for FFS.

· Examples:

·   Root example “myCSE” (well known, common to structured and  flat)

·   Example 1: the following two examples address the same resource

·   //myCSE/123(structured) 

· //myCSE/123 (flat)

·   Example 2: the following two examples address the same resource

·   //myCSE/myApplication/987 (structured) 

·   //myCSE/234 (flat)

·   Example 3: the following two examples address the same resource

·   //myCSE//myContainer (structured) 

·   //myCSE/mC (flat)

· The flat URI is always stored in the parent attribute, that is a mandatory attribute

· In case of structured URI, the relationship parent-child and vice-versa is determined in the structured URI. When created via the flat URI, the parent child-relation is determined by the parentID attribute.

· This, however, does not imply any specific storage structure for the <container> resource. The structure of a <container> resource is subject to implementations. 

* * * End of 4th Change * * * 

* * * Start of 5th Change * * * 

10.3.2.2 Discovery procedure via Retrieve Operation
This procedure shall be used for the discovery of resources under <startURI> that match the provided filter criteria. The discovery result shall be returned to the issuer using a successful message.

Originator:  The Originator can be an AE or a CSE. The Originator shall provide the <startURI> URI in the Request message. Filter criteria may be provided as a parameter by the Originator.

Receiver or Hosting CSE:  The Hosting CSE shall read the values of all attributes belonging to the addressed resource structure and the references of all sub-resources and it shall build a representation of these. If filter criteria is provided in the request, the Hosting CSE uses it identifying the resources whose attributes mach the filter criteria. The Hosting CSE shall respond to the Issuer with the appropriate list of URIs of discovered resources in the Hosting CSE. If sorting criteria has been provided by the Originator, the list of URIs of discovered resources shall be sorted in that order.

The Hosting CSE may modify the filter criteria including upper limit provided by the Originator or the discovery results based on the local policies.

If the size of the result URI list is bigger than the upper limit, or the scope of discoverable resources according to the Originator’s access right or service subscription has been reduced by the Hosting CSE the full list is not returned. Instead, an incomplete list is returned and an indication is added in the response for warning the device. 

The Hosting CSE may propagate the discovery request to other CSEs according to resource discovery policies.

Editor's Note: It is FFS about discovery propagation mechanism, i.e., multi-hop discovery propagation and its policies.
Table 10.3.2.2-1  Discovery procedure via Retrieve Operation
	Description

	Call Flow Type
	RETRIEVE

	Pre-Conditions 
	Originator needs to discover resources in the Hosting CSE.

	Information on Request message
	· URI of the discovery resource: <startURI>.

· Filter criteria for searching and expected returned result. 

	Local processing on Hosting CSE
	· Checks the validity of the Request (e.g., format of filter criteria).

· Checks if the request is in accordance with the M2M service subscription.

· May change the filter criteria according to local policies.

· Searches matched resources from the addressed resource hierarchy.

· Propagates the discovery request to other CSEs if it is permitted by discovery policies.

· Limits the discovery result according to access rights of the discovered resources.

· Limits the discovery result according to the upper limit on the size of the answer.

· Sorts the results according to the sorting criteria.

	Information on Response message
	· Contains the list of discovered resources expressed in any of the methods depicted in section 9.3.1.
· Contains an incomplete list warning if the full list is not returned.

	Post-Conditions 
	None

	Exceptions
	Local processing on Hosting CSE:

· The requesting M2M AE or CSE is not registered.
· The request contains invalid parameters.


* * * End of 5th Change * * * 

* * * Start of 6th Change * * * 

Common Attributes

Many of the attributes of the resources described in the present document are common. Such attributes are described here once in order to avoid duplicating the description for every resource that contains it.

Attributes that are only used in one or two resource types are described only in the section for that resource type.

In all tables representing resource attributes, each attribute name is followed by its “short name” in brackets that shall be used in resource representations to be transferred across reference points.

Table 9.6.1-1: Common Attributes

	Common Attribute
	Description

	resourceType (rT)
	Resource Type. This WO resourceType attribute stores <in a two capital letters token> the information useful for procedure processing, e.g. CO for <container>, CI for <instance>.

	parentID (pID)
	This attribute identifies  the parent resource.. 

Editor's Note: The adoption of a URI format is still to be confirmed.

	accessRightID (aRI)
	The URI of an <access rights> resource. The permissions defined in the <accessRight> resource that are referenced determine who is allowed to access the resource containing this attribute for a specific purpose (e.g., Retrieve, Update, Delete etc.).

If a resource type does not have an accessRightID attribute definition, then the accessRights for resources of that type are governed in a different way, for example, the accessRight associated with the parent may apply to a child resource that does not have an accessRightID attribute definition, or the permissions for access are fixed. Refer to the corresponding procedures to see how permissions are handled in such cases.

If a resource type does have an accessRightID attribute definition, but the (optional) accessRightID attribute is not set, or it is set to a value that does not correspond to an valid, existing <accessRight> resource, or it refers to an <accessRight> resource that is not reachable (e.g. because it is located on a remote CSE that is offline or not reachable), then the system default access permissions shall apply.

The system default access permissions grant all permissions (i.e. the full set of permissionsFlags) to the following permission holders depending on the prefix of URI of the resource.:

<< Editor's Note: what is the list of permission holders>>


	creationTime (cT)
	Time/date of creation of the resource.

	expirationTime (eT)
	Time/date after which the resource will be deleted by the hosting CSE. This attribute can be provided by the issuer, and in such a case it will be regarded as a hint to the hosting CSE on the lifetime of the resource. The hosting CSE can however decide on the real expirationTime. If the hosting CSE decides to change the expirationTime attribute value, this is communicated back to the Originator.

The lifetime of the resource can be extended by providing a new value for this attribute in an UPDATE verb. Or by deleting the attribute value, e.g. by not providing the attribute when doing a full UPDATE, in which case the hosting CSE can decide on a new value.




The table continues
* * * End of 6th Change * * * 

* * * Start of 7th Change * * * 

10.3.2.1
Introduction

The resource discovery procedures allow discovering of resources residing on a CSE. The use of filter criteria allows limiting the scope of the results. Filtering shall be performed on a subset of the offered resource attributes using a query string. A match, that may include ranges, may be performed on the query string, and a successful response may be returned with a list for the resources addressable in any of the forms expressed in section 9.3.1  and that contains the matching attributes or a URI of a temporary resource holding the list.

Editor’s Note: It is FFS how this temporary resource is operated such as the access right of this temporary resource, expiration time, the condition for creation. 

Resource discovery shall be done using the RETRIEVE method by an Originator which shall also include the root of where the discovery begins: <startURI>. Filter criteria may be provided as a parameter to the Retrieve method. The filter criteria describe the rules for resource discovery, e.g. searching scope, topic, semantic relationships, and matching string. The filter criteria can also contain the parameters for specifying the maximum size of the answer (upper limit), and/or sorting criteria for specifying in which order the searching result should be organized.

The resource discovery procedures shall identify all matching resources from the entire hierarchy under <startURI>. The filter criteria provided by an Originator or the discovery results may be modified by the Hosting CSE to restrict the scope of discoverable resources according to the Originator’s access right or service subscription.

The Hosting CSE may also implement a configured upper limit on the size of the answer. In such a case when both the Originator and the Hosting CSE have the upper limits, the minimum of the upper limit in the Hosting CSE and the upper limit of the Originator shall apply.

10.3.2.2

Discovery procedure via Retrieve Operation

This procedure shall be used for the discovery of resources under <startURI> that match the provided filter criteria. The discovery result shall be returned to the issuer using a successful message.

Originator:  The Originator can be an AE or a CSE. The Originator shall provide the <startURI> URI in the Request message. Filter criteria may be provided as a parameter by the Originator.

Receiver or Hosting CSE:  The Hosting CSE shall read the values of all attributes belonging to the addressed resource structure and the references of all sub-resources and it shall build a representation of these. If filter criteria is provided in the request, the Hosting CSE uses it identifying the resources whose attributes match the filter criteria. The Hosting CSE shall respond to the Issuer with the appropriate list of discovered resources in the Hosting CSE. If sorting criteria has been provided by the Originator, the list of  discovered resources shall be sorted in that order.

The Hosting CSE may modify the filter criteria including upper limit provided by the Originator or the discovery results based on the local policies.

If the size of the resultlist is bigger than the upper limit, or the scope of discoverable resources according to the Originator’s access right or service subscription has been reduced by the Hosting CSE the full list is not returned. Instead, an incomplete list is returned and an indication is added in the response for warning the device. 

The Hosting CSE may propagate the discovery request to other CSEs according to resource discovery policies.

Editor's Note: It is FFS about discovery propagation mechanism, i.e., multi-hop discovery propagation and its policies.
Table 10.3.2.2-1  Discovery procedure via Retrieve Operation
	


Description

	Call Flow Type
	RETRIEVE

	Pre-Conditions 
	Originator needs to discover resources in the Hosting CSE.

	Information on Request message
	· URI of the discovery resource: <startURI>.

· Filter criteria for searching and expected returned result. 

	Local processing on Hosting CSE
	· Checks the validity of the Request (e.g., format of filter criteria).

· Checks if the request is in accordance with the M2M service subscription.

· May change the filter criteria according to local policies.

· Searches matched resources from the addressed resource hierarchy.

· Propagates the discovery request to other CSEs if it is permitted by discovery policies.

· Limits the discovery result according to access rights of the discovered resources.

· Limits the discovery result according to the upper limit on the size of the answer.

· Sorts the results according to the sorting criteria.

	Information on Response message
	· Contains the list of discovered resources expressed in any of the forms in section 9.3.1.
· Contains an incomplete list warning if the full list is not returned.

	Post-Conditions 
	None

	Exceptions
	Local processing on Hosting CSE:

· The requesting M2M AE or CSE is not registered.
· The request contains invalid parameters.


* * * End of 7th Change * * * 
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