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1.
Introduction

This contribution proposes to improve section 8.3 of the Functional Architecture for adding a section about the possible services that needs to be described on the Mcn reference point. More specifically this contribution will focus on “Device Triggering”, the purpose of the contribution is to define what is considered device triggering for oneM2M and when this service should be initiated, based on certain information that the IN-CSE has.

Clearly there is a relation between the Device Triggering and what would be the M2M Service Connection setup procedure in oneM2M. However the latter is not yet described in the TS, therefore we can only assume that the result of the first bootstrapping the AE/CSE are already properly registered. Once the Device Triggering procedure is issued, part of the M2M Service Connection setup procedure should be performed in order to establish a new IP connectivity. 

2. Proposal

This contribution proposes to modify the normative text in section 8.3 for:

Some editorial changes in section 8.3.1 (1st change)

Adding new sections for providing a common general description of the possible services offered over the Mcn reference point (2nd change).

Describing the general procedure for the device triggering (regardless of the underlying access network), by indicating the decision points for initiating the procedure and the step to be taken by the CSEs. (part also of the 2nd change)

************************ Start of 1st changes **********************
8.3.
Description and Flows on Mcn Reference Point

8.3.1 General Description

Communications between the CSEs and the NSEs (Network Service Entities) pass over the Mcn reference point, which includes the CSE(s) accessing network service functions provided by Underlying Networks, and optimizing network service processing for Underlying Networks. Such services normally include more than just the general transport services. 

Communications which pass over the Mcn reference point to Underlying Networks include multiple mechanisms such as: 

· Messaging services that are widely deployed by applications and network operators using a number of existing mechanisms, 

· Network APIs defined by other SDOs (e.g., OMA and GSMA) are used by network operators for their services,

· Interworking for services and security aspects for MTC (Machine Type Communications) has been defined by 3GPP.

Examples of service requests from a CSE towards the underlying networks are: 

· Connection request with/without QoS requirement,

· Payments, messages, location, bearer information, call control and other network capabilities, (e.g. by using GSMA oneAPI), 

· Device triggering, 

· Device management, 

· Management information exchange such as charging/accounting records, monitoring and management data exchange. 


The following sections provide more detail description about the above mentioned example functions that oneM2M supports. 

In oneM2M, the following four types of nodes might have different requirements to the underlying network:

· Infrastructure Node (IN)
· Middle Node (MN)
· Application Service Node (ASN)
· Application Dedicated Node (ADN)

However the two end points that are communicating either via Mcc (in case of CSEs) or Mca (for the case of ADN-CSE communication), use the same underlying network. 
************************ End of 1st changes **********************
************************ Start of 2nd changes (Add new sections) ****
8.3.2 Functions

8.3.2.1 Connection Request

Editor’s Note:  Connection request is for FFS

8.3.2.2 Location Request

Editor’s Note:  Location request is for FFS

8.3.2.3 Device Management

See section 6.2.4 for a detailed description on the interaction with a Device Management 

Editor's Note:  The detailed content from section 6.2.4 might fit better in this section than in the high level CSF description.
8.3.2.3 Device Triggering

Device Triggering is the mechanism to request a device to perform a given task. For example, to initiate a communication either toward the IN-CSE that issued the triggering request, or towards a 3rd party entity, or to perform local actions with additional information in the target ASN/MN-CSE. 
Device Triggering is a network initiated procedure that can be used in the case that at least the targeted ASN/MN in the field domain is attached to an underlying access network. It means that the targeted ASN/MN is reachable at least for Device Triggering issued by an IN-CSE.
 If the IN-CSE knows the status of the targeted ASN/MN which is reachable for Device Triggering in advance, the IN-CSE shall request a Device Triggering to the targeted ASN/MN according to the original request either received from an IN-AE or decided by the IN-CSE itself.
 If the IN-CSE knows the status of the targeted ASN/MN which is not reachable for a Device Triggering in advance, the IN-CSE shall take any action to the original issuer of the request. For example an error is returned.
 If the IN-CSE knows the status of the targeted ASN/MN which is definitely established a M2M Service Connection with the IN-CSE in advance, the IN-CSE may request data transmission to the ASN/MN-CSE via Mcc reference point but not request a Device Triggering according to the original request.
 Upon a Device Triggering request is received, ASN/MN shall start local application which shall be the ASN/MN-CSE or may be other application, and it shall perform processing according to the contents of the request.
Each access network type may provide different way of performing a device triggering, for example 3GPP has defined a dedicated interface for requesting device triggering. Access specific mechanisms are covered in the Annexes. 
General Procedure for Device Triggering:
   Whenever IN-CSE require ASN/MN-CSE to initiate a connection toward either the IN-CSE or a 3rd party entity, or to perform local actions, a Device Triggering procedure over the Mcn reference point shall be used.
   The figure 8.3.2.3-1 shows the general procedure for Device Triggering which for the IN-CSE requires the ASN/MN-CSE to initiate a M2M Service Connection toward the IN-CSE.
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Figure 8.3.2.3-1: Device Triggering general procedure
Step-0: PoA setup
The PoA for the ASN/MN-CSE either already contain an IP address or none. 

Step-1: Request to targeted ASN/MN-CSE
The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Device Triggering request
IN-CSE shall perform either to transmit the data to the available address of target ASN/MN-CSE via Mcc reference point, to return an error via Mca reference point due to any unavailable state of the target ASN/MN, or to send a Device Triggering request to the targeted ASN/MN via Mcn reference point as main scope of this procedure. 
In case of sending a Device Triggering request, the IN-CSE may buffer the information of the original request received in Step-1 in advance of sending the request.
Device Triggering request may be sent for following type of reasons and combination.
· M2M Service Connection (i.e. Mcc reference point between ASN/MN-CSE and IN-CSE) setup
· A connection with 3rd party application (i.e. ASN/MN-CSE to 3rd party application) setup
· Local actions in ASN/MN-CSE including resources manipulation (CRUD) and execution commands
· Invoke a 3rd party application inside ASN/MN
The actual Device Triggering request procedure is dependent on the underlying network described in Annexes.
Step-3: Device Triggering procedure
Device Triggering processing within the underlying network is performed.
Step-4: Wake-up ASN/MN-CSE

Once the device triggering request successfully reached the ASN/MN node, the correspondent CSE in the node has to be woken up.

Step-5: Device Triggering response
The IN-CSE may receive a response to the Device Triggering request via Mcn reference point. 
The actual Device Triggering response procedure is dependent on the underlying network described in Annexes.
Step-6: M2M Service Connection setup procedure
M2M Service Connection setup procedure, within the ASN/MN, underlying networks and the IN-CSE, is performed as described in section [TBD].  


Editor’s note: more details needed for understanding which procedure is needed to be performed since it is currently under the security group.

Step-7: PoA update

Renewal of the just established access address information of ASN/MN-CSE in the PoA.
Step-8: Sending of original request
The original request from Step-1 with information stored in the buffer at Step-2 may be sent via the Mcc reference point.
************************ End of 2nd changes **********************
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