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Introduction
Clause 6.2.9.2 contains:

1 - text which refers to “vice-versa” registration by the IN-CSE. After ASN-CSEs or MN-CSEs registration with an IN-CSE, the IN-CSE has the necessary information to communicate with those ASN-CSEs or MN-CSEs, therefore there is no need for the IN-CSE to register “vice-versa”. Therefore “vice-versa” should be removed along with the corresponding   table ASN-CSE, MN-CSE entries in the IN-CSE row.
2 - a table which indicates that CSE to CSE registrations are bi-directional. Since registration by a CSE to a registered CSE is optional, we do not need the uni-directional/bidirectional column or the sentence describing bi-directionality, it is better to delete them.
3 – a table which indicates IN-CSE to IN-CSE registrations are supported. Since the need for registration between different M2M SP domains is not known. We should delete the IN-CSE registrations row and add an editor’s note.
4 – a table which indicates MN-CSE to ASN-CSE registrations are supported. Since the MN-CSE obtains sufficient information from the ASN-CSE registration, there is no need for the MN-CSE to register with the ASN-CSE.

The text of the clause has been re-organised and extended.
---------------------------Start of modification 1 -------------------------

6.2.9.2
Detailed Descriptions

Registration is the process of delivering AE or CSE information to another CSE in order to use M2M Services.
An Application on an Application Service Node, a Middle Node, or an Infrastructure Node shall perform registration locally with the corresponding CSE in order to use M2M services offered by that CSE. An Application on an Application Dedicated Node shall perform registration with the CSE on a Middle Node or Infrastructure node in order to use M2M services offered by that CSE. A node-less AE shall perform registration with the corresponding CSE on an Infrastructure node in order to use M2M services offered by that CSE. A registered Application shall be able to have interactions with its local CSE (when it is the target CSE) without the need to have the local CSE register with other CSEs.
The CSE on an Application Service Node shall perform registration with the CSE in the Middle Node in order to be able to use M2M services offered by the CSE in the Middle Node. As a result of successful ASN-CSE registration with the MN-CSE, the CSE on the ASN Node establish a peering relationship and shall be able to exchange information.
The CSE on a Middle Node shall perform registration with the CSE of another Middle Node in order to be able to use M2M services offered by the CSE in the other Middle Node. As a result of successful MN-CSE registration with the other MN-CSE, the CSE on the Middle Nodes establish a peering relationship and shall be able to exchange information.
The CSE on an Application Service Node or on a Middle Node shall perform registration with the CSE in the Infrastructure Node in order to be able to use M2M services offered by the CSE in the Infrastructure Node. As a result of successful ASN/MN CSE registration with the IN-CSE, the CSEs on ASN/Middle Node and Infrastructure Node establish a peering relationship and shall be able to exchange information.
Applications shall be able to exchange information via CSEs following successful registration of:

1. Applications with their associated CSE
2. One of these CSEs with the other CSE, as per table 6.2.9.2-1
Such registrations are applicable to a single M2M Service Provider Domain.

A (physical) Device shall be able to register with its local CSE for registering its properties/attributes. Such registration enables correlation of Devices Identities such as M2M-Node-ID with the CSE-ID. 

Editor’s Note: The need for Device Registration and the relationship with CSE Registration are FFS.

Editor’s Note: The use of External ID in Registration is FFS.
The following Table shows which oneM2M entity types may register with which other entity types.
Table 6.2.9.2-1: Entity Registration

	Originator
(Registree)
	Receiver
(Registrar)
	Registration Procedure

	ADN-AE
	MN-CSE, IN-CSE
	AE registration procedure see clause TBD


	ASN-AE
	ASN-CSE
	

	MN-AE
	MN-CSE
	

	IN-AE
	IN-CSE
	

	Nodeless AE
	IN-CSE
	

	ASN-CSE
	MN-CSE, IN-CSE
	CSE registration

procedure
see clause TBD


	MN-CSE
	MN-CSE, IN-CSE
	

	
	
	



The Originator (Registree) in table 6.2.9.2-1 requests the registration and the Receiver (Registrar) is responsible for verifying the request, and checking the authentication and authorization of the Originator in order to establish a peer relationship. 
Editor’s Note: authorization above might only be needed for AEs, this is FFS in Security WG

An instance of the same AE is allowed to register to one CSE (ASN-CSE, MN-CSE or IN-CSE) at one time.

An instance of the same ASN-CSE is allowed to register with one other CSE (MN-CSE or IN-CSE) at one time.

An instance of the same MN-CSE is allowed to register with one other IN-CSE at one time.
Editor’s Note: The use of “instance” above might be removed if other definitions are changed. If kept, the description regarding “instances” should be expanded.
Registration information shall be able to include:

· Reachability schedules, which are elements of a node’s policy, and specify when messaging may occur between nodes. Reachability schedules may be used in conjunction with other policy elements. When reachability schedules are not present in a node then that node is expected to be always reachable.

The following is included in the Registration information:

· Identifier

· Reachability 

Editor’s note: Further Registration information is FFS.
---------------------------End of modification 1 -------------------------
---------------------------Start of modification 2 -------------------------

6.5.1
Inter M2M SP communication for oneM2M compliant nodes

To enable M2M entities (eg. CSE, AE) in different M2M Service Provider domains to communicate, there is a need to configure within the M2M domain if such a communication is allowed. If allowed, the M2M System shall support routing the traffic across the M2M Service Provider domain and within the target domain. 

Communication between different M2M SPs which occurs over the reference point Mcc’, is subject to business agreements. The offered functionality is typically a subset of the functionality offered over the Mcc reference point.
The following Table shows which oneM2M entity types may register with which other entity types across the Mcc’ reference point.
Table 6.5.1-1 - Inter M2M SP Entity Registration

	Originator
(Registree)
	Receiver in different M2M SP domain (Registrar)
	Registration Procedure

	IN-CSE
	IN-CSE
	Inter M2M SP registration procedure see clause TBD


An instance of the same IN-CSE is allowed to register to a single IN-CSE of multiple different M2M SP domains at one time.

Any interM2M SP communication in support of a request originating from one M2M SP domain shall be processed and forwarded through the Infrastructure Node of the originating M2M domain towards the Infrastructure Node of the target M2M SP domain and finally forwarded to its target CSE, if different from the Infrastructure Node. Hence the Infrastructure Node in both M2M domains shall be the exit and entry points, respectively, for all inter M2P SP communication traffic.

In this configuration approach, public DNS shall be used to support traffic routing for inter M2M SP communication in accordance with [i.7]. This relies on public domain names being allocated to communicating CSE entities within the oneM2M architecture, and to whom access across domains is permitted through policies.  To that effect, an M2M SP supporting inter- M2M SP communication shall ensure that the public domain names for the CSEs whose functionality is available across domains are held in its public DNS and shall always point to the IP address associated with the Infrastructure Node  for the domain  (being the entry point) for accessibility purposes. 

The M2M SP could optionally also have additional policies (example: black list or white list) that governs accessibility from other domains to CSE functionality located within its own domain. These policies are however out of scope.

The public domain names of CSEs to whom access from other domains is allowed by policies, shall be created in the DNS of the M2M SP by the Infrastructure Node at registration time of these CSEs, and shall be removed at de-registration. DNS entries for CSEs can also be created/removed for registered CSEs at any time by the M2M SP through administrative means to handle dynamic policies. 

Editors Note: The CSE registration procedures will be updated to include normative text for the creation of the needed DNS entries 
---------------------------End of modification 2 -------------------------
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