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1.
Introduction and Reason for Changes
The current Annex B of the Architecture TS-0001 describes the interworking between the oneM2M system and the 3GPP Underlying Network. 
During TP#8 there were already contributions oneM2M-ARC-2013-0532 and 0534 introducing the usage of 3GPP Tsp interface for device triggering. This contribution intents to provide the architectural description about how to perform device triggering by using Tsp interface.
The contribution assumes that the WG4 will describe a generic procedure for M2M Service Connection setup which is referred in this contribution.
This contribution provides M2M procedure for the Device Trigger as defined by the 3GPP Rel-11, a basic Use Case of Device Trigger for establishing M2M Service Connection and other options are described.
R01 aligned the terminology and steps with ARC-2014-0078R06
2. Proposal

Having above mentioned assumptions and motivations, this contribution proposes followings.
B.6.1.1 

  Modification required for reflecting the impact on the information stored in the resources as a result of the connection establishment.
B.6.1.2

As described by 3GPP TS 23.682 Rel 11 the request for device triggering allows the following information to be provided in the request for the device triggering: 

· 3GPP External Identifier or MSISDN, 

· SCS Identifier, 

· trigger reference number, 

· validity period, 

· priority, 

· Application Port ID,

· trigger payload

 The contribution proposes when to use the device triggering function from Tsp and what are the correspondent parameters provided in the request. Rel-11 of 3GPP only specified the usage of T4 interface; the other interfaces are for further release.

************************ Start of 1st changes **********************
B.6.1.1
 ASN/MN-CSE initiated connectivity establishment procedure
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Figure B.6.1.1-1: ASN/MN-CSE initiated connectivity establishment

Step-0: Trigger
Subsequent procedures are triggered by either UE power on or Device Triggering mentioned in B.6.1.2.

Step-1: Attach Procedure
Establish an Underlying Network bearer if not already available by using the procedures available in the Underlying Network.
Step-2: DHCP Query & Response
The ASN/MN-CSE sends a query to a DHCP server to find a particular DNS server IP address. Then the DHCP responds with an IP address of a corresponding DNS server. Additionally, it is also possible to include one or a list of domain names, i.e, FQDN of target IN-CSEs.
Step-3: DNS Query & Response
The ASN/MN-CSE performs a DNS query to retrieve the IN-CSE(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) of the serving IN-CSE to an IP address.

Step-4: Connection establishment
After reception of domain name and IP address of an IN-CSE, the ASN/MN-CSE can initiate communication towards the IN-CSE via IP connection from this procedure. The IN-CSE at this time will be informed which Trigger Recipient ID of the ASN-CSE will be used for communication. 
Step-5: PoA Update

Once the M2M Service Connection (Mcc) is established, in the IN-CSE the PoA of the ASN-CSE shall be updated with the new established IP address. 
The serving IN-CSE which holds the state information, it needs to be informed when the connection is closed.

Editor’s Note: It for FFS how oneM2M and 3GPP IDs map to each other for a particular device node to be able to deliver information to a particular serving IN-CSE.
************************ End of 1st changes **********************
************************ Start of 2nd changes **********************
B.6.1.2
Serving IN-CSE initiated connectivity establishment procedure

Connection establishment between IN-CSE and ASN/MN-CSE
Whenever the IN-CSE requires to establish a connection towards another entity (i.e. ASN-CSE), the Device Triggering procedure over the Tsp interface as described in [TS 23.682] shall be used.
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Figure B.6.1.2-1: IN-CSE initiated connectivity establishment

Pre-condition
The CSE which is the target of the device triggering has to be registered with the IN-CSE.
The serving IN-CSE check the state information of the target device, which some of this information is the result of previous connection establishment or triggering requests, such as the case of power-off, dormant and/or connected state. The serving IN-CSE decides its next action, i.e. if it needs to start Triggering or report to IN-AE about the unavailability to perform the request.    
The PoA for the ASN/MN-CSE either already contain an IP address which is not valid anymore or no address at all. This is a pre-requisite for performing the device triggering procedure.
Editor’s Note: How the M2M-Ext-ID is obtained is FFS. The ID should at least be available somewhere in the ASN/MN-CSE resource or the IN-CSE should keep a map between M2M-Ext-ID and CSE-ID, so that the IN-CSE can access the information when needed.
[optional] Step 1: Request targeted to ASN/MN-CSE
The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.


Editor’s Note: In case of any request as described in section 8.1 for resource manipulation over Mca reference point, the request indicates by the address of the target resource URI. In order to reach the specified resource a Device Triggering may be required.
Step 2: DNS Query / Response
The IN-CSE determines the need to trigger the ASN-CSE. 

If the serving IN-CSE has no contact details for a contact MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) or using a locally configured MTC-IWF identifier.

Editor’s Note: Mechanisms other than DNS query could be used for determining the IP address(es)/port(s) of the MTC-IWF. These are FFS.
Step 3: Device Triggering request
Request:
The Serving IN-CSE buffers the original request information and sends the Trigger Request message contains information as specified in [TS 23.682]:

-M2M-Ext-ID or MSISDN, 
-SCS-Identifier, (is set to the IN-CSE ID) 
-Trigger reference number, (used to correlate the request with the response)

-Validity period, (which indicated how long the request is valid)
-Priority, (this field only allows to set the priority on or off)
-Application Port ID, (is set to the Trigger-Recipient-ID since it is the triggering application addressed in the device from 3GPP point of view) 

-Trigger payload, (optional information can be set to the payload)
NOTE: In case that the Device Triggering request is for M2M Service Connection setup request as the present flow, it is assumed that the target CSE (i.e. ASN-CSE) when it received the trigger it shall connect automatically to the IN-CSE where it is registered. The information of the IN-CSE may be pre-stored in the target CSE (i.e. ASN-CSE). Therefore it is assumed that the trigger payload does not include optional information. How to use the optional part of the trigger payload is described as below.

1. Acknowledge:
Once, 3GPP-MTC-IWF receives the Trigger Request, it will ask the HSS to determine if the IN-CSE is authorized to perform the triggering to the target CSE(i.e. ASN-CSE) and the HSS will resolve the M2M-Ext-ID to IMSI (or MSISDN). Then the 3GPP-MTC-IWF acknowledges to the IN-CSE with the confirmation of the received Device Triggering Request.
Step 4: Device Triggering delivery procedure
The MTC-IWF will initiate the T4 trigger delivery procedure according to the 3GPP TS23.682, based on the information received from HSS and local policy.
NOTE: 3GPP Network Entities (e.g. SMS-SC) may select appropriate device triggering mechanism (e.g. SMS based or SIP based via IP-SM-GW) according to the device capabilities.
Step 5: ASN-CSE receives the trigger
As a result of the device triggering procedure the addressed ASN/MN-CSE is initiated, in this case of the flow the ASN-CSE will be started according to the received Application Port ID by the UE.

2. NOTE: In case that the UE received optional part of the trigger payload, it is assumed that the information would be transmitted to the started application inside the UE.
Step 6: Device Triggering report 
3. Request:
The MTC-IWF sends the Device Trigger Report message (containing the M2M-Ext-ID or MSISDN and trigger reference number) to the Serving IN-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.
Acknowledge:

The IN-CSE acknowledges to the MTC-IWF with the confirmation of the received Device Triggering Report.
4. [optional] Step 7: Connection establishment procedure
The ASN-CSE will perform the Connection establishment procedure as described in B.6.1.1 and         oneM2M TS-0003[i] for Secure Connection establishment.
As a result of this procedure now the initial request over the reference point Mcc can be executed.

[optional] Step 8: PoA/Reachability state updated

Once the connection over Mcc is established, in the IN-CSE the PoA of the ASN-CSE shall be updated with the new established IP address and the IN-CSE holds the reachability state of the ASN/MN-CSE. 
[optional] Step 9: Re-sending of original request

As a result of step 7, the communication is established and now the initial request with the information stored in the buffer of the IN-CSE at Step 3 can be re-issued over the reference point Mcc.

In the flow presented above not all parameters allowed in the Device Triggering Request message from 3GPP Tsp interface are used. Optionally the following cases are allowed:
By providing a payload which may contain:
Either actual content information (as permitted by the limitation of the payload parameter). For example;

-It could contain a resource (or attribute) identifier (as expressed inside the ASN-CSE) and an actual content for the resource (or attribute) of any of the resources stored in the ASN-CSE. 

-Or any other instructions, like to initiate a specific procedure. For example, execute a command.

-Or it could contain of the URI of an entity outside the oneM2M domain where the target ASN-CSE should connect to. If a URI is provided, in this case the steps 7, 8 and 9 of the previous flow cannot be performed since the connection establishment is not performed between two oneM2M entities, therefore how the actual setup is performed it is outside the scope of this specification.
Editor’s Note: What information could be transported in the payload is FFS.
************************ End of 2nd changes **********************
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