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1
Introduction

This contribution proposes additions to the functional architecture to complete inter-M2M SP -procedures
* * * Start of 1st Change * * * 

6.5. 
Other Aspects

6.5.2  Inter M2M SP Generic Procedures

This section describes the behaviour of the M2M nodes in support of inter-M2M SP procedures.

6.5.2.1 Actions in  the originating M2M node in Originating Domain
The issuer in the originating domain can be any M2M node such as ADN, an MN, or an ASN, etc.. , and shall issue a request to the local CSE to retrieve a resource located in another M2M Service Provider domain.
The issuer shall use any of the options defined in X.X.X to identify the target host and resource for that purpose. 
6.5.2.2 Actions in  the First Receieving CSE  in originating domain
The first receiving CSE in the originating domain shall check if the addressed resource is locally available. If the addressed resource is not locally availabe, and if the local CSE is not an IN then the local CSE shall forward the request to the IN.

If the first receiving CSE is an IN Node, or if the IN receives a request from another CSE within its own domain, it shall check if the addressed resource is locally available within its domain. 

If the addressed resource is not located within its own domain, then the IN shall perform a DNS lookup by using the target hostname provided in the RETRIEVE request. A successful DNS lookup shall return to the origin IN in the originating domain the IP address of the M2M IN residing in the target M2M Service Provider Domain. 

Subsequently, the IN in the originating domain shall forward the request to the IN of the target domain.
6.5.2.3 Actions in  the IN of the target domain 
The IN is the entry point of the target M2M Service Provider domain. The IN shall check if the addressed resource is a local resource. If it is not a local resource it shall forward the request to the appropriate CSE, after identifying the hosting CSE within its domain, using the pointOfAccess attribute. 

Once the request reaches the target Hosting-CSE, the CSE shall apply the access rights applicable to the request.  Consequently, the Hosting-CSE shall forward the response for the incoming request following the same path of the incoming request.

* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 

Remove the editor note from the text below for the following reasons:
The way that an A/AAAA record is populated is as follows:
When someone buys a domain name from domain name provider, he associates it with an IP address. The domain provider is responsible to create an A/AAAA record under the DNS root that binds the new domain and the IP address.

The IP address typically point to a host that is considered to be a private DNS, and where sub-domains can be created .
6.5.1.1
Public Domain Names and CSEs

To enable the usage of public DNSs as described above, there is a need for a naming convention for public names for CSEs.  This naming convention facilitates the creation of the necessary entries of the public domain names of CSEs in the DNS by the infrastructure node.

CSEs public domain names shall be a sub-domain of the Infrastructure Node public domain name. This naming convention allows the Infrastructure Node to include the needed DNS entry corresponding to the CSE to whom access from other domains is allowed. This would typically occur when the CSE registers with the Infrastructure Node, subject to policies, or administratively. The Infrastructure Node shall also have a public domain name. 

Accordingly, the structure of the public domain of the CSEs in any node (Middle Node/Application Service Node) shall follow the following naming convention, which relies on the CSE identifier (CSE-ID) as part of the naming convention to facilitate the entry creation: 

· Infrastructure Node public domain name: <Infrastructure Node CSE Identifier>.<M2M Service Provider domain name>

· CSE Middle Node public domain name: <Middle Node CSE Identifier>.<Infrastructure Node public domain name>

· CSE Application  Service Node  public domain name: <Application Service Node CSE Identifier>.<Infrastructure Node public domain name>

Both the CSE Middle Node and the CSE Application Service Node are sub-domains of the Infrastructure Node.

The A/AAAA records in the DNS, as per [i.5], [i.6], and [i.10] shall consist of the public domain name of the CSE and the IP address of the M2M Infrastructure Node, since the M2M Infrastructure Node is the entry point of the M2M Service Provider domain name where it belongs to.


* * * End of 2nd Change * * * 
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