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	Group Name:*
	ARC 

	Source:*
	Qualcomm Inc. (TIA)

	Format:*
	CR against TS0001v0.3.2 including change marks

	Date:*
	2014-02-08

	Contact:*
	Josef Blanz (jblanz@qti.qualcomm.com)

	Reason for Change/s:*
	Adding a new resource type to support provisioning of CMDH related policies for setting limits to network usage in CMDH related processing of requests on a CSE.

	Clause/Sub Clause

Affected*
	9.6

	Agenda Item:*
	

	Work item(s):
	WI-0002 Architecture

	Document(s) 

Impacted*
	Architecture TS 0001v0.3.2

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Incorporate the proposed changes into the TS


oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
Rationale
Please refer to contribution ARC-2014-0097-CMDH_Policies.ppt for all details on the rationale.
The intention with this CR is to create the needed resource structures for being able to provision CMDH-related policies that govern the limits for usage of underlying networks during CMDH-related processing of requests within a CSE into entities of the oneM2M architecture via Device or Application and Service Management. These resources would only be set / modified by managing entities of the Infrastructure Domain. It is expected that these resources would appear only as sub-resources to certain management object resources.

After reviewing the CR content, the following table may help as an example to better understand the concept of the proposed resource types. For this example, requests of event category 1 or 2 can use the ‘Rainboe Mobile 2G’ , the ‘Rainbow Mobile 3G’ and the ‘LAN’ as well as ‘WLAN’ underlying networks (naming convention TBD) within the restrictions defined by allowedSchedule, minReqVolume and backOffParameters. Requests of event category3 can only use ‘LAN’ and ‘WLAN’. All other requests will not be forwarded at all.
	Parent
	Child
	allowedSchedule
	minReqVolume
	backOff
Parameters

	<cmdhForwarding>scope = 1,2
(event categories)
	<cmdhNwUsageRules>

scope = ‘Rainbow Mobile 2G’
	Specific <schedule>, 
e.g. 10pm-4am every day
	8 KB
	4 minutes,
4 minutes,
32 minutes

	
	<cmdhNwUsageRules>

scope = ‘Rainbow Mobile 3G’
	Specific <schedule>, 
e.g. 1am-3am every day
	32 KB
	4 minutes,
8 minutes,
60 minutes

	
	<cmdhNwUsageRules>

scope = ‘LAN’, ‘WLAN’
	Specific <schedule>,
e.g. always
	0 KB
	0 minutes,
0 minutes,
0 minutes,

	<cmdhForwarding>
scope = ‘3’
(event categories)
	<cmdhNwUsageRules>

scope = ‘LAN’, ‘WLAN’
	Specific <schedule>,
e.g. always
	0 KB
	0 minutes,
0 minutes,
0 minutes,

	<cmdhForwarding>scope = ‘default’

	NONE => All other event categories will not be forwarded
	
	
	


==================== Start Text Proposal ===================

9.6
Specified Resource Types
9.6.X
Resource Type cmdhForwarding
The <cmdhForwarding> resource type is used to define limits in usage of underlying networks for forwarding information to other CSEs during processing of CMDH-related requests in a CSE. When an incoming request is processed by a CSE, it can only use underlying networks for forwarding any information to other CSEs in compliance with the rules defined by the corresponding <cmdhForwarding> resource. 
If a request cannot be successfully completed in compliance with the rules defined in the corresponding <cmdhForwarding> resource, that request shall either be rejected in case it has not already been accepted by the CSE or it has to be purged. Error reporting on failed CMDH processing depends on error reporting parameters (TBD).
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Figure 9.6.X-.1: Structure of <cmdhForwarding> resource 
(only resource specific attributes are shown)
The resource <cmdhForwarding> shall contain child resources according to their multiplicity shown in Table 9.6.X-1. A value of "0" for multiplicity indicates the child resource is optional.
Table 9.6.X-1: Child resources of <cmdhForwarding> resource
	Child Resource Name of <cmdhForwarding>
	Child Resource Type
	Multiplicity


	Description

	[variable]
	<cmdhNwUsageRules>
	0..n
	See section 9.6.Y where the type of this child resource is described.


If a <cmdhForwarding> resource has no <cmdhNwUsageRules> child resources (i.e. multiplicity of 0), requests that match with the scope attribute (see description of attributes in Table 9.6.X-2) will not be allowed to use any underlying network for forwarding information, i.e such requests need to be rejected.
The resource <cmdhForwarding> shall contain attributes according to their multiplicity shown in Table 9.6.X-2.  A value of "0" for multiplicity indicates the attribute is optional.
Table 9.6.X-2: Attributes of <cmdhForwarding> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID (aR)
	0..n

	RW
	See section 9.6.1 where this common attribute is described.

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	scope (sc)
	1
	RW
	The scope attribute defines for which requests the limits contained in <cmdhNwUsageRules> child resources of this <cmdhForwarding> resource shall be applied. 
The scope attribute is a list of zero or more Event Category values (‘ec’ parameter of a request), or the string  ‘default’. 
When an Event Category vlaue appears in the scope attribute, the network usage rules defined inside <cmdhNwUsageRules> child resources are applicable for requests associated with that specific Event Category (‘ec’) value. 
When the string ‘default’ appears in the scope attribute, the network usage rules defined inside <cmdhNwUsageRules> child resources are applicable for all requests whose associated Event Category value (‘ec’) is not listed in the scope attribute of any other provisioned <cmdhForwarding> resource on the hosting CSE. 
A specific Event Category value (‘ec’) shall appear at most once in any of the scope attributes of any of the provisioned <cmdhForwarding> resources on the hosting CSE.
The string ‘default’ shall appear exactly once in any of the scope attributes of any of the provisioned <cmdhForwarding> resources on the hosting CSE.


9.6.Y
Resource Type cmdhNwUsageRules
The <cmdhNwUsageRules> resource type is used define limits in usage of specific underlying networks for forwarding information to other CSEs during processing of CMDH-related requests.
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Figure 9.6.Y-.1: Structure of <cmdhNwUsageRules> resource 
(only resource specific attributes are shown)
The resource <cmdhNwUsageRules> shall contain child resources according to their multiplicity shown in Table 9.6.Y-1. A value of "0" for multiplicity indicates the child resource is optional.
Table 9.6.Y-1: Child resources of <cmdhNwUsageRules> resource
	Child Resource Name of <cmdhNwUsageRules>
	Child Resource Type
	Multiplicity


	Description

	allowedSchedule
	<schedule>
	1
	See section 9.6.16 where the type of this child resource is described.


The allowedSchedule child resource defines the periods of time during which it is allowed to use the underlying networks that match with the scope attribute of this <cmdhNwUsageRules> resource (see description of attributes in Table 9.6.Y-2) when forwarding information to other CSEs due to requests that match the scope of the parent <cmdhForwarding> resource of this <cmdhNwUsageRules> resource.

The resource <cmdhNwUsageRules> shall contain attributes according to their multiplicity shown in Table 9.6.Y-2.  A value of "0" for multiplicity indicates the attribute is optional.
Table 9.6.Y-1: Attributes of <cmdhNwUsageRules> resource
	Attribute Name
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	accessRightID (aR)
	0..n

	RW
	See section 9.6.1 where this common attribute is described.

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	scope (sc)
	1
	RW
	The scope attribute defines for which underlying networks the usage limits contained in this <cmdhNwUsageRules> resource shall be applied. 

The scope attribute is a list of one or more strings identifying names of underlying networks or the string  ‘default’.  Note: An agreed naming convention for Underlying Network names are TBD.
When a name of an Underlying Network appears in the scope attribute, the usage limits contained in this <cmdhNwUsageRules> resource shall be applied for usage of that specific Underlying Network when processing requests matching with the parent <cmdhForwarding> resource’s scope.
When the string ‘default’ appears in the scope attribute, the usage limits contained in this <cmdhNwUsageRules> resource shall be applied for usage of all Underlying Networks that are not listed with their specific name in the scope attribute of any other <cmdhNwUsageRules> sibling under the same parent <cmdhForwarding> resource when processing requests matching with the parent <cmdhForwarding> resource’s scope.
Each Underlying Network name or the string ‘default’ shall appear at most once in any of the scope attributes of any of the provisioned <cmdhNwUsageRules> sibling resources under the same parent <cmdhForwarding> resource.

	minReqVolume (mRV)
	1
	RW
	Minimum amount of data that needs to be aggregated before any of the Underlying Networks matching with the scope attribute of this <cmdhNwUsageRules> resource can be used for forwarding information to other CSEs.

	backOffParameters (bOP)
	1
	RW
	Parameters that define how usage of any of the Underlying Networks matching with the scope attribute of this <cmdhNwUsageRules> resource shall be handled when attempts to use such networks have failed.
The backOffParameters attribute consists of 3 values:

· A back-off time that defines how long a CSE needs to wait before attempting to use a specific Undelying Network again after a first failed attempt

· A back-off time increment that defines by how much the back-off time shall be increased after each additional consecutive failed attempt to use the same Underlying Network without success
· A maximum back-off time that defines the maximum wait time before attempting to use an Underlying Network again after previous failures. 


�Inconsistent definition of this common attribute across different resource types:


Found 1, 0..n, 1..n�Should it be just 1 and contain a list of accessRight-IDs with 0 or more entries?


�Inconsistent definition of this common attribute across different resource types:


Found 1, 0..n, 1..n�Should it be just 1 and contain a list of accessRight-IDs with 0 or more entries?
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