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oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
1
Introduction

This contribution proposes to remove the description regarding the Service Session Management (SSM) that does not belong to our first release from the current TS-0001 and a way how to keep the description as already agreed.
So, 

1) Figure 6.2.1 – Removing the SSM CSF box from the CSE box
2) Section 6.2.12 – Removing SSM CSF Description

Further, to keep the already agreed description that is not belong to our first package, I would like to have a dedicated annex to store the already agreed description, and the description is removed from where it was.
* * * Start of 1st Change * * * 

 6.2
Common Service Functions

This clause describes the "service functions" provided by the Common Services Layer that are common to the oneM2M environment. Such service functions are referred to as Common Service Functions (CSFs). The CSFs provide services to the Applications via the Mca reference point and to other CSEs via the Mcc reference point. Interaction with the Underlying Network Service Functions is via the Mcn reference point. An instantiation of a CSE in a Node comprises a subset of the CSFs from the CSFs described herein. 
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Figure 6.2-1: Common Services Functions
* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 
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1. 


2) 
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· 
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2. 
3. 
* * * End of 2nd Change * * * 

* * * * * * Start of 3rd Change * * * 

Annex <X>: (Informative):
Functionalities for the Subsequent Architecture TS Release

Due to our time management issue, oneM2M WG2 members analysed and evaluated priorities of functions and agreed that some functions described and already agreed during the first release meeting cycle would be fully developed in the subsequent release. This annex is to keep the already agreed descriptions.
Following sub-sections describes the sentence and/or section that is/are kept for the subsequent release by each CSF.
Editor’s Note: this annex might be only about the section 6.
Note: the kept descriptions shall be removed from the TS-0001 for the first release.
B.1
Service Session Management
The kept descriptions for functionalities are listed below:
· Whole function of SSM will be defined and developed in the subsequent release. (section 6.2.12)
	6.2.12
Service Session Management

3) 6.2.12.1
General Concepts

An M2M service session is an end-to-end Service Layer connection managed by the Service Session Management (SSM) CSF.  The SSM CSF manages M2M service sessions between M2M Applications, between an M2M Application and a CSE, or between CSEs. 

4. Editor's Note: Provide information as to when an M2M service session is needed.

The management of a M2M service session includes capabilities such as the management of session state, session authentication and establishment, management of Underlying Network connections and services related to the session, coordination of sessions spanning multiple hops of CSEs, exchange of information between session endpoints, and session termination.  

The SSM CSF uses the CMDH CSF within its local CSE for sending/receiving messages to/from the next-hop CSE or to/from an Application for a given M2M service session. The SSM CSF also uses the SEC CSF for the management of session related security credentials and authentication of session participants. The SSM CSF generates session specific charging events also that it communicates to the SCA CSF within its local CSE.

4) 6.2.12.2
Detailed Descriptions

An M2M service session is an end-to-end Service Layer connection managed by the SSM CSF. The SSM CSF shall support the management of the following M2M service session related information.  

· Session Identifier: The Service Session Identifier is used by the SSM CSF and session endpoints to uniquely identify M2M service layer session.  

· Session Credentials: Security credentials associated with M2M service session.  For example, E2E security certificates, public keys, etc. An M2M service session can support an independent set of credentials or it can optionally leverage security credentials from Underlying Network sessions or network connections.

· Session Descriptor: Information describing the M2M service session that can be used by the existing session endpoints or prospective session participants in order to discover an existing session.  For example, a description for each session participant (e.g. device identifiers, type of participant, services that participant supports, interface requirements of participant, type of compression used, etc.).

· Session Routing Information: Information describing how to route M2M service session messages. For example, list of CSEs in the routing path, or next-hop CSE in the routing path.  

· Session Context/History: Information related to M2M service session activity such as session related events that have occurred or transactions that have been processed.  For example, keeping track of the type, number, rate, size, etc. of the resources targeted by the session endpoints. Or keeping track of different service sessions that a specific application establishes (e.g. rate, type, etc).   

· Session Policies: Policies that define rules for how SSM CSF manages sessions. For example, session routing policies, session store-and-forward policies, session access control policies, session data management policies, etc.  The SSM CSF can use these policies by itself or provide such policies to other CSFs (e.g. CMDH CSF, DMR CSF, SEC CSF, etc).

Some M2M service sessions may require security. In order to secure an M2M service session, proper security credentials shall be used by session endpoints (e.g., M2M Applications and/or CSEs).  If M2M service session credentials are not pre-provisioned, the SSM CSF shall support securely bootstrapping of the session credentials to the session endpoints. The SSM CSF shall use the SEC CSF for supporting such bootstrapping. The SSM CSF may also leverage security credentials and trust relationships from Underlying Networks.  

The SSM CSF shall support requests to establish an M2M service session between M2M Applications, between an M2M Application and a CSE, or between CSEs.  Before a request to establish an M2M service session is granted, the SSM CSF shall first authenticate the requester using session credentials. The SSM CSF shall use the SEC CSF to support session authentication. Once authenticated, the SSM CSF shall establish the M2M service session between the requesting and targeted session endpoints. This shall involve the SSM CSF coordinating with the targeted session endpoint on an agreed upon session ID that can be used to identify the session messages. The SSM CSF shall return this session ID to the requester. The SSM CSF shall also maintain additional session information for the management of the session such as session policies, session routing information, session descriptor, etc.      

The SSM CSF shall support layering of a M2M service session over the top of Underlying Network connections. The SSM CSF shall support persistency of the M2M service sessions with respect to the Underlying Network connections.  The SSM CSF shall maintain an active M2M service session independent of the state of the Underlying Network connections and shall be robust to network connections that are dynamically torn-down and re-established. The SSM CSF shall support initiating or providing input to other CSFs and/or the Underlying Network on whether the network connections should be torn-down/re-established based on M2M service session activity or state.     

The SSM CSF shall support requests to terminate an M2M service session between M2M Applications, between an M2M application and a CSE, or between CSEs. Before a request to terminate an M2M service session is granted, the SSM CSF shall first authenticate the requester using session credentials. The SSM CSF shall use the SEC CSF to support session authentication. Once authenticated, the SSM CSF shall terminate the M2M service session between the requesting and targeted session endpoints. This shall involve removal of session information on the session endpoints as well as the SSM CSF.         

The SSM CSF shall support M2M service sessions that span multiple intermediate CSE hops. The SSM CSF shall leverage the SEC CSF on its local CSE as well the SSM CSF and the SEC CSF on intermediate CSEs to support multi-hop M2M service sessions. In doing so, SSM CSFs on different CSEs shall support coordinated M2M service session management. This includes bootstrapping of session credentials, session authentication and establishment, management of underlying network connections and services related to the session, management of session routing information, and session termination across multiple SSM CSFs.  

5. Editor' Note:  Security related descriptions for this CSF need to be updated.

6. Editor' Note: The session involves Mcn reference point or does it involve Mca and Mcc reference points as well. This is FFS.




B.2
Data Management and Repository
The kept descriptions for functionalities are listed below
· Physical Device/Gateway Replacement (section 6.2.3.2)
	Further, the DMR CSF shall be able to support the physical replacement of M2M Devices and/or Gateways in terms of the stored data.


Editor’s Note: this B.2 section is just an example to explain how to develop and manage this annex. This section shall be removed after this contribution is agreed.
* * * * * * End of 3rd Change * * * 
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