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1
Introduction
This input contribution is about the procedure for <node> resource type.
R01: 
1) The comment was that the originator of <node> resource type shall be M2M Service Provider. From the architectural perspective, it is assumed that the M2M Service Provider shall do something for this <node> resource through the in-scope entities, AE or CSE. 
2) For ADN case, we agreed that the <node> resource is not created under <application> resource, but under the <CSEBase> resource where the ADN is registered to. This is applied. 
---------------------------------------------------------------------------------------------------------------------

10.2.X
<node> Resource Procedure

10.2.X.1
Create <node>

This procedure shall be used for creating a <node> resource.
NOTE: the creation of the <node> resource is on discretion of the Originator. In general the resource is created when the Originator is not always reachable and therefore it is convenient that the entity that the Originator is registered to is aware of the characteristic of the node, in particular the reachability schedule. It is assumed that the Originator of this <node> resource can be M2M Service Provider.
Originator: The Originator shall request to create a new <node> resource. The request shall address different resources depending on the type of node that is issuing the request, as described in 9.6.17. Following that, the Originator can create the child resources (defined in the 9.6.17) to acquire node specific information as occasion demands of the originator.


Receiver The Receiver or Hosting CSE shall:
· Check whether the Originator is authorized to request the procedure.
· Check whether the provided attributes of the <node> resource represent a valid Request.

· Upon successful validation of the above procedures, create a new <node> resource with given name in the Hosting CSE with the provided attributes.

Table 10.2.X.1-1: <node> CREATE
	Description

	Pre-Conditions 
	Originator has already registered.

	Information on Request message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:
cn: The representation of the <node> resource described in section 9.6.17.
The following attributes from section 9.6.17 are mandatory for the request:

· “resourceType” which shall be set to the appropriate tag that identify the <node> resource as defined in 9.6.1
The following attributes from section 9.6.17 are optional for the request:

· “accessRightID”

· “expirationTime”

· “Labels”

NOTE: if the Originator is a CSE, it shall take the information that is stored in the <node> resource under its own <CSEBase> resource and provide the information in the cn.

	Local processing on Hosting CSE
	No change from the basic procedure described in section 10.1.1

	Information on Response message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:
cn: URI of the created <node> resource , according to section 10.1.1

	Post-Conditions 
	
If the Originator is either ASN or MN-CSE registered with a CSE: The registered CSE checks the announceTo attributes whether the created <node> resource under the <CSEBase> is announced or not. If so, the created <node> resource is automatically announced by the registered CSE.

	Exceptions
	All exception described in the basic procedure (section 10.1.1) are applicable.


10.2.X.2
Retrieve <node>

This flow is used for retrieving the attributes of a <node> resource.
Originator: The Originator shall request to obtain <node> resource information by using RETRIEVE operation. The Originator can be either an Application Entity or a CSE.
Receiver: The Receiver shall:

· Check if the Originator has RETRIEVE privileges on the <node> resource and the request is valid

· Upon successful validation, the Hosting CSE shall respond to the Originator with the appropriate responses.
Table 10.2.X.2-1: <node> RETRIEVE
	Description

	Pre-Conditions 
	The targeted <node> has been already created

	Information on Request message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:
cn: void

	Local processing on Hosting CSE
	No change from the basic procedure described in section 10.1.2

	Information on Response message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: attributes of the <node> resource as defined in section 9.6.17.

	Post-Conditions 
	None

	Exceptions
	All exception described in the basic procedure (section 10.1.2) are applicable.




10.2.1.3
Update <node>

This flow is used for updating the attributes and the actual data of a <node> resource and its child resources.
Originator: The Originator shall request to update attributes of an existing <node> resource by using an UPDATE operation. The request shall address the specific <node> resource reside in a CSE. The Originator may be either an AE or a CSE.
Receiver: The Receiver of an UPDATE request shall check whether the Originator is authorized to request operation. The Receiver shall check whether the provided attributes of the <node> resource represent a valid request for updating <node> resource.
Table 10.2.1.3-1: <node> UPDATE
	Description

	Pre-Conditions 
	The targeted <node> has been already created

	Information on Request message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: attributes of the <node> resource as defined in 9.6.17 which need  be updated, with the exception of the Read Only (RO) attributes cannot be modified 

	Local processing on Hosting CSE
	No change from the generic procedure from section 10.1.3.

	Information on Response message
	No change from the generic procedure from section 10.1.3.

	Post-Conditions 
	None

	Exceptions
	All exception described in the basic procedure (section 10.1.3) are applicable.




10.2.1.4
Delete <node>

This procedure shall be used for deleting an existing <node> resource.
Originator: The Originator shall request to delete an existing <node> resource by using DELETE operation. The Originator can be either an AE or a CSE.
Receiver or Hosting CSE: The Receiver shall check if the Originator has DELETE permission on the <node> resource and the request is valid. Upon successful validation, the CSE shall remove the resource from its repository and shall respond to the Originator with appropriate responses.
Table 10.2.1.4-1: <node> DELETE
	Description

	Pre-Conditions 
	The targeted <node> has been already created

	Information on Request message
	All parameters defined in table 8.1.2.1-1 are applicable as indicate in the table.



	Local processing on Hosting CSE
	No change from the generic procedure from section 10.1.4.

	Information on Response message
	No change from the generic procedure from section 10.1.4.

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore. Also all the related credential shall be deleted.

Editor’s note: if and how credentials are cleaned is FFS, in scope of WG4.

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable.
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