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1
Rationale
This contribution proposes <m2mServiceSubscription> resource type and its sub-resource <nodeInfo> resource type.
-----------------------------------FIRST CHANGE---------------------------- 

6.5.1.1
Public Domain Names and CSEs

To enable the usage of public DNSs as described above, there is a need for a naming convention for public names for CSEs.  This naming convention facilitates the creation of the necessary entries of the public domain names of CSEs in the DNS by the infrastructure node.

CSEs public domain names shall be a sub-domain of the Infrastructure Node public domain name. This naming convention allows the Infrastructure Node to include the needed DNS entry corresponding to the CSE to whom access from other domains is allowed. This would typically occur when the CSE registers with the Infrastructure Node, subject to policies, or administratively. The Infrastructure Node shall also have a public domain name. 

Accordingly, the structure of the public domain of the CSEs in any node (Middle Node/Application Service Node) shall follow the following naming convention, which relies on the CSE identifier (CSE-ID) as part of the naming convention to facilitate the entry creation: 

· Infrastructure Node public domain name: <Infrastructure Node CSE Identifier>.<M2M Service Provider domain name>

· CSE Middle Node public domain name: <Middle Node CSE Identifier>.<Infrastructure Node public domain name>

· CSE Application  Service Node  public domain name: <Application Service Node CSE Identifier>.<Infrastructure Node public domain name>

Both the CSE Middle Node and the CSE Application Service Node are sub-domains of the Infrastructure Node.

The A/AAAA records in the DNS, as per [i.5], [i.6], and [i.10] shall consist of the public domain name of the CSE and the IP address of the M2M Infrastructure Node, since the M2M Infrastructure Node is the entry point of the M2M Service Provider domain name where it belongs to.

Editors Note: The population of the A/AAAA records are FFS and to be elaborated
6.5.1.1
M2M Service Subscription

The M2M Service Subscription defines the technical part of the contract between an M2M Application provider and an M2M Service Provider. Each M2M Service Subscription shall have a unique identifier, the M2M-Sub-ID, as specified in 7.1.6. An M2M Service Subscription establishes a link between one or more AEs; one or more M2M Nodes as well as one or more M2M Services. 

An M2M Service is defined as the set of operations that a CSE offers to AEs within the context of an M2M Service Subscription. Examples of services include Device Management, Location, Data Exchange, etc. The set of M2M Services supported in this specification is depicted in Annex X. It shall also be possible for an M2M Service Provider to define his own services. 

In the context of this specification, each M2M Service shall map to a set of resource types that an AE (subscribing to that M2M Service) has access to. The association of an M2M Service to a resource means that an AE which subscribes to a specific M2M Service shall be able to Create resources of that type which belongs to the M2M Service. Other operations such as Update, Retrieve and Delete shall be based on priviledge according to access rights.

The M2M Service Subscription may contain a list of roles pertaining to that subscription (e.g. all node application with a particular application ID). Those roles can then be linked with attribute based access control as specified in XXX.
An M2M Service Subscription shall be used for the following purposes:

· Serve as a basis for authorization for resource operations
· Serve as the basis for charging.

· Identify which nodes are part of this M2M Service Subscription

· List all roles within this service subscription which are then used to set attribute based access rights.
-----------------------------------END FIRST CHANGE----------------------------
-----------------------------------SECOND CHANGE----------------------------
7.1.8
M2M External Identifier (M2M-Ext-ID)

This is an identifier used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network. 

The M2M External Identifier allows the Underlying Network to identify the M2M Device associated with the CSE-ID for the service request. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network. 

Both pre-provisioned and dynamic plug and play association between the CSE-ID with the M2M-Ext-ID should to be supported.

NOTE: There shall be 1:1:1 mapping between M2M-Ext-ID, the identity of the Underlying Network and the CSE-ID. Hence an M2M SP interworking with multiple Underlying Networks shall have a different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and  shall select the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network. 

NOTE: The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is access network specific.

Editor's Note:  The method for dynamic plug-and-play association of M2M-Ext-ID and the 3GPP Underlying Network Identifier is FFS.

Editor's Note: Define "identity of the Underlying Network".
7.1.9
M2M Service Identifier (M2M-Serv-ID)

The M2M-Serv-ID is an identifier of a M2M Service offered by an M2M Service Provider. It is an essential part of the M2M Service Subscription which stores a set of M2M-Serv-ID pertaining to the set of subscribed services. Beyond the set of services depicted in this specification it shall be possible for an M2M Service Provider to offer other services. Those will be identified by means of Service Provider specific identifiers.
-----------------------------------END SECOND CHANGE----------------------------
-----------------------------------THIRD CHANGE----------------------------
9.6.20
Resource Type m2mServiceSubscription

This resource represents an M2M Service Subscription. It is used to represent all data pertaining to the M2M Service Subscription (the technical part of the contract between an M2M Application provider and an M2M Service Provider).  

Editor’s Note: The link between the M2M Service Subscription resource and RBAC will be added once RBAC is included in the specification.
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Figure 9.6.20-1: Structure of <m2mServiceSubscription> resource 
(only resource specific attributes are shown)
Editor’s Note: The actual node resource shall include information such as, extID, profile, device specific ID if applicable and link to CSE and Applications running on the node.

Editor’s Note: the M2M-Sub-ID storage is FFS
This resource shall contain the child resources according to their multiplicitly in Table 9.6.19-1 (0 indicates the optionality of the child resource).

Table 9.6.19-1: Child resources of <remoteCSE> resource
	Child Resource Name of <remoteCSE>
	Child Resource Type
	Multiplicity
	Description

	nodeInfo_<i>
	<nodeInfo>
	0..n
	See section 9.6.18.


The <m2mServiceSubscription> resource shall contain the attributes described in Table 9.6.20-1.

Table 9.6.20-1: Attributes of <m2mServiceSubscription> resource

	Attribute Name of <m2mServiceSubscription>
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	parentID (pID)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW


	See section 9.6.1 where this common attribute is described.



	accessRightID (aRI)
	0..1
	RW
	See section 9.6.1 where this common attribute is described. If no accessRightID is given at the time of creation, the accessRightID of the parent resource is linked to this attribute

	creationTime (cT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	serviceId_[i]
	0..n
	RW
	This attribute indicates the unique ID of the service being subscribed to. A service provider can define its own services.

	
	
	
	

	appID_<i>
	0..n
	RW
	Identifier of an application identifier as defined in section 7.1.3. This attribute is applied to AEs in Infrastructure domain.

	role_<i>
	0..n
	RW
	Role pertaining to this M2M service subscription. Multiple roles could be assigned to an M2M Service Subscription. A role can then be used as a basis for setting attribute based access right as per XXX. As an example a role can be all node applications that have a specific app-ID.
Editor’s note: the details of the role would be specified in stage 3.


9.6.20
Resource Type nodeID

This resource represents an M2M node information that is needed as part of the M2M Service Subscription resource. It shall contain information about the node as well as application identifiers running on that node.  
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Figure 9.6.20-1: Structure of <nodeID> resource 
(only resource specific attributes are shown)
The <nodeID> resource shall contain the attributes described in Table 9.6.20-1.

Table 9.6.20-1: Attributes of <m2mServiceSubscription> resource

	Attribute Name of <m2mServiceSubscription>
	Multiplicity
	RW/
RO/
WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	parentID (pID)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW


	See section 9.6.1 where this common attribute is described.



	accessRightID (aRI)
	0..1
	RW
	See section 9.6.1 where this common attribute is described. If no accessRightID is given at the time of creation, the accessRightID of the parent resource is linked to this attribute

	creationTime (cT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	node_info
	1
	RW
	Provide information about the node: serial number, MAC address, etc.

	AppID_<i>
	1..n
	RW
	See section 7.1.3. provide information about an application running on this node. This attribute is applied to AEs in Field domain.


-----------------------------------END THIRD CHANGE----------------------------
-----------------------------------FOURTH CHANGE----------------------------
Annex <C>: (Normative):
List of M2M Services

This annex provides the list of M2M Services supported in this specification as well as the list of resource types mapped to each M2M Service.
This annex provides the list of M2M Services supported in this specification as well as the list of resource types mapped to each M2M Service.

	M2M Service (name)
	M2M-Serv-ID
	Associated Resource Types

	Application and service management; software management
	01
	Editor’s note: no resources pertaining to this CSF so far.

	Device management
	02
	<mgmtObj>; <parameters>; <mgmtCmd>; <execInstances>; <execInstance>

	Device management; software management
	03
	<mgmtObj>; <parameters>; <mgmtCmd>; <execInstances>; <execInstance>

	Location
	04
	<locationPolicy>;

	Data exchange
	05
	<container>; <instance>; 

	Device onboarding
	06
	<m2mServiceSubscription>; <nodeInfo>


	Service Provider specific
	80 to 99 range
	


The following list of resource types shall be applicable independently of the subscribed services:

· <accessRight>
· <delivery>
· <request>
· <chargingPolicy>
· <chargeableEvent>
· <chargingRule>
· <schedule>
· <node>
· <application>
· <remoteCSE>
· <announcement
-----------------------------------END FOURTH CHANGE----------------------------
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