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1. Introduction

In Section 7.1 (M2M Identifiers), M2M-Node-ID is associated with M2M services in the same way as CSE-ID. However, it could be interpreted as device’s pre-existing ID which was assigned by a manufacturer or a service provider before the device subscribes an M2M service.
So we need to clarify M2M Identifiers in order to prevent confusion in relation to the M2M-Node-ID. This proposal suggests adding M2M-Device-ID as one of M2M Identifiers in Section 7.1, where M2M-Device-ID is initially pre-provisioned before the device is connected to M2M services and proceeding with M2M service subscription. 

This proposal also includes an informative text describing a method to allocate a globally unique ID which is related to an M2M-Device-ID. The proposed method can be applied to any M2M Identifiers which need globally unique ID.
2. Proposal

================ Start of 1st Change (Add new section)=============

7.1
M2M Identifiers

7.1.1
M2M Service Provider Identifier (M2M-SP-ID)

An M2M Service Provider shall be uniquely identified by the M2M Service Provider Identifier (M2M-SP-ID). This is a static value assigned to the Service Provider. 

7.1.2
Application Instance Identifier (App-Inst-ID)

An Application Instance Identifier (App-Inst-ID) uniquely identifies an M2M Application instance resident on an M2M node, or an M2M Application instance that requests to interact with an M2M node. An App-Inst-ID shall identify an Application for the purpose of all interactions from/to the Application within the M2M System. 

It is the responsibility of the M2M Service Provider to ensure that the App-Inst-ID is globally unique. The App-Inst-ID shall include the Application ID (see section 7.1.3.)

7.1.3
Application Identifier (App-ID)

This is equivalent to the application name and is not guaranteed to be globally unique on its own.






7.1.4
CSE Identifier (CSE-ID)

A CSE shall be identified by a globally unique identifier, the CSE-ID, when instantiated within an M2M node in the M2M System. 

The CSE-ID shall identify the CSE for the purpose of all interactions from/to the CSE within the M2M System.

7.1.5
M2M Node Identifier (M2M-Node-ID)

An M2M node, hosting a CSE and/or Application(s) shall be identified by a globally unique identifier, the M2M-Node-ID. 
The M2M System shall allow the M2M Service Provider to set the CSE-ID and the M2M-Node-ID to the same value. 
The M2M-Node-ID enables the M2M Service Provider to bind a CSE-ID to a specific M2M node.
Examples of allocating globally unique M2M-Node-ID include Object Identifier (OID) and IMEI (for details of OID see Annex <Y>) 
7.1.6
M2M Service Subscription Identifier (M2M-Sub-ID) 

 The M2M-Sub-ID enables the M2M Service Provider to bind application(s), M2M nodes, CSEs and services identified by service identifiers to a particular M2M service subscription.

Editor's Note: The specification needs to include a section on services, service identifiers.

The M2M Service Subscription Identifier has the following characteristics:

•
belongs to the M2M Service Provider,

•
identifies the subscription to an M2M Service Provider,

•
enables communication with the M2M Service Provider,

•
can differ from the M2M Underlying Network Subscription Identifier,

There can be multiple M2M Service Subscription Identifiers per M2M Underlying Network subscription.

7.1.7
M2M Request Identifier (M2M-Request-ID)

This is an identifier that tracks a Request initiated by an application over the Mca reference point, and by a CSE over the Mcc and Mcn reference points, if applicable, end to end. It is also included in the Response to the Request over all the above reference points. 

To enable applications to track Requests and corresponding Responses over the Mca reference point, applications shall include a distinct Application Request Identifier per request over the Mca Reference point to the CSE for any initiated request.

If the Application Request Identifier used by the application over the Mca reference point is guaranteed to be globally unique, then the CSE can reuse the Application Request Identifier as M2M Request Identifier over the Mcc and Mca reference points where applicable. If the Application Request Identifier used by the application cannot be guaranteed to be globally unique, then the CSE shall allocate a new globally unique M2M Request Identifier in its interactions with peer CSEs to service the application request. Note that the Request initiated by the CSE could be the result of an application request, or a request initiated autonomously by the CSE to fulfil a service.  

Note that the M2M Request Identifier can be made globally unique by including the CSE-ID in combination with any random number.

If the CSE creates an M2M Request Identifier, then the CSE shall maintain a binding between the Application Request Identifier and the CSE M2M Request Identifier it created in its interactions towards other peer CSEs. The CSE shall include the Application Request Identifier in its Response to the application. This binding shall be maintained by the CSE until the Request is deposed off.

A CSE receiving a Request from a peer CSE shall include the received M2M Request Identifier in all additional Requests unspanned (i.e.1:1) it has to generate (including propagation of the incoming Request) and that are associated with the incoming Request, where applicable.

The CSE shall include the same received M2M Request Identifier in its interactions with the Underlying Network Service Entity, over the Mcn reference point where applicable

Editor’s Note:  Bring in a contribution to indicate where this information will carried

Editor’s Note:  In order to allow interworking, how the platform understands whether the Request Identifier is globally unique or not needs to be specified.

7.1.8
M2M External Identifier (M2M-Ext-ID)

This is an identifier used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network. 

The M2M External Identifier allows the Underlying Network to identify the M2M Device associated with the CSE-ID for the service request. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network. 

Both pre-provisioned and dynamic plug and play association between the CSE-ID with the M2M-Ext-ID should to be supported.

NOTE: There shall be 1:1:1 mapping between M2M-Ext-ID, the identity of the Underlying Network and the CSE-ID. Hence an M2M SP interworking with multiple Underlying Networks shall have a different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and  shall select the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network. 

NOTE: The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is access network specific.

Editor's Note:  The method for dynamic plug-and-play association of M2M-Ext-ID and the 3GPP Underlying Network Identifier is FFS.

Editor's Note: Define "identity of the Underlying Network".

==================== End of 1st Change ======================
================= Start of 2nd Change (Add new Annex)===========
Annex <Y> (Informative) Object Identifier based M2M Device Identifier
Y.1. Overview of Object Identifier
In M2M systems, it is required for devices to be distinguishable from one another through some kind of ID system. In other words, the ID which is allocated to the device must be globally unique to ensure the proper operation of M2M systems, such as finding and connecting devices.
In relation to this requirement, the use of Object Identifiers may provide a convenient method to ensure the global uniqueness of M2M devices. The Object Identifier (OID) is an identification mechanism jointly developed by ITU-T and ISO/IEC which can be applied to objects, concepts, and all kinds of tangible or intangible things. 
OID uses a hierarchical tree structure and is represented as a sequence of integer values, as shown in figure X. OID consists of several segments called arcs which provide placeholders for identification and description in the hierarchal tree. In the OID tree, the Root arc is unnamed and is represented by the forward slash (/) sign. The first arc represents the organization code and is used to manage and allocate its corresponding lower arc. The first arc can take the following values: itu-t (0), iso (1), and joint-iso-itu-t (2).
OID is hierarchically allocated, and the organization or the nation has the authority to define its lower arcs. For example, ITU-T can manage and allocate the lower arc below itu-t (0), and ISO can allocate the lower arc below iso (1). The general procedure regarding the use of OID is described in ITU-T X.660 | ISO/IEC 9834-1 “Information technology – Open Systems Interconnection - Procedures for the operation of OSI registration authorities: General procedures and top arcs of the international object identifier tree”. 
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Figure Y.1. International OID Tree
Y.2. OID based M2M Device Identifier

An M2M device shall be identified individually through a globally unique ID system. This section explains how to allocate a globally unique ID to each M2M device by using the OID scheme. M2M device ID is an example which shows that OID can be applied to any M2M identifiers which need globally unique IDs.
The M2M device ID consists of a higher arc and a sequence of four arcs. It takes the form of {(higher arc) (x) (y) (z) (a)} as illustrated in figure Y. The higher arc is defined and managed according to the OID procedure. Each arc in the remaining sequence of four arcs represents the manufacturer ID, product model ID, serial number ID, and expanded ID, respectively.
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Figure Y.2. M2M Device ID
2.1. M2M Device Indication ID – (higher arc)
The M2M Device Indication ID (higher arc) represents a globally unique identifier for the M2M device. The composition of the higher arc is variable and may be composed of several sub-arcs. The higher arc is assigned and managed by ITU-T/ISO.
2.2. Manufacturer ID – (x)

The 1st arc (x) among the sequential 4 arcs is used to identify the manufacturer which produces the M2M device. The first arc (x) is managed and allocated by the authority related with (higher arc).

2.3. Model ID – (y)
The 2nd arc (y) among the sequential 4 arcs identifies the device model produced by the manufacturer x. The second arc is managed and allocated by the manufacturer represented by the (x) arc.
2.4. Serial Number ID – (z)
The 3rd arc (z) among the sequential 4 arcs is for identifying the serial number of the device model y. The third arc is managed and allocated by the manufacturer represented by the (x) arc.
2.5. Expanded ID – (a)
The 4th arc (a) among the sequential 4 arcs is for identifying the legacy device which operates under the M2M device. The 4th arc for Expanded ID is allocated by the M2M device by adding a 4th arc to its device ID {(higher arc) (x) (y) (z)}. Therefore, the ID of legacy device which operates under the M2M device takes the form of {(higher arc) (x) (y) (z) (a)}. The fourth arc is managed and allocated by the M2M device.
Y.3. Example of M2M device ID based on OID
Let us assume an M2M Device ID of {0 2 481 1 100 3030 10011}. The M2M device ID can be interpreted as follows:
· (0 2 481 1) in {0 2 481 1 100 3030 10011} – represents the M2M Device Indication ID (higher arc)
· (0) in {0 2 481 1 100 3030 10011} – identifies the managing organization ITU-T
· (2) in {0 2 481 1 100 3030 10011} – identifies “Administration”
· (481) in {0 2 481 1 100 3030 10011} – identifies the data country code for Korea

· (1) in {0 2 481 1 100 3030 10011} – identifies an M2M device
· (100) in {0 2 481 1 100 3030 10011} – identifies the device Manufacturer
· (3030) in {0 2 481 1 100 3030 10011} – identifies the device Model
· (10011) in {0 2 481 1 100 3030 10011} – identifies the device Serial number

=================== End of 3rd Change ======================
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