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The goals of this discussion paper are to provide an overview of the triggering feature that is available in 3GPP and to raise some questions that oneM2M should answer with respect to how 3GPP’s triggering mechanism is utilized by oneM2M.

Overview of 3GPP’s Triggering Mechanism
3GPP TS 23.682 describes a triggering feature that is accessible to a Service Capability Server (SCS).  Figure 1 is based on the main architecture figure TS 23.682. 

The SCS may use the Diameter based Tsp interface to request that the MTC-IWF send a trigger to MTC UE Application.  3GPP TS 29.368 details the commands that are available to the SCS on the Tsp interface.  The Device Action Request (DAR) command is used by the SCS to request that a trigger be sent to an MTC UE Application.
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Figure 1. 3GPP Architecture

The DAR command includes a Device-Action field.  The information that is needed in this field is listed in sections 6.4.2 and 6.4.4 of TS 29.368 and listed Table 1.  This information must be provided by the SCS. 

Table 1. Device Action Fields

	Field
	Comments

	External-Id
	The SCS must provide one of these two fields to identify the device that hosts the MTC UE Application.

	MSISDN
	

	SCS-Identifier
	The identity of the SCS that is making the trigger request.

	Reference-Number
	The trigger reference number is assigned by the SCS and is used by the SCS to correlate trigger requests with trigger responses.

	Action-Type
	Only 2 actions types are supported.

1. Device Trigger Request

2. Delivery Report

The SCS is only permitted to set this field to “Device Trigger Request”.  

The “Delivery Report” value is used by the MTC-IWF when sending a trigger delivery report to the SCS.

	Payload
	This field is used by the SCS to provide an application specific payload for the trigger message.  This field is transparent to 3GPP.

	Priority-Indication
	This field may take values of 1 or 0 to indicate if the trigger request has a priority that is relatively higher than other trigger requests.

	Application-Port-Identifier
	The Application-Port-Identifier is used by the SCS to indicate what MTC UE Application on the device should receive the trigger.

	Validity-Time
	The Validity-Time field can be used by the SCS to indicate to the 3GPP network that delivery should be reattempted if the initial delivery attempt fails.  The SCS should set this field to 0 to if it desires to indicate that only one attempt is necessary.


Once a trigger request is accepted by the MTC-IWF, the network will attempt to deliver the trigger via SMS.  SMS is currently the only supported means for trigger delivery.  Note that TS 23.682 states that the MTC-IWF will contain functionality to allow it to select “the most efficient and effective device trigger delivery mechanism and shielding of this detail from SCS”.  Thus, it would seem that in the future, if other trigger delivery methods are added to the 3GPP specifications, the details would be hidden from the SCS.  In other words, the trigger request command would be the same and the delivery method (SMS or otherwise) would be hidden from the SCS.
Figure 2 is based on the triggering call flow in section A.2 of 3GPP TS 29.368.  The call flow is described below.
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Figure 2. Trigger Call Flow

1. The SCS uses the DAR command on the Tsp interface to request a trigger.  The DAR command will include the fields that are listed in Table 1.

2. The MTC-IWF submits the trigger to the SMS-SC.

3. The MTC-IWF sends a Device Action Answer (DAA) command over the Tsp interface to the SCS to indicate that the trigger has been accepted by the MTC-IWF and submitted for delivery.

4. The SMS is delivered to the UE.

5. The SMS-SC reports to the MTC-IWF that the trigger has been delivered.

6. The MTC-IWF sends a Device Notification Request (DNR) command over the Tsp interface to the SCS to report that the trigger has been delivered.

7. The SCS sends a Device Notification Answer (DNA) command over the Tsp interface to the MTC-IWF to acknowledge the report.

8. The MTC-IWF acknowledges the report from the SMS-SC.
Note that 3GPP leaves it to the SCS to answer the following questions.

The MTC UE Application will listen on a port number for the trigger.  How do the MTC UE Application and SCS agree on a value that should populate the Application-Port-Identifier field? 
What information, if any, should be carried in the payload field?  If information is carried in the payload, then the information must be formatted such that it can be understood by the MTC UE Application.  
What is the maximum payload size?  The maximum SMS payload size is 140 bytes.  However, triggers are required to carry the “Application Port ID” header field.  This field is considered optional for non-trigger SMS messages and bytes that are normally used to carry user data are used to carry “Application Port ID.”  Thus the payload size of an SMS Trigger is reduced to 133 bytes.  If supported by the modem and SMS-SC, it may be possible to use concatenated SMS to allow for an increased trigger payload size. 
Sending a Trigger in the oneM2M Architecture
The oneM2M architecture specifications recently began addressing triggering issues.  TS-001 v0.3.2 captures some of the current working assumptions, such as the mapping between entities from annex B.2: “Taking 3GPP Release-11 MTC network as an Underlying Network, oneM2M IN-CSE is considered as equivalent or part of the Services Capability Server (SCS) function, and the oneM2M ASN is considered equivalent to a UE” 
In addition, the oneM2M architecture clearly defines what entity can send a trigger.  Section 6.2.81 of the oneM2M architecture specification states that “Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point.”  Thus, the triggering capabilities of the 3GPP network will be accessed by mapping the3GPP-defined Tsp commands onto the Mcn reference point.

Initiating a Triggering in the oneM2M Architecture
It is clear that the trigger will be sent by the NSSE CSF.  However, what entities can initiate a trigger request?

Can the actions of other CSF’s cause the NSSE CSF to send a trigger request?
Can a CSF explicitly request that the NSSE CSF send a trigger request?

Can the actions of IN-AE’s cause the NSSE CSF to send a trigger request?
Can an IN-AE explicitly request that the NSSE CSF send a trigger request?
Indicating the Purpose of the Trigger

Section 7.3.2.3.2 of the oneM2M architecture specification states that the IN-CSE can use a trigger “In the scenarios an M2M Node in mobile networks is not reachable by the previously known IP address and it supports SMS, the originating CSE can make use of SMS for device triggering mechanism to wake up the M2M Node to renew the IP addresses or perform specific functionalities”. 
The oneM2M specification does not address how the IN-CSE indicates to the trigger recipient if the purpose of the trigger is to renew the IP address or perform some other action.  Should this information be carried in the trigger payload?

Receiving a Trigger in the oneM2M Architecture
Figure 1 and TS 23.682 show that the trigger recipient is a generic MTC UE Application.  It is left to oneM2M to more clearly define what oneM2M entities can receive a trigger.  
What oneM2M entities can receive a trigger?
It can be useful to deliver a trigger to the following entities.

· ADN-AE
· ASN-CSE and MN-CSE

· ASN-AE and MN-AE

Triggering an ADN-AE

An ADN-AE may be hosted on a mobile device and it may be necessary to ask the ADN-AE to establish an IP connection or perform some action.  Thus, an ADN-AE should be able to receive a trigger.  

When there are multiple ADN-AE instances on a device, it cannot be assumed that they coordinate.  Thus, each ADN-AE must listen for triggers on a different SMS port and must indicate what port number they listen on to the IN.  The NSSE CSF must use the Application-Port-Identifier field of the trigger request to indicate what ADN-AE should receive the trigger.

Triggering an ASN-CSE or an MN-CSE

An ASN-CSE or MN-CSE may be hosted on a mobile device and it may be necessary to ask the ASN-CSE or MN-CSE to establish an IP connection or perform some action.  Thus, an ASN-CSE or MN-CSE should be able to receive a trigger.  

An MN-CSE may host an ADN-AE.  Should it be possible for an MN-CSE to receive a trigger and forward the payload to the ADN-AE?
Triggering an ASN-AE and MN-AE

An ASN-AE or MN-AE may be hosted on a mobile device and it may be necessary to ask the ASN-AE or MN-AE to establish an IP connection or perform some action.  Thus, an ASN-AE or MN-AE should be able to receive a trigger.
It may be desirable to design ASN-AE’s and MN-AE’s such that they are agnostic to what RAT their host device uses.  Should the ASN-CSE or MN-CSE be permitted to receive triggers that are to be forwarded to an ASN-AE or MN-AE?
If an ASN-AE or MN-AE is able to receive a trigger directly from the NSSE CSF, then each ASN-AE or MN-AE that runs on the same device must listen on a different SMS port and must indicate what port number they listen on to the IN.  Should it be possible to send a trigger directly to an ASN-AE or MN-AE, or should it be expected that the ASN-CSE or MN-CSE will receive the trigger for the ASN-AE or MN-AE?
Conclusion
This discussion paper presented an overview of the triggering feature that is available in 3GPP and raised remaining open issues in the design of the associated Service Layer functionality. We propose that oneM2M discussions, resulting in decisions enabling future progress on this issue, are scheduled at TP#9.
To provide context for those discussion, an associated CR is introduced separately, in which the authors propose solutions to some open issues addressed here, and make working assumptions on others. The text proposal is intended as baseline for device triggering functionality in oneM2M, to incorporate additional oneM2M decisions regarding the issues above.
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