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1
Introduction to the proposal

This section is proposing a new section (or annex) to cater with the interworking / integration of non-oneM2M protocols and solutions. It follows up and extends oneM2M-ARC-2013-0561 from Telecom Italia. NEC believes it is crucial for the success of oneM2M Rel-1 to describe how interworking/integration of non-oneM2M (legacy) solutions is achievable. 
The changes are shown  respect to oneM2M-ARC-2013-056
______________________Proposed text______________
x
Interworking / Integration of non-oneM2M solutions and protocols

x.1  Introduction
Non-oneM2M solutions are currently installed and will continue to evolve and to be adopted in future for specific deployments. Some of these solution are the evolution of  M2M thathave a long history and significant mass installations (e.g the PLC-related protocols commonly used in building and industrial automation), and are also significantly represented by proprietary solutions, especially in terms of  semantic of  the data model.
The non-oneM2M solutions are potentially used for:
- Legacy deployment:  such solutions can make use of both, proprietary or standard protocols; often  proprietary data models and functionality are combined with the use of standard protocol.
- New system deployment that privilege the vertical optimization rather the horizontal aspects

- Area network deployment for which native IP based oneM2M is perceived as not optimized respect to the used technology
For those non-oneM2M solutions oneM2M needs to provide a means to enable:
- Mixed deployment that are partially oneM2M compliant and partially not, where the oneM2M System provides the solution to integrate multiple technologies (e.g. to add new technologies on top of old installations).
- Hybrid deployment that are still using non-oneM2M protocol (proprietary/standard) and want to use at the same time some of the oneM2M functionalities. A typical case is the exchange of heavy data traffic outside the CSE (e.g. for video surveillance), together with the use of CSE services for control and light traffic exchange.
x.2  Interworking with non-oneM2M solutions through specialized interworking applications

The solution is based on the use of specialized interworking Application Entities, that are interfaced to the SCE via standard Mca reference points.

Such specialized applications are named Inter-working Proxy and are described in the following picture:
[image: image6.png]
The Inter-working Proxy Application Entity (IPE) is characterized by the support of a non-oneM2M reference point, and by the capability of remapping the related data model to the oneM2M resources exposed via the Mca reference point. 
This is typically supported via a full semantic inter-working of the data model used by the non oneM2M  and a related protocol inter-working logic , and, depending on the complexity of the non oneM2M data model,  can imply the definition of  a complex set of resources built via the basic oneM2M ones,or  a simple direct mapping of the communication via the containers. 

The approach enable a unique solution for enabling communications among different protocols, catering for different level of inter-working including  protocol inter-working, semantic information exchange,  data sharing among the different solution and deployments.
And enables the offering additional values respect to what is today available via existing protocols and proprietary service exposures.

The following picture shows the typical scenarios supported by the oneM2M architecture in the context of inter-working.  The combination of the different scenarios allows mixed deployments.
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These scenarios are applicable to the CSE with the AE as application dedicated node, in the application Service Node, in the Middle Node and in the infrastructure Node.  
The following picture provides an example of the use of such capabilities an area network adopting  specific protocols, e.g. Zigbee Telco Profile  and Mbus using COSEM Data model.
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There exist three variants of how interworking through an Inter-working Proxy Application Entity over Mca can be supported:

1. Interworking with full mapping of the semantic of the non-oneM2M data model to Mca

This is typically supported via a full semantic inter-working of the data model used by the non-oneM2M solution and the generic data model used in oneM2M (based on usage of containers) for exchanging application data. The IPE includes the related protocol inter-working logic. 
Depending on the complexity of the non-oneM2M data model, this can imply that the Inter-working Proxy Application Entity constructs a complex set of resources (built from the basic oneM2M resources) in the CSE. These resources are oneM2M representations of the non-oneM2M data model and are exposed by the IPE on Mca. They enable CSEs and AEs to access the entities in the non-oneM2M via the IPE. 
The benefit of this level of interworking is that it offers a unique solution for enabling communications among different protocols. The data model of the non-oneM2M solution determines its representation (the names, data types and structure of the containers) in the M2M System. It caters for different levels of inter-working including protocol inter-working, semantic information exchange, data sharing among the different solution and deployments. It enables offering additional values with respect to what is today available via existing protocols and proprietary service exposures.
Note: With this level of interworking an M2M Application can access non-oneM2M solutions without the need to know the specific protocol encoding for these solutions. A drawback is that the IPE also potentially needs to interwork between a non-oneM2M security solution and oneM2M security. E.g. it needs to be the termination point of any non-oneM2M specific encryption. 

2. Interworking using containers for transparent transport of encoded non-oneM2M data and commands via Mca

In this variant non-oneM2M data and commands are transparently packed by the Inter-working Proxy Application Entity into containers for usage by the CSEs and AEs.
In this case the CSE or AE needs to know the specific protocol encoding rules of the non-oneM2M Solution to be able to en/de-code the content of the containers. 

3. Interworking using a retargeting mechanism

Editors’note: retargeting mechanisms may also be mentioned, if and when defined.

x.3  Interworking versus integration of non-oneM2M solutions
Interworking:
With the approach given above – where specialized interworking applications (IPEs) allow to interact with any non-oneM2M system via the Mca interface – proprietary non-oneM2M solutions as well as non-oneM2M solutions that follow open standards can be interworked with the oneM2M System.
Integration:
When it is desired to make a certain type of non-oneM2M solution (e.g. some type of non-IP based Area Network) a permanent part of the deployed oneM2M Solution then the functionality of the Inter-working Proxy Application Entity can be integrated into the CSE of an Application Node. This is called “Integration” non-oneM2M solutions. 
x.4  Entity-relation representation of an non-IP based M2M Area network
The following figure provides an entity-relation model that represents an non-IP based M2M area network as well as its relationship to an Interworking Proxy Application Entity (IPE).
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Figure x.4.1: Generic entity-relation diagram for an IPE and an M2M Area Network running legacy devices

This entity-relation diagram is e.g. applicable to the following M2M Area Networks:

· ZigBee

· DLMS/COSEM

· Zwave

· BACnet

· ANSI C12

· mBus

x.4.1
Responsibilities of the Interworking Proxy Application Entity (IPE)
More specifically, the IPE is responsible to:
· create oneM2M resources representing the M2M Area Network structure (devices, their applications and interfaces) in the oneM2M Service Capability Layer, accessible via Mca,

· manage the oneM2M resources in case the M2M Area Network structure changes.

· discover the M2M Area Network structure and its changes automatically if this is supported by the technology of the M2M Area Network
Editor’s Note: Mapping principles of the none-oneM2M information model into oneM2M resources is FFS.
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Note 1 :  The additional option of an inter-working proxy  embedded in the CSE as a module with an internal specified interface is underconsideration
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