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1. Introduction 
This contribution proposes to change:

·  Assignment of App-Inst-ID: Since such an identifier is needed for Security Context Establishment which takes place before registration, it will be created during an earlier procedure called AE Instantiation.
·  Assignment of CSE-ID for field nodes: This identifier is also needed for Security Context Establishment which takes place before registration, therefore we propose that it gets provisioned. Provisioning covers both pre-provisioning and remote provisioning (online bootstrapping) procedures.

·  M2M Node Identifier: A pre-provisioned identifier cannot always be assigned by the M2M SP, it is typically assigned by a manufacturer, which can be summarized as an out of scope stakeholder. This identifier is considered FFS in security provisioning.
Though no change is proposed by WG4 on the matter, the identifier App-ID is not included in the current table: Is there a reason?
2. Proposed change
Inside the TS, Table 7.2.1:
7.2
M2M Identifiers lifecycle and characteristics

Table 7.2-1: M2M Identifiers lifecycle and characteristics
	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	FFS
	

	Application Instance Identifier
	FFS
	AE
	AE instantiation 
	Application Instance Registration
	Global
	- Application instance Registration

- Security Context Establishment

- Other operations FFS
	Security requirements apply for Security Context Establishment

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning
	Life of the CSE
	Global
	- Information flows (section 10)
- Security Context Establishment
	Security requirements apply for Security Context Establishment

	M2M Node Identifier
	Out of scope
	M2M Node hosting CSE
	Pre-provisioned
	Life of the M2M Node
	Global
	Security provisioning (FFS)
	Needs to be Read Only

	M2M Subscription Identifier


	M2M SP 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the Subscription with the MM SP
	Global
	- Charging and Information Recorded

-  Other operations are FFS
	Multiple CSEs can be allocated the same M2M Subscription Identifier

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Instance 
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	Manual mode:

Jointly between the Underlying Network provider and M2M SP, where applicable.

Plug-And- Play:
 FFS
	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Manual Mode: Administrative Agreement.

Plug-And- Play: FFS
	Life time of the CSE.
	FFS
	Requests initiated by a CSE over the Interface, where applicable.
	


================== End of 1st Change ======================
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