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The intention with this CR is to clarify that the CMDH related policies have to be derived by the M2M Service Provider based on M2M Service Subscriptions and the agreements which M2M Service Subscriber is allowed to use which communication resources.
==================== Start Text Proposal ===================

6.2.2
Communication Management and Delivery Handling

1) 6.2.2.1
General Concepts

The Communication Management and Delivery Handling (CMDH) CSF is responsible for providing communications with other CSEs, AEs and NSEs.

The CMDH CSF is responsible to decide at what time and what communication connection to use for delivering communication (e.g. CSE-to-CSE communication) and, when needed and allowed, to store communication requests so that they can be forwarded at a later time. This processing in the CMDH CSF has to be carried out in line with the provisioned policies and delivery handling parameters that can be specific to each request for communication.

For communication using the Underlying Network data transport services, the Underlying Network can support the equivalent delivery handling functionality. In such case the CMDH CSF is able to use the Underlying Network, and it may act as a front end to access the Underlying Network equivalent delivery handling functionality.

2) 6.2.2.2
Detailed Descriptions

The services that other CSFs, AEs or NSEs can request from the CMDH CSF is to transport some given data to a specific target (CSE, AE or NSE), according to specific delivery instructions while staying within the constraints of provisioned communication management and delivery handling policies.

The content of the data provided by the requestor shall be  not be visible to the CMDH CSF and shall not influence the behaviour of the CMDH CSF. In particular, the CMDH CSF shall not be aware of the specific destination function (CSF) within the target entity including the parameters passed to such a function. For example, if the destination of the data to be delivered is a Data Management and Repository (DMR) CSF within a target entity (CSE, NSE, AE), the CMDH CSF shall not be aware of the DMR CSF including the specific storage location or other parameters pertaining to that DMR CSF. That means all attributes that are intended to be shared with the destination function (e.g. which CSF is the destination on the target entity, what that CSF should do with the data etc.) should be hidden from the CMDH CSF.

The target entity may be reached either directly or via the CSE of a Middle Node.

Editor's Note: For Rel-1 it would probably make sense to limit to one Middle Node along the path since we need to define how to handle routing which could become more complex and should be able to be added at a later stage without or with little impact on the message exchanges.

The delivery instructions that are given to the CMDH CSF shall set the limits in the delivery process that the requestor is capable of accepting. For instance those instructions can contain acceptable delay tolerance etc.

Based on the M2M Service Subscription associated with Application and Service Entities (AEs and CSEs) in the Field Domain and based on the agreements on usage of Underlying network communication resources, the M2M Service Provider can derive CMDH policies that describe details on what are the limits within which the AEs and CSEs associated with a given M2M Service Subscription are allowed to use specific Underlying Network(s). These CMDH Policies can be provisioned into the respective CSEs in the field Domain.  In line with provisioned CMDH policies and in line with CMDH-related parameters that can be set by the Originator of requests that need to be forwarded by the receiving CSE to other entities, the CMDH CSF shall decide at what time to use which communication path for delivering the communication (e.g. CSE-to-CSE communication) and, when needed and allowed, how long tostore communication requests so that they can be forwarded at a later time. 
As a consequence the CMDH CSF shall need to be aware of the already established connections to other Nodes via the Underlying Networks, request establishment of new connections and tear down existing ones.

In order to accomplish this function, the CMDH CSF shall have access to provisioned CMDH policies and shall be able to parse them so that a proper use of buffers for store-and-forward processing can be managed.

Editor's Note: Clarification of complexity impacts due to use of multiple Underlying Networks are FFS.
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