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Service Access Credential should be managed with M2M Service Subscriptions.

This contribute propose to add new attribute on nodeInfo sub-resource at m2mServiceSubscription.
--- start of change ---

9.6.20
Resource Type nodeInfo
This resource represents M2M node information that is needed as part of the M2M Service Subscription resource. It shall contain information about the node as well as application identifiers running on that node.  
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Figure 9.6.20-1: Structure of <nodeInfo> resource 
(only resource specific attributes are shown)
The <nodeInfo> resource shall contain the attributes described in Table 9.6.20-1.

Table 9.6.20-1: Attributes of <nodeInfo> resource

	Attribute Name of <m2mServiceSubscription>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	parentID (pID)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW


	See section 9.6.1 where this common attribute is described.

	accessRightID (aRI)
	0..1
	RW
	See section 9.6.1 where this common attribute is described. If no accessRightID is given at the time of creation, the accessRightID of the parent resource is linked to this attribute

	creationTime (cT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	nodeID
	1
	RW
	Node identifier indicating where the M2M Service Subscription applies. Wildcard may be used to allow all the Nodes within a M2M Service Provider. 

	AppID
	0..n
	RW
	See section 7.1.3. application ID pertaining to an application running on this node

	CSEID
	0..1
	RW
	cseID pertaining to this node (for nodes that have a CSE). The cseID becomes know once the pre CSE registration procedure is triggered.

	serviceAccessToken
	0..1
	NR
	token data to be shared with targeted node Note: token data should be stored in secure storage. 


---- end of change ---
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