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Introduction
The figure 6-1 adds the Node-less AE, the term node-less is misleading since the AE in the Infrastructure also requires running on a certain environment, even if it is not the same where the IN-CSE belongs to, it is equal to any other AE. Node seems to be a concept used mainly for device management and “machine” configuration, etc.

Node is associated to M2M-Node-Id that is also used for security purposes, but only in association with a CSE that needs to authenticate/authorize itself. Issues related to the inconsistency of node are also presented in contribution ARC-2014-1194R01-Node-resolution.
Proposal

This contribution proposes to modify the name of Nodeless-AE to just IN-AE to at least have all the IN-AE equally represented. 
The figure also needs to be modified, the node name needs to be changed and the dashed line of the IN-AE in the node needs to be a normal line (the figure is not editable). 

The contribution also removes some of the editor’s note that has been already resolved.

In section 6, some text was misleading since it stated that the Node communicate to each other over the reference points, while it is only the architectural entity that uses reference point.

Section 6 and 6.29 are modified to remove the MN-MN registration. The same sections have been copied in the Annex I for future releases.

======================== START 1ST CHANGE ===========================

6
Configurations supported by oneM2M Architecture

Figure 6-1 illustrates an example of some configurations supported by oneM2M architecture within one M2M Service Provider. It illustrates the relations amongst the architectural entities in relation to the reference points identified in figure 5.2.1-1. Figure 6-1 does not provide an exhaustive illustration of all allowed configuration by oneM2M, but it allows to define some notation for easily identify the type of scenarios and deployment throughout the document.
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Figure 6-1: Configurations supported by oneM2M Architecture


Node: is a term used in this document to represent a logical entity that provides some characteristics of the actual physical or virtual device representation. OneM2M system provides functionality to configure and manage such characteristics from infrastructure Application Entity of from the oneM2M system itself. Two types of oneM2M Nodes are illustrated in Figure 6-1: 

· A CSE-Capable Node is a logical entity that contains at least one oneM2M Common Services Entity and zero or more oneM2M Application Entities. ASN and MN are examples of such type of Nodes. 
· A Non-CSE-Capable Node is a logical entity that contains one or more oneM2M Application Entities and no oneM2M Common Services Entity. ADN is an example of such type of Nodes.  


NOTE 1:
CSEs resident in different Nodes are not identical and are dependent on the services supported by the CSE and the characteristics of that Node, e.g. different memory, firmware.

NOTE 2:
Mcc' reference point aims to be as similar as possible to the Mcc reference point. But due to the nature of inter-M2M Service Provider communications, some differences are anticipated.


· 
· 
Description of Nodes:

oneM2M architecture foresees the following types of Nodes. It is important that as logical objects, such Nodes are not necessarily mapped to actual physical objects, although they may be mapped to actual physical objects (e.g. a device or sensing and actuation equipment [TR-0004]),. For example a node could represent also a virtual environment where an AE or CSE is running.
Application Service Node (ASN):

An Application Service Node is a Node that contains one Common Services Entity and contains at least one Application Entity. In this case both CSE and AE share the same characteristics of the Node.
The CSE in an Application Service Node may communicate over a Mcc reference point with only another CSE, either:

· a CSE residing in a Middle Node;

· or a CSE residing in a Infrastructure Node.

Example of physical mapping: an Application Service Node could be a device abstraction that represents  an M2M Device.

Application Dedicated Node (ADN):

An Application Dedicated Node is a Node that contains at least one Application Entity and does not contain a Common Services Entity.

An AE in the Application Dedicated Node communicates over Mca reference point with only one CSE, either:

· a CSE residing in a Middle Node;

· or a CSE residing in an Infrastructure Node.

Example of physical mapping: an Application Dedicated Node could be a device abstraction that represents a constrained M2M Device.

Middle Node (MN):

A Middle Node is a Node that contains one Common Services Entity and contains zero or more Application Entities. In this case both CSE and AE share the same characteristics of the Node.
A CSE in the Middle Node can communicates with two types of CSE and also two types of AE:

· CSE residing in an Infrastructure Node or Application Service Node over Mcc; 
· 
· an AE residing in the same Middle Node or Application Dedicated Node over Mca.

Example of physical mapping: a Middle Node could be a device abstraction that represents  an M2M Gateway.

Infrastructure Node (IN):

An Infrastructure Node is a Node that contains one Common Services Entity and contains zero or more Application Entities.

ACSE in the Infrastructure Node communicates over respective Mcc reference points with:

· one or more CSE residing in Middle Node(s); and/or

· one or more CSE residing in Application Service Node(s).
In addition, a CSE in the Infrastructure Node communicates over respective Mca reference points with:

· one or more AE residing in the Application Dedicated Nodes; and/or

· one or more AE in the infrastructure domain, either residing in the same Node or also outside the Node..

Example of physical mapping: an Infrastructure Node could represent  an M2M Service Infrastructure.
NOTE: for the definition of the term M2M Device, M2M Gateway and M2M Service Infrastructure are defined in [TR-0004]
Editor's Note: It is not clear what differentiates an Infrastructure Node from an Application Service Node or from a Middle Node. It could be a minimum feature scope of its CSE that would be bigger, or a particular requirement on its Mcn reference point. It could also be the cardinality of this Node in a deployment.  Typically there would be just one Infrastructure Node in a deployment.
======================== END 1ST CHANGE =============================
======================== START 2nd CHANGE ===========================
6.2.9
Registration

6.2.9.1
General Concepts

Registration (REG) CSF is responsible for processing a request from an AE or another CSE to register with a CSE in order to allow the registered entities to use the services offered by the registered-with CSE. The REG CSF allows providing information about Device's properties/attributes with the CSE.

6.2.9.2
Detailed Descriptions

Registration is the process of delivering AE or CSE information to another CSE in order to use M2M Services.

An AE on an Application Service Node, a Middle Node, or an Infrastructure Node shall perform registration locally with the corresponding CSE in order to use M2M services offered by that CSE (the AE is logically co-located in the same domain of a CSE where it registers to). An AE on an Application Dedicated Node shall perform registration with the CSE on a Middle Node or Infrastructure node in order to use M2M services offered by that CSE (the AE is not logically co-located in the same domain of the a CSE where it registers to).. A registered AE shall be able to have interactions with its local CSE (when it is the target CSE) without the need to have the local CSE register with other CSEs.

The CSE on an Application Service Node shall perform registration with the CSE in the Middle Node in order to be able to use M2M services offered by the CSE in the Middle Node. As a result of successful ASN-CSE registration with the MN-CSE, the CSE on the ASN Node establish a peering relationship and shall be able to exchange information.


The CSE on an Application Service Node or on a Middle Node shall perform registration with the CSE in the Infrastructure Node in order to be able to use M2M services offered by the CSE in the Infrastructure Node. As a result of successful ASN/MN registration with the IN-CSE, the CSEs on ASN/MN and Infrastructure Node establish a peering relationship and shall be able to exchange information.

AEs shall be able to exchange information via CSEs following successful registration of:

1. AEs with their associated CSE

2. One of these CSEs with the other CSE, as per Table 6.2.9.2-1

Such registrations are applicable to a single M2M Service Provider Domain.

A (physical) Device shall be able to register with its local CSE for registering its properties/attributes. Such registration enables correlation of Devices Identities such as M2M-Node-ID with the CSE-ID.

Editor's Note: The need for Device Registration and the relationship with CSE Registration are FFS.

Editor's Note: The use of External ID in Registration is FFS.

The following Table shows which oneM2M entity types may register with which other entity types.

Table 6.2.9.2-1: Entity Registration
	Originator

(Registree)
	Receiver

(Registrar)
	Registration Procedure

	ADN-AE
	MN-CSE, IN-CSE
	AE registration procedure see clause TBD

	ASN-AE
	ASN-CSE
	

	
	
	

	IN-AE
	IN-CSE
	

	
	
	

	ASN-CSE
	MN-CSE, IN-CSE
	CSE registration

procedure

see clause TBD

	MN-CSE
	, IN-CSE
	


The Originator (Registree) in Table 6.2.9.2-1 requests the registration and the Receiver (Registrar) is responsible for verifying the request, and checking the authentication and authorization of the Originator in order to establish a peer relationship. 

Editor’s Note: Authorization above might only be needed for AEs, this is FFS in Security WG

An instance of the same AE shall register to one CSE (ASN-CSE, MN-CSE or IN-CSE) at one time.

An instance of the same ASN-CSE shall register with one other CSE (MN-CSE or IN-CSE) at one time.

An instance of the same MN-CSE shall register with one other IN-CSE at one time.

In this document an MN-CSE shall support only a single registration towards an IN-CSE. 
Editor’s Note: The use of “instance” above might be removed if other definitions are changed. If kept, the description regarding “instances” should be expanded.

Registration information shall be able to include:

Identifier.

Reachability schedules; which are elements of a node's policy, and specify when messaging may occur between nodes. Reachability schedules may be used in conjunction with other policy elements. When reachability schedules are not present in a node then that node is expected to be always reachable.

Editor's note: Further Registration information is FFS.
======================== END 2nd CHANGE =============================
===================== START 3rd CHANGE  (NEW)========================

I.1
Support for MN-MN registration Text for Removal
Editor’s Note: the following sections needs to be aligned with the correspondent section in the published version of the TS.
6
Configurations supported by oneM2M Architecture
Figure 6-1 illustrates some configurations supported by oneM2M architecture, It illustrates the relations amongst the functional entities in relation to the reference points identified in figure 5.2.1-1.
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Figure 6-1: Configurations supported by oneM2M Architecture

Node-less AEs: This entity indicates that IN-AEs maybe hosted by an Application Service Provider. Any relationship, binding or management of these IN-AEs to other co-located functions is out-of-scope.

Nodes: Two types of oneM2M Nodes are supported: 

A CSE-Capable Node is a functional entity that contains at least one oneM2M Common Services Entity and zero or more oneM2M Application Entities. ASN and MN are examples of such type of Nodes. 

A Non-CSE-Capable Node is a functional entity that contains one or more oneM2M Application Entities and no oneM2M Common Services Entity. ADN is an example of such type of Nodes.  

Editor's Note: How Node-less AEs are classified is FFS.

NOTE 1:
CSEs resident in different Nodes are not identical and are dependent on the services supported by the CSE in that Node.

NOTE 2:
Mcc' reference point aims to be as similar as possible to the Mcc reference point. But due to the nature of inter-M2M Service Provider communications, some differences are anticipated.

Editor's Notes:

The illustration above does not provide an exhaustive list of possible configurations and is subject to qualifications. Other possible functions/configurations are FFS.

Mcc' reference point aims to be as similar as possible to the Mcc reference point. But due to the nature of inter-M2M Service Provider communications, some differences are anticipated.

Description of Nodes:

oneM2M architecture foresees the following types of Nodes. It is important that as functional objects, such Nodes are not necessarily mapped to actual physical objects, although they may be mapped to actual physical objects.
Application Service Node (ASN):

An Application Service Node is a Node that contains one Common Services Entity and contains at least one Application Entity.

An Application Service Node may communicate over a Mcc reference point with either:

exactly one Middle Node;

 or exactly one Infrastructure Node.

Example of physical mapping: an Application Service Node could reside in an M2M Device.

Application Dedicated Node (ADN):

An Application Dedicated Node is a Node that contains at least one Application Entity and does not contain a Common Services Entity.

An Application Dedicated Node communicates with a Middle Node or an Infrastructure Node over an Mca reference point.

Example of physical mapping: an Application Dedicated Node could reside in a constrained M2M Device.

Middle Node (MN):

A Middle Node is a Node that contains one Common Services Entity and contains zero or more Application Entities.

A Middle Node communicates with:

· either an IN or another MN over Mcc; plus at least
an IN/MN/ASN over Mcc; or
an ADN over Mca.

Example of physical mapping: a Middle Node could reside in an M2M Gateway.

Infrastructure Node (IN):

An Infrastructure Node is a Node that contains one Common Services Entity and contains zero or more Application Entities.

An Infrastructure Node communicates over respective Mcc reference points with:

one or more Middle Node(s); and/or

one or more Application Service Node(s).

In addition, an Infrastructure Node communicates with one or more Application Dedicated Nodes over respective Mca reference points.

Example of physical mapping: an Infrastructure Node could reside in an M2M Server Infrastructure.
Editor's Note: It is not clear what differentiates an Infrastructure Node from an Application Service Node or from a Middle Node. It could be a minimum feature scope of its CSE that would be bigger, or a particular requirement on its Mcn reference point. It could also be the cardinality of this Node in a deployment.  Typically there would be just one Infrastructure Node in a deployment.
6.2.9
Registration

6.2.9.1
General Concepts

Registration (REG) CSF is responsible for processing a request from an Application or another CSE to register with a CSE in order to allow the registered entities to use the services offered by the registered-with CSE. The REG CSF processes registration of a Device also, to allow registration of Device's properties/attributes with the CSE.

6.2.9.2
Detailed Descriptions

Registration is the process of delivering AE or CSE information to another CSE in orderto use M2M Services.

An Application on an Application Service Node, a Middle Node, or an Infrastructure Node shall perform registration locally with the corresponding CSE in order to use M2M services offered by that CSE. An Application on an Application Dedicated Node shall perform registration with the CSE on a Middle Node or Infrastructure node in order to use M2M services offered by that CSE. A node-less AE shall perform registration with the corresponding CSE on an Infrastructure node in order to use M2M services offered by that CSE. A registered Application shall be able to have interactions with its local CSE (when it is the target CSE) without the need to have the local CSE register with other CSEs.

The CSE on an Application Service Node shall perform registration with the CSE in the Middle Node in order to be able to use M2M services offered by the CSE in the Middle Node. As a result of successful ASN-CSE registration with the MN-CSE, the CSE on the ASN Node establish a peering relationship and shall be able to exchange information.

The CSE on a Middle Node shall perform registration with the CSE of another Middle Node in order to be able to use M2M services offered by the CSE in the other Middle Node. As a result of successful MN-CSE registration with the other MN-CSE, the CSE on the Middle Nodes establish a peering relationship and shall be able to exchange information.

The CSE on an Application Service Node or on a Middle Node shall perform registration with the CSE in the Infrastructure Node in order to be able to use M2M services offered by the CSE in the Infrastructure Node. As a result of successful ASN/MN registration with the IN-CSE, the CSEs on ASN/Middle Node and Infrastructure Node establish a peering relationship and shall be able to exchange information.

Applications shall be able to exchange information via CSEs following successful registration of:

3. Applications with their associated CSE

4. One of these CSEs with the other CSE, as per Table 6.2.9.2-1

Such registrations are applicable to a single M2M Service Provider Domain.

A (physical) Device shall be able to register with its local CSE for registering its properties/attributes. Such registration enables correlation of Devices Identities such as M2M-Node-ID with the CSE-ID.

Editor's Note: The need for Device Registration and the relationship with CSE Registration are FFS.

Editor's Note: The use of External ID in Registration is FFS.

The following Table shows which oneM2M entity types may register with which other entity types.

Table 6.2.9.2-1: Entity Registration
	Originator

(Registree)
	Receiver

(Registrar)
	Registration Procedure

	ADN-AE
	MN-CSE, IN-CSE
	AE registration procedure see clause TBD

	ASN-AE
	ASN-CSE
	

	MN-AE
	MN-CSE
	

	IN-AE
	IN-CSE
	

	Nodeless AE
	IN-CSE
	

	ASN-CSE
	MN-CSE, IN-CSE
	CSE registration

procedure

see clause TBD

	MN-CSE
	MN-CSE, IN-CSE
	


The Originator (Registree) in Table 6.2.9.2-1 requests the registration and the Receiver (Registrar) is responsible for verifying the request, and checking the authentication and authorization of the Originator in order to establish a peer relationship. 

Editor’s Note: Authorization above might only be needed for AEs, this is FFS in Security WG

An instance of the same AE shall register to one CSE (ASN-CSE, MN-CSE or IN-CSE) at one time.

An instance of the same ASN-CSE shall register with one other CSE (MN-CSE or IN-CSE) at one time.

An instance of the same MN-CSE shall register with one other IN-CSE at one time.

An MN-CSE shall support only a single registration towards another MN-CSE or an IN-CSE. A concatenation (registration chain) of multiple uni-directional registrations shall not form a loop. E.g. Two MN-CSEs A and B, shall not register with each other. Three MN-CSEs A, B and C, where A registers to B, and B registers to C, then C shall not register to A.

Editor’s Note: The use of “instance” above might be removed if other definitions are changed. If kept, the description regarding “instances” should be expanded.

Registration information shall be able to include:

Identifier.

Reachability schedules; which are elements of a node's policy, and specify when messaging may occur between nodes. Reachability schedules may be used in conjunction with other policy elements. When reachability schedules are not present in a node then that node is expected to be always reachable.

Editor's note: Further Registration information is FFS.
======================== END 3rd CHANGE =============================
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