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Introduction
During the discussion at ARC#9.3 meeting, it was decided to divide ARC-2014-0626R03 contributions into several per specific topic. This contribution is to replace “App-Inst-ID” to “AE-ID”.
Note that ARC-2014-0626R03 was motivated by PPT slide ARC-2013-0514 that was agreed in principle.
Several editorial changes not pertaining to this topic were also added.
In change 1, editor’s note says the point all “App-Inst-ID”  should be changed into “AE-ID”. Even with that several texts still cannot be fixed like “application instance ID”, they’re captured in change 2 and the rest.
----------------------- Start of change 1 -----------------------
7.1.2
Application Entity Identifier (AE-ID)

An Application Entity Identifier (AE-ID) uniquely identifies an AE resident on an M2M Node, or an AE that requests to interact with an M2M Node. An AE-ID shall identify an Application for the purpose of all interactions from/to the Application within the M2M System. 

It is the responsibility of the M2M Service Provider to ensure that the AE-ID is globally unique. The AE-ID shall include the Application ID (see section 7.1.3.)
Editor’s Note: Change all App-Inst-ID to AE-ID in the whole document.
----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------

7.3.2.2

Locating Application Entities

Locating an AE is a two-step process as follows:

· Step 1: There is a need to locate the CSE where the AE is registered. Locating the CSE shall be accomplished as follows:

· For AEs associated with ASNs/MNs/INs, the CSE-PoA of the ASN-CSE/MN-CSE/IN-CSE registered object shall be used. 

· For AEs associated with ADNs, the CSE-PoA of the MN-CSE/IN-CSE registered object shall be used. 

· Step 2:  the CSE shall locate the appropriate AE using its Application Entity Identifier (AE-ID).
----------------------- End of change 2 -----------------------

----------------------- Start of change 3 -----------------------

9.6.5
Resource Type application

The <application> resource represents information about an Application Entity known to a given Common Services Entity.
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Figure 9.6.5-1: Structure of <application> resource 
(only resource specific attributes are shown)

Editor's Note: To update the picture to include "link", "announceTo" and "announcedAttribute" attribute.
This resource shall contain the child resources according to their multiplicity in Table 9.6.5-1 (0 indicates the optionality of the child resource)T

Table 9.6.5-1: Child resources of <application> resource

	Child Resource Name of <application>
	Child Resource Type
	Multiplicity
	Description
	<applicationAnnc> Child Resource Type

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<containerAnnc>

	[variable]
	<group>
	0..n
	See clause 9.6.13
	<groupAnnc>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicyAnnc>

	software
	<mgmtObj>
	1..n
	See clause 9.6.15 for <mgmtObj>. 

This resource represents the software component (or components, if the multiplicity is greater than 1) that compose the application. This mgmtObj shall have at least the following <parameters> child resources of its "parameters" subresource:

name (multiplicity 1)

version (multiplicity 1)

state (multiplicity 1)
	<mgmtObjAnnc>

	[variable]
	<commCapabilities>
	1..n
	Resource  <commCapabilities> needs to be defined.
This resource describes the communication capabilities (essentially the protocols) supported and used by the corresponding Application Entity over the Mca reference point to this CSE.
	<commCapabilitiesAnnc>

	[variable]
	<pollingChannel>
	0..n
	See section 9.6.22.  

When the local CSE of this AE is request-unreachable, the AE should create this <pollingChannel> resource and perform long polling.
	??


The <application> resource shall contain the attributes described in Table 9.6.5-2.

Table 9.6.5-2: Attributes of <application> resource

	Attribute Name of <application>
	Multiplicity
	RW/

RO/

WO
	Description
	<applicationAnnc> Attributes

	resourceType (rT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	parentID (pID)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	expirationTime (eT)
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	accessControlPolicyID (aRI)
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	creationTime (cT)
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	lastModifiedTime (lMT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	labels (lBs)
	0..1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	link
	1
	WO
	See section 9.6.1 where this common attribute is described. This is only for <applicationAnnc>.
	MP

	announceTo
	1
	RW
	See section 9.6.1 where this common attribute is described.
	NP

	announcedAttribute
	1
	RW
	See section 9.6.1 where this common attribute is described.
	NP

	name
	1
	RO
	The (usually human readable) name of the application, as declared by the application developer (e.g. "HeatingMonitoring")
	OP

	App-ID
	1
	RO
	Application Identifier
	OP

	AE-ID
	1
	RO
	Application Entity Identifier which created this resource.
	OP

	pointOfAccess
	0..n
	RW
	The list of addresses for communicating with the registered Application Entity over Mca reference point via the transport services provided by Underlying Network (e.g., IP address, FQDN, URI). This attribute shall be accessible only by the Application and the hosting CSE.
	??

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is managed and understood by the application; to be passed to the application
	OP

	nodeLink
	0..1
	RO
	A reference (URI) of a <node> resource that stores the node specific information only if this <application> resource is about ADN-AE and the <node> resource is existed in the parent resource, <CSEBase>.
	??


----------------------- End of change 3 -----------------------

----------------------- Start of change 4 -----------------------

12.1.2.2
Information Elements within an M2M Event Record

The information elements within an M2M event record are defined in Table 12.1.2.2-1. 

Every M2M event record shall be tagged to depict its content according to the following classification:

Data related procedures: represent procedures associated with data storage or retrieval from the M2M IN (eg. Container related procedures)

Control related procedures: represent all procedures that are not associated with data storage/retrieval from the M2M IN with the exclusion of group and device management related procedures (e.g. subscription procedures, registration)

Group related procedures: represent procedures that handle groups.  The group name may be derived from the target resource in these cases.

Device Management Procedures

Occupancy based trigger for recording the occupancy as described in Section 12.1.1

· Table 12.1.2.2-1: Information Elements within an M2M Event Record

	Information Element
	For request based triggers

Mandatory / optional
	For timer based triggers

Mandatory / optional


	Description

	M2M Subscription Identifier
	M
	M
	The M2M subscription ID associated with the request. This is inserted by the IN (see 12.1.3)

	Application Entity ID
	CM (when applicable)
	NA
	The M2M Application Entity ID if applicable

	External ID
	CM (when Applicable)
	NA
	The external ID to communicate over Mcn where applicable

	Receiver
	M
	NA
	Receiver of an M2M request (can be any M2M Node)

	Issuer
	M
	NA
	Issuer of the M2M request (can be any M2M node)

	Hosting CSE-ID
	O
	NA
	The hosting CSE-ID for the request in case the receiver is not the host, where  applicable

	Target ID
	M
	NA
	The target URL for the M2M request if available. Alternatively can be the target resource identifier

	Protocol Type
	O
	NA
	Eg. HTTP, CoAP

	Request  Operation
	O
	NA
	Request Operation  as defined in section 8.1.2

	Request Headers size
	O
	NA
	Number of bytes for the headers in the Request, or number bytes of control information

	Request Body size
	O
	NA
	Number of bytes of the body transported in the Request if applicable

	Response Headers size
	O
	NA
	Number of bytes for the headers in the Response or number bytes of control information

	Response Body size
	O
	NA
	Number of bytes of the body transported in the Response if applicable

	Response Code
	O
	NA
	

	Time Stamp
	M
	M
	The time for the recording the M2M event record

	M2M-Event-Record-Tag
	M
	M
	A Tag for the M2M event record for classification purposes. This tag is inserted by the IN and is M2M SP specific

	Control Memory Size
	O
	NA
	Storage Memory (in bytes), where applicable, to store control related information associated with the M2M event  record(excludes data storage associated with container related operations)

	Data Memory Size
	O
	NA
	Storage Memory in Kbytes, where applicable, to store data  associated with container related operations

	Access Network Identifier
	O
	O
	Identifier of the access network associated with the M2M event record.

	Additional Information
	O
	
	Vendor specific information

	Occupancy
	NA
	M
	Overall size (in Bytes) of the containers generated by a set of applications identified by the M2M Subscription Identifier

	Group Name
	CM
	NA
	Shall be included by the IN in the following cases:

-  Fanning operation initiated by the M2M IN

-  A request received by the M2M IN as a result of a fanning operation initiated elsewhere.

The group tag shall also be set in this case

	maxNrOfMembers
	O
	NA
	Maximum number of members of the group for Create and Update operation. 

	currentNrOfMembers
	O
	NA
	Current number of members in a group. The request shall be logged and information elements shall be recorded from the request before processing it or sending it out. After obtaining corresponding response, currentNrOfMembers shall be updated with the values from the response.

	Subgroup Name 
	CM
	NA
	Includes the subgroup member name of a group. 

It shall be included by the M2M IN in the case when

-  Fanning operation initiated by the M2M IN and one of the members of the group is a subgroup

-  A request received by the M2M IN as a result of a fanning operation initiated elsewhere.

The group tag shall also be set in this case


The choice for the mandatory elements is motivated by the need to include all M2M identifiers within an M2M event record so that it is possible to support multiple charging scenarios.

For all non-mandatory elements, the M2M IN shall be configurable by the M2M service provider to select any additional desired information to be recorded in addition to the mandatory elements. 

12.1.3
Identities Associations in support of Recorded Information

To enable the M2M IN to record the necessary information, as described above, the following associations shall be maintained by the M2M service provider:- 

The CSE-ID  (for all M2M nodes in the M2M framework)  and the allocated M2M subscription ID 

The AE-ID   and the allocated M2M subscription ID

For established associations, as described above, the M2M IN shall derive the appropriate M2M subscription ID for insertion in the M2M record event.
----------------------- End of change 4 -----------------------

----------------------- Start of change 5 -----------------------

9.6.33
Resource Type statsCollect
The resource type <statsCollect> shall be used to define different triggers for the IN-CSE to collect statistics for applications. One node may setup multiple triggers. One trigger may be activated or de-activated. The <statsCollect> resource shall be located directly under <CSEBase> of IN-CSE.
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Figure 9.6.33-1: Structure of <statsCollect> resource 
(only resource specific attributes are shown)

The <statsCollect> resource shall contain the attributes described in Table 9.6.33-1.

· Table 9.6.33-1: Attributes of <statsCollect> resource
	Attribute Name of <statsCollect>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described

	parentID (pID)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	accessControlPolicyID (aRI)
	1..n
	RW
	See section 9.6.1 where this common attribute is described

	creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described

	creationTime (cT)
	1
	RO
	See section 9.6.1 where this common attribute is described

	expirationTime (eT)
	1
	RW
	See section 9.6.1 where this common attribute is described

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described

	labels (lBs)
	0..1
	RW
	See section 9.6.1 where this common attribute is described

	statsCollectID
	1
	RO
	This is the unique ID to identify a specific statistics collection scenario. It is created by the IN-CSE when the statsCollect resource is first created. 

	collectingEntityID
	1
	WO
	This is the unique ID of the entity that requests the collection of statistics. For example, it can be an AE-ID or a CSE-ID. 

	collectedEntityID
	1
	WO
	This is the unique ID of the entity whose operations at IN-CSE will be collected. For example, it can be an AE-ID or a CSE-ID . If no specific value is provided for this attribute, the IN-CSE interprets it as “any entity”. 

	status
	1
	RW
	This attribute indicates whether the rule is “active” or “inactive”.

	statModel
	1
	RW
	This attribute indicates the collection model, such as “Subscriber based”, “event based”,  etc. 

	subscriberID
	1
	WO
	This attribute indicates the service subscriber (M2M-Sub-ID) being recorded. 

	collectPeriod
	0..1
	RW
	This attribute defines the duration for the SCA to collect service statistics information. 

	eventID
	0..1
	RW
	This attribute refers to the statsConfig resource that defines the events that can be collected by the IN-CSE. . It is mandatory if the statmodel is event based.  


----------------------- End of change 5 -----------------------

----------------------- Start of change 6 -----------------------

· 10.2.15.10
Service Statistics Collection Record
The following table defines the Information Elements can be included in a Service statistics collection record. 

The contents of each Service statistics collection record are decided by the specific collection scenario that 

triggered the information recording.  

Editor’s Note: More contents can be added when more chargeable events are specified. 

· Table 10.2.15.10-1: Information Elements for Service Statistics Collection Record

	Information Element
	Mandatory / optional
	Description

	statsCollectID
	M
	It is the unique ID that identifies a specific statistics collection scenario, which triggers information recording for a specific event. 

	collectingEntityID
	M
	This is the unique ID of the entity that collects the statistics. It can be an AE-ID or CSE-ID

	collectedEntityID
	M
	This is the unique ID of the entity whose service layer operation statistics are being collected. It can be an AE-ID or CSE-ID

	subscriberID
	M
	The M2M service subscription ID M2M-Sub-ID if the collected entity

	event
	O
	This indicates a specific event type in each record, such as timer based, data operation, storage triggering. It is only present if the statModel is “event based”

	eventStart
	O
	The start time for the recording the M2M event record

	eventEnd
	O
	The end time for the recording the M2M event record

	transactionType
	O
	Specifies the detailed type of a transaction, such as CREATE, RETRIEVE, etc. 

	dataSize
	O
	Storage Memory in Kbytes, where applicable, to store data  associated events  with container related operations

	Vendor Specific Information
	O
	Defines Vendor specific information


----------------------- End of change 6 -----------------------
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