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Introduction
Device triggering defined in current specification is only applicable for the ASN/MN-CSE which are registered with the IN-CSE. However, from the view of a home appliance manufacturer, in our home network scenario, the MN-CSE which is a home network gateway always keep its connection with IN-CSE, while the ASN-CSE(air conditioner, refrigerator etc.) which register with the MN-CSE often shut off its communication module for some reasons, e.g. for power saving. Our requirement for device triggering mainly resides between ASN-CSE and the MN-CSE. 
We think this scenario is covered by the requirement OSR-050, the requirement doesn’t limit device triggering only to CSEs registered with the IN-CSE.

	OSR-050
	If communication over one communication channel provided by the Underlying Network can only be triggered by one side (Infrastructure Domain or Field Domain), and alternative channel(s) is (are) available in the other direction, the M2M System shall be able to use the alternative channel(s) to trigger bidirectional communication on the first channel.


In the home network scenario, it’s a local area network, the ASN-CSE may support several communication protocols, such as wifi, infrared, etc. MN-CSE may have knowledge of the communication protocols the ASN-CSE supported by pre-configuration or on registration. Comparing with the OSR-050, we can interpret wifi as the first communication channel, and infrared as the alternative communication channel. If the ASN-CSE shut off its wifi communication module for power saving and the MN-CSE determines to trigger the ASN-CSE to re-establish the Mcc connectivity between the ASN-CSE and the MN-CSE, as the infrared module will always open for the home appliance, MN-CSE can use infrared to control the ASN-CSE to restart the wifi module.
We proposes in this contribution to add the device triggering procedure for CSEs registered with MN-CSE, and the MN-CSE have knowledge of the ASN-CSE’s communication capability by pre-configuration or on registration.
-----------------------Start of the 1st change -------------------------------------------
8.4
Device Triggering

8.4.1
Definition and scope

Device Triggering is a means by which a node (e.g. IN/MN-CSE) sends information to the other node (e.g. ASN-CSE) to perform a specific task, e.g. to wake up the device, to establish communication from the field domain towards the infrastructure domain, or when IP address for the device is not available or reachable by the IN/MN-CSE. 

Underlying Network functionality is used to perform device triggering for example, using alternate means of communication (e.g. SMS) with the Field Node. 


Each Underlying Network type may provide different way of performing a device triggering, for example 3GPP has defined a dedicated interface for requesting device triggering. The normative references for applicable interfaces are as follows: 3GPP [TS 23.682], 3GPP2 [XXX]. Access specific mechanisms are covered in the Annexes B and C. 

8.4.2
General Procedure for Device Triggering

This section covers different scenarios for device triggering.

8.4.2.1
Triggering procedure for targeting ASN/MN-CSE registered with IN-CSE
This case describes the scenario where IN-CSE targets an ASN/MN-CSE (which is register with the IN-CSE) for the Device Triggering request. 

The Figure 8.4.2 1-1 shows the Device Triggering procedure for targeting ASN/MN-CSE registered with IN-CSE and, if required, for establishment of connectivity between IN-CSE and the Field Node.
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 Figure 8.4.2 1-1: Device Triggering procedure for CSE
registered with IN-CSE
NOTE:     IN and ASN/MN are assumed to be connected through the same Underlying Network.

NOTE:     The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is not part of the specification is left to implementors.

Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE.

The CSE-PoA for the ASN/MN-CSE already contains either an IP address or none. 

[optional] Step-1: Request to targeted ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operation on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks. 

For example for 3GPP access network IN-CSE might be allowed to use Tsp, Tsms and GSMA OneAPI, but the preferred mechanism could be Tsp.

Step-3: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network. 

The Underlying Network dependent Device Triggering procedure is executed as described in Annexes.

Some information that needs to be provided to the selected Underlying Network for performing device triggering is:

· M2M-Ext-ID associated with the ASN/MN-CSE as the target of the triggering request (see 7.1.8).
· Trigger-Recipient-ID associated with the ASN/MN-CSE (see section 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID.

NOTE: The above Trigger-Recipient-ID is sent at registration. 

Editor’s Note: M2M-Ext-ID is set on registration, how the IN-CSE gets it is FFS.

Editor’s Note: The above list with information to be sent over Device Triggering request on the underlying network is not complete and/or limiting. What is needed is for FFS.

Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node which hosts the ASN/MN-CSE.

Step-6: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via Mcn reference point. 

The Underlying Network dependant Device Triggering response procedure is described in Annexes.

Step-5: ASN/MN-CSE Receives Device Trigger

[optional] Step-7 Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the ASN/MN-CSE and the IN-CSE and the renewal of the PoA might be needed.

8.4.2.x
Triggering procedure for targeting ASN/MN-CSE registered with MN-CSE
This case describes the scenario where MN-CSE targets an ASN/MN-CSE (which is register with the MN-CSE) for the Device Triggering request. 

The Figure 8.4.2 x-1 shows the Device Triggering procedure for targeting ASN/MN-CSE registered with MN-CSE and, if required, for establishment of connectivity between MN-CSE and the target ASN/MN-CSE.
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 Figure 8.4.2 1-1: Device Triggering procedure for CSE registered with MN-CSE
NOTE:     The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is not part of the specification is left to implementors.

Pre-condition

The CSE which is the target of the device triggering has to be registered with the MN-CSE.
MN-CSE has the knowledge of communication capabilities of the ASN/MN-CSE registered with the MN-CSE.
The CSE-PoA for the ASN/MN-CSE already contains either an IP address or none. 

[optional] Step-1: Request to targeted ASN/MN-CSE

The IN-CSE requests to perform one of the CRUD operation on a resource residing on the target ASN/MN-CSE, the request is sent via the Mcc reference point to the MN-CSE.

Step-2: Underlying network selection

The MN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the communication capabilities of the target ASN/MN-CSE. 

For example the target ASN/MN-CSE supports both wifi and infrared communications, MN-CSE could use infrared to trigger the target ASN/MN-CSE to restart the wifi module to restore the IP connection of Mcc.
Step-3: Device Triggering request

MN-CSE issues the device triggering request to the selected Underlying Network. 

Some information that may be provided to the selected Underlying Network for performing device triggering is:

· M2M-Ext-ID associated with the ASN/MN-CSE as the target of the triggering request (see 7.1.8).
· Trigger-Recipient-ID associated with the ASN/MN-CSE (see section 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID.

NOTE: The above Trigger-Recipient-ID is sent at registration. 

Editor’s Note: M2M-Ext-ID is set on registration, how the MN-CSE gets it is FFS.

Editor’s Note: The above list with information to be sent over Device Triggering request on the underlying network is not complete and/or limiting. What is needed is for FFS.

Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node which hosts the ASN/MN-CSE.

Step-5: Device Triggering response

The MN-CSE receives a response for the Device Triggering request via Mcn reference point. 

Step-6: ASN/MN-CSE Receives Device Trigger

[optional] Step-7 Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the target ASN/MN-CSE and the MN-CSE and the renewal of the PoA might be needed.
-----------------------Start of the 2nd change -------------------------------------------

9.6.4
Resource Type remoteCSE

A <remoteCSE> resource shall represent a remote CSE that is registered to the local CSE. CSE resources shall be located directly under the <CSEBase>.

Conversely each registered CSE shall also be represented as a sub-set of <remoteCSE> resource in the registering CSE's <CSEBase>.

For example, when CSE1 registers with CSE2, there will be two <remoteCSE> resources created: one in CSE1 <CSEBase1>/<remoteCSE2> and one in CSE2 <CSEBase2>/<remoteCSE1>.

Note that the creation of the two resources does not imply mutual registration. The <CSEBase1>/<remoteCSE2> is only local to CSE1 and is for its internal use.
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Figure 9.6.4-1: Structure of <remoteCSE> resource 
(only resource specific attributes are shown)

Editor's Note: To update the picture to include "link", "announceTo" and "announcedAttribute" attribute.
This resource shall contain the child resources according to their multiplicity in Table 9.6.4-1 (0 indicates the optionality of the child resource).

Table 9.6.4-1: Child resources of <remoteCSE> resource
	Child Resource Name of <remoteCSE>
	Child Resource Type
	Multiplicity
	Description
	<remoteCSEAnnc> Child Resource Types

	[variable]
	<application>
	0..n
	See clause 9.6.5
	<applicatoinAnnc>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<containerAnnc>

	[variable]
	<group>
	0..n
	See clause 9.6.13
	<groupAnnc>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicyAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<mgmtObj>
	0..n
	See clause 9.6.15
	<mgmtObjAnnc>

	[variable]
	<commCapabilities>
	1..n
	Resource  <commCapabilities> needs to be defined.
This resource describes the communication capabilities (essentially the protocols) supported and used by the peer CSE over the Mcc reference point to this CSE.
	<commCapabilitiesAnnc>

	[variable]
	<pollingChannel>
	0..n
	See section 9.6.22.  

If requestReachability is FALSE, the CSE that created this <remoteCSE> should create a <pollingChannel> resource and perform long polling.
	??

	[variable]
	<node>
	0..1
	See section 9.6.19. 

This child resource contains the node specific information only when the information represented by this resource is from a node of type ASN or MN.
	??


The <remoteCSE> resource shall contain the attributes described in Table 9.6.4-2.

Table 9.6.4-2: Attributes of <remoteCSE> resource

	Attribute Name of <remoteCSE>
	Multiplicity
	RW/

RO/

WO
	Description
	<remoteCSEAnnc> Attributes

	resourceType (rT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	parentID (pID)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	creationTime (cT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	lastModifiedTime (lMT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	MP

	expirationTime (eT)
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	accessControlPolicyID (aRI)
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	labels (lBs)
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.
	MP

	link
	1
	WO
	See section 9.6.1 where this common attribute is described. This is only for <remoteCSEAnnc>.
	MP

	announceTo
	1
	RW
	See section 9.6.1 where this common attribute is described.
	NP

	announcedAttribute
	1
	RW
	See section 9.6.1 where this common attribute is described.
	NP

	cseType (csT)
	1
	WO
	Indicates the type of CSE node represented by the created resource.
	OP

	pointOfAccess (poA)
	0..n
	RW
	For request-reachable remote CSE it represents the list of physical addresses to be used to connect to it (e.g. IP address, FQDN). The attribute is absent if the remote CSE is not request-reachable.
	OP

	CSEBase (bRt)
	1
	WO
	The URI of the CSEBase of the original CSE represented by remote CSE.
	OP

	CSE-ID
	1
	WO
	The globally unique CSE identifier.
	OP

	Trigger-Recipient-ID
	0..1
	RW
	See section 7.1.10 where this attribute is described.
	??

	requestReachability
	1
	RW
	If the CSE that created this <remoteCSE> can receive a request from other AE/CSE(s), this attribute is set to “TRUE” otherwise “FALSE”.
NOTE: Even if this attribute is set to “FALSE”, it does not mean it AE/CSE is always unreachable by all entities. E.g., the requesting AE/CSE is behind the same NAT, so it can communicate within the same NAT.
	??


<remoteCSE> and announced <remoteCSE> shall have different resourceType coding.

Editor's Note on CSE-ID: an alignment between CSE-ID and CSEBase is needed.

Editor's Note on CSEBase: the alignment with naming convention proposed for inter-M2M service provider is needed.

Editor's Note on child resources: child resources of <remoteCse> resource can accommodate listed resources and their announced versions.
-----------------------End of changes ---------------------------------------------
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