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1
Introduction

This contribution proposes adding some guidelines for how the system creates application instance ID
* * * Start of 1st Change * * * 

7.1.2
Application Instance Identifier (App-Inst-ID)

An Application Instance Identifier (App-Inst-ID) uniquely identifies an M2M Application instance resident on an M2M node, or an M2M Application instance that requests to interact with an M2M node. An App-Inst-ID shall identify an Application for the purpose of all interactions from/to the Application within the M2M System.
It is the responsibility of the M2M Service Provider to ensure that the App-Inst-ID is globally unique. To that effect there are 2 cases:

Case 1: The application itself creates its own App-Inst-ID and shall include it at registration 

Case 2: The application does not create an App-Inst-ID In this case the local CSE shall create the App-Inst-ID upon successful application registration.
For case 1, the local CSE can append its own CSE-ID to the application submitted App-Inst-ID to guarantee global uniqueness. 

For case2, the local CSE should assume that the App-Inst-ID is made up of 2 parts, a fixed part and a variable part. The fixed part  shall include the Application ID (see clause 7.1.3). The variable part should include the CSE-ID of the local CSE concatenated with a second variable part. This second variable part is at the discretion of the local CSE. It can include a random number for applications that are not user centric, while for user-centric applications (e.g. medical equipment) it can include a username and/or telephone number for example, and where this information could be included during registration by the application. It is the responsibility of the local CSE to ensure global uniqueness of the created App-Inst-ID.
Editor’s Note: The registration resource should allow for application specific information to be created and stored 
* * * End of 1st Change * * * 
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