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1
Introduction

This contribution proposes some clarification to enable CSEs to handle routing in a clear fashion 
* * * Start of 1st Change * * * 

Table 8.2.2-1 Accessing Resources in different CSEs
	Traversals across X/Y Reference Points
	Description
	Reference

	No Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request can be an Application or a CSE.
· Local CSE and Hosting CSE are the same entity.

· The CSE shall check the Access Rights for accessing the resource.

· Depending on the expected result content, the CSE shall respond to the Originator of the Request, either with a Success or Failure Response, or not at all.
	Figure 8.2.2-1

	1 Hop
	· The Originator of the Request accesses a resource.

· The Originator of the Request may only be an Application.

· Local CSE and Hosting CSEs are different entities.

· Local CSE shall forward the Request to the Hosting CSE if it is registered with the Hosting CSE, after an optional checking of the Access Rights for accessing the resource and the syntax of the Request message. 
· Hosting CSE shall check the Access Rights for accessing the resource and depending on the expected result content respond with a Success or Failure Response, or not at all.
	Figure 8.2.2-2

(Editor's Note-1)

	Multi Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request may be an Application or a CSE.

· Local CSE, middle 
CSE(s) and the Hosting CSE are different entities.

· Local CSE shall:

· Forward the Request to middle CSE (e.g. MN-CSE) that the Local CSE is registered with if configured through policies to do so or
·  Forward the request to an IN if the local CSE is registered with the IN and if configured through policies to do so.
 An optional checking of the Access Rights for accessing the resource and the syntax of the Request message may be performed prior to forwarding the Request or
· Middle CSE shall:
· Forward the request to the hosting CSE if it is registered with the middle CSE node or
· Forward the Request to another middle CSE (e.g. another MN-CSE) that the middle CSE is registered with if configured to do so via policies or
· Forward the request to an IN if the  middle CSE is registered with the IN and is configured through policies to do so.
An optional checking of the Access Rights for accessing the resource and the syntax of the Request message can be performed prior to forwarding the Request.
· The IN node shall:

· Forward a request to another IN node if the resource belongs to another M2M SP or
· Forward the request to the hosting CSE if the later is registered with the IN
An optional checking of the Access Rights and the syntax of the Request message can be performed prior to forwarding the Request
.

· Hosting CSE shall check the Access Rights for accessing the resource and depending on the expected result content respond with a Success or Failure Response, or not at all.
	Figure 8.2.2-3
Figure 8.2.2-4

(Editor's Note-2)


	Editor's Note-1: One-Hop case could potentially include the CSE-to-CSE communication also. The need for such procedures is FFS.

Editor's Note-2: The multi-hop procedures address the scenario when the target is on a specific remote CSE. How a flow will work when the target is distributed on multiple remote CSEs is FFS.
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Figure 8.2.2-4

* * * End of 1st Change * * * 

* * * Start of 2nd Change * * * 

8.2.2.1 M2M Requests Routing Policies
CSEs can use policies to govern routing of M2M requests to the next hop towards its target. Routing, through these policies, can be based, for example, on the target CSE, target M2M domain, specific types of resources if applicable, priority of a request, etc. 
These policies are not defined in this release. It is the responsibility of M2M SP and the CSE administrator to ensure the appropriateness of these policies for routing purposes
* * * End of 1nd Change * * * 

�Change this to middle it changes a lot, because now we are only dewcribe one scenario where the Local CSE is a MN, while before it could be anything.
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