	CHANGE REQUEST

	Group Name:*
	WG2

	Source:*
	Alcatel-Lucent

	Format:*
	ARC#10

	Date:*
	2014-03-26

	Contact:*
	Omar Elloumi, Alcatel-Lucent, omar.elloumi@alcatel-lucent.com

	Reason for Change/s:*
	Cleanup M2M service subscription

	CR  against:  Release*
	1

	CR  against:  TS/TR*
	TS-0001 v0.4.3

	Clauses/Sub Clauses*
	7.1, 9.6, 10.2

	Type of change: *
	 FORMCHECKBOX 
 Editorial change

 FORMCHECKBOX 
 Bug Fix or Correction

 Change/correction to existing feature or functionality

 New feature or functionality

	Post Freeze checking:*
	This CR contains only essential changes and corrections
                           YES  FORMCHECKBOX 
             NO  FORMCHECKBOX 



oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.

All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction

This contribution proposes essential changes and correction to M2M service subscription realted aspects.

-----------------------Start of change 1-------------------------------------------
7.1.6
M2M Service Subscription Identifier (M2M-Sub-ID)

The M2M-Sub-ID enables the M2M Service Provider to bind application(s), M2M nodes, CSEs and services identified by service identifiers to a particular M2M Service Subscription.


The M2M Service Subscription Identifier has the following characteristics:

· belongs to the M2M Service Provider;
· identifies the subscription to an M2M Service Provider;
· enables communication with the M2M Service Provider;
· 
There can be multiple M2M Service Subscription Identifiers per M2M Underlying Network subscription.

7.1.7
M2M Request Identifier (M2M-Request-ID)
This is an identifier that tracks a Request initiated by an application over the Mca reference point, and by a CSE over the Mcc and Mcn reference points, if applicable, end to end. It is also included in the Response to the Request over all the above reference points.
To enable applications to track Requests and corresponding Responses over the Mca reference point, applications shall include a distinct M2M Request Identifier per request over the Mca Reference point to the CSE for any initiated request.

'The CSE shall make such M2M Request Identifier recived from the AE globally unique by appending its CSE-ID to it.
If the CSE creates an M2M Request Identifier, then the CSE shall maintain a binding between the M2M Request Identifier received from the AE and the CSE M2M Request Identifier it created in its interactions towards other peer CSEs. The CSE shall include the M2M Request Identifier received from the AE in its Response to the application. This binding shall be maintained by the CSE until the Request is deposed off. Note that the Request initiated by the CSE could be the result of an application request, or a request initiated autonomously by the CSE to fulfil a service.
A CSE receiving a Request from a peer CSE shall include the received M2M Request Identifier in all additional Requests unspanned (i.e.1:1) it has to generate (including propagation of the incoming Request) and that are associated with the incoming Request, where applicable.

The CSE shall include the same received M2M Request Identifier in its interactions with the Underlying Network Service Entity, over the Mcn reference point where applicable.
Note that the M2M Request Identifier can be made globally unique by including the CSE-ID in combination with any random number.
{7.1.7.a} Editor's Note:  Bring in a contribution to indicate where this information will carried.
{7.1.7.b} Editor's Note:  In order to allow interworking, how the platform understands whether the Request Identifier is globally unique or not needs to be specified.
7.1.8
M2M External Identifier (M2M-Ext-ID)

This is an identifier used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network.
The M2M External Identifier allows the Underlying Network to identify the M2M Device associated with the CSE‑ID for the service request. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network. 

Both pre-provisioned and dynamic plug and play association between the CSE-ID with the M2M-Ext-ID should to be supported.

NOTE 1:
There shall be 1:1:1 mapping between M2M-Ext-ID, the identity of the Underlying Network and the CSE-ID. Hence an M2M SP interworking with multiple Underlying Networks shall have a different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and  shall select the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network.
NOTE 2:
The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is access network specific.

[7.1.8.a} Editor's Note:  The method for dynamic plug-and-play association of M2M-Ext-ID and the 3GPP Underlying Network Identifier is FFS.
[7.1.8.b} Editor's Note: Define "identity of the Underlying Network".
7.1.9
Underlying Network Identifier (UNetwork-ID)

Underlying Network Identifier (UNetwork-ID) is used for identifying an Underlying Network. 

One or more Underlying Networks may be available at an M2M Node offering different sets of capabilities, availability schedules etc. Based on the "policy" information at the Node and the capabilities offered by the available Underlying Networks, appropriate Underlying Network can be chosen. For example, based on "policy", scheduling of traffic triggered by a certain event category in certain time periods may be allowed over Underlying Network "WLAN" but may not be allowed over Underlying Network "2G Cellular".  

UNetwork-ID is a static value and unique within a M2M Service Provider domain.

7.1.10
Trigger Recipient Identifier (Trigger-Recipient-ID)
This is an identifier used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. For example, when 3GPP device triggering is used, the Trigger-Recipient-ID maps to the Application-Port-Identifier [3GPP 23.682].

7.1.11
M2M Service Identifier (M2M-Serv-ID)

The M2M-Serv-ID is an identifier of a M2M Service offered by an M2M Service Provider. It is an essential part of the M2M Service Subscription which stores a set of M2M-Serv-ID pertaining to the set of subscribed services. Beyond the set of services depicted in this specification it shall be possible for an M2M Service Provider to offer other services. Those will be identified by means of Service Provider specific identifiers.
7.2
M2M Identifiers lifecycle and characteristics
Table 7.2-1: M2M Identifiers lifecycle and characteristics

	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	FFS
	

	Application Instance Identifier
	FFS
	AE
	AE instantiation


	Application Instance Registration
	Global
	- Application instance Registration

- Security Context Establishment

- Other operations FFS
	Security requirements apply for Security Context Establishment

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning


	Life of the CSE
	Global
	- Information flows (clause 10)
- Security Context Establishment
	Secuirty requirements apply for Secuirty Context Establishment

	M2M Node Identifier
	Out of Scope
	M2M Node hosting CSE
	Pre-provisioned
	Life of the M2M Node
	Global
	Security provisioning (FFS)
	Needs to be Read Only

	M2M Service Subscription Identifier


	M2M SP 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the Subscription with the M2M Service Provider
	Local to M2M SP domain
	- Charging and Information Recorded

-  Registration
- authorization of operations
	Multiple CSEs can be allocated the same M2M Service Subscription Identifier

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Instance 
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	Manual mode:

Jointly between the Underlying Network provider and M2M SP, where applicable.

Plug-And- Play:
 FFS
	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Manual Mode: Administrative Agreement.

Plug-And- Play: FFS
	Life time of the CSE.
	FFS
	Requests initiated by a CSE over the Interface, where applicable.
	

	Underlying Network Identifier
	M2M SP
	Underlying Networks
	Pre-provisioned
	Life of the Underlying Network
	Local to M2M SP domain
	UL Network selection
	

	Trigger Recipient Identifier


	Execution Environment
	ASN/MN-CSE instantiation
	ASN/MN-CSE start-up or wake-up
	CSE instance lifetime
	Execution Environment-wide
	Device Trigerring procedures
	


-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
9.6.20
Resource Type m2mServiceSubscription

This resource represents an M2M Service Subscription. It is used to represent all data pertaining to the M2M Service Subscription (the technical part of the contract between an M2M Application provider and an M2M Service Provider).


[image: image1.emf]<m2mServiceSubscription>

subsSer&RoleList

1

0..n

nodeInfo

appID

0..n

subsGroup

0..n


Figure 9.6.20-1: Structure of <m2mServiceSubscription> resource 
(only resource specific attributes are shown)
{9.6.20.b} Editor's Note: the M2M-Sub-ID storage is FFS
The <m2mServiceSubscription> resource shall contain the attributes described in Table 9.6.20-1.

This resource shall contain the child resources according to their multiplicity in Table 9.6.20-1 (0 indicates the optionality of the child resource).

Table 9.6.20-1: Child resources of <m2mServiceSubscription> resource
	Child Resource Name of <m2mServiceSubscription>
	Child Resource Type
	Multiplicity
	Description

	nodeInfo
	<nodeInfo>
	0..n
	See section 9.6.21


The <m2mServiceSubscription> resource shall contain the attributes described in Table 9.6.20-2.

Table 9.6.20-2: Attributes of <m2mServiceSubscription> resource

	Attribute Name of <m2mServiceSubscription>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType (rT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID (pID)
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyID (aRI)
	0..1
	RW
	See clause 9.6.1 where this common attribute is described. If no accessControlPolicyID is given at the time of creation, the accessControlPolicyID of the parent resource is linked to this attribute

	creationTime (cT)
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	creator (cr)
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	subsSer&RoleList
	0..n
	WO
	This attribute indicates the list of subscribed services and roles.

	appID
	0..n
	RW
	The value of this attribute shall be set to an application identifier as defined in section 7.1.3 pertaining to applications in infrastructure domain (IN-AE) of this M2M service subscription.

	subsGroup
	0..n
	RW
	This attribute contains a group created by the subscriber for the purpose of helping easy setting of Access Rights. An example of the subscriber defined group is all node applications within this service subscription with app-ID set to a specific value.


9.6.21
Resource Type nodeInfo
This resource represents M2M node information that is needed as part of the M2M Service Subscription resource. It shall contain information about the node as well as application identifiers running on that node.  
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Figure 9.6.21-1: Structure of <nodeInfo> resource 
(only resource specific attributes are shown)

The <nodeInfo> resource shall contain the attributes described in Table 9.6.21-1.

Table 9.6.21-1: Attributes of <nodeInfo> resource
	Attribute Name of <nodeInfo>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType (rT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	parentID (pID)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	expirationTime (eT)
	1
	RW


	See section 9.6.1 where this common attribute is described.

	accessControlPolicyID (aRI)
	0..1
	RW
	See section 9.6.1 where this common attribute is described. If no accessControlPolicyID is given at the time of creation, the accessControlPolicyID of the parent resource is linked to this attribute

	creationTime (cT)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	creator (cr)
	1
	RW
	See section 9.6.1 where this common attribute is described.

	lastModifiedTime (lMT)
	1
	RO
	See section 9.6.1 where this common attribute is described.

	nodeID
	1
	RW
	Node identifier indicating where the M2M Service Subscription applies. Wildcard may be used to allow all the Nodes within a M2M Service Provider. 

	appID
	0..n
	RW
	See section 7.1.3. application ID pertaining to an application running on this node

	CSEID
	0..1
	RW
	cseID pertaining to this node (for nodes that have a CSE). The cseID becomes know once the pre CSE registration procedure is triggered.


Editor’s note: the mapping of the node to a CSE-ID may need to be stored in other places (MEF) pending decision by the security WG.
-----------------------end of change 2-------------------------------------------
-----------------------Start of change 3-------------------------------------------
10.2
Resource Type-Specific Procedures
10.2.1
<application> Resource
10.2.1.1
Create <application>, aka Application Registration

This flow is used for creating an <application> resource. This operation is part of the registration procedure for AEs on the Local CSE (which is also the Hosting SCE), as described in section 10.1.1.2.2
Originator: The Originator shall be an Application Entity. The Originator may suggest in the request the App-Inst-ID.

Receiver: Once the Originator has been successfully authorized (as described in section XXX), the Receiver (which is also the Hosting CSE) shall grant the Request after successful validation of the Request.  

{10.2.1.1.a} Editor’s Note: Currently there is no section with specific text on the authentication/access control from SEC. 

{10.2.1.1.b} Editor’s note: It is not clear if the case of non-authenticated AE can register to a local CSE, but with a very limited access. This case is FFS.
{10.2.1.1.c} Editor’s note: the relation with the accessControlPolicy is for FFS.
Table 10.2.1.1-1 <application> CREATE flow
	CREATE: Description

	Pre-Conditions 
	The Originating AE has to be successfully authenticated and the access to the Receiver has been granted

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

fr: Credentials of the Originator, as defined in section XXX

{10.2.1.1.d} Editor’s Note: More investigation is needed in WG4 to clarify what will be the value of fr and in which section it will be described.
nm: The name of the <application> resource is optional. 

cn: The resource content shall provide the information as defined in section 9.6.18. The following attributes from section 9.6.18 are mandatory for the request:

· “resourceType” which shall be set to the appropriate tag that identify the Application resource as defined in 9.6.1
· “name”
· “App-ID”
The following attributes from section 9.6.18 are optional for the request:

· “expirationTime”
· “Labels”
· “App-Inst-ID”
· “ontologyRef”
{10.2.1.1.e} Editor’s Note: fix Table 7 for optional App-Inst-ID

	Local processing on Hosting CSE
	Check if the app-ID is authorised for the corresponding M2M Service Subscription under nodeInfo resource. If not reject the registration.

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:

cn: URI of the created <application> resource, according to section 10.1.1

	Post-Conditions 
	None

	Exceptions
	All exception described in the basic procedure (section 10.1.1) are applicable.


10.2.1.2
Retrieve <application>

This flow is used for retrieving the representation of the <application> resource with its attributes.

Originator: The Originator can be an Application Entity or a CSE.

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall retrieve the <application> resource.

Table 10.2.1.2-1 <application> RETRIEVE flow
	RETRIEVE: Description

	Pre-Conditions 
	The targeted <application> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:

cn: void

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.2)

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:

cn: attributes of the <application> resource as defined in section 9.6.18.

	Post-Conditions 
	No changes on the resource as consequence of the RETRIEVE operation

	Exceptions
	All exception described in the basic procedure (section 10.1.2) are applicable.




10.2.1.3
Update <application>

This flow is used for updating the attributes and the actual data of an <application> resource.

Originator: The Originator shall be an Application Entity. 


Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), , the Receiver shall update the <application> resource.

Table 10.2.1.3-1 <application> UPDATE flow

	UPDATE: Description

	Pre-Conditions 
	The targeted <application> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:

cn: attributes of the <application> resource as defined in 9.6.18 which need  be updated, with the exception of the following that cannot be modified: 

·  “lastModifiedTime”
·  ”name”, “App-ID"
· “App-Inst-ID”. 

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.3)

	Information on Response message
	No change from the basic procedure (section 10.1.3)

	Post-Conditions 
	The <application> resource should contain the new information

	Exceptions
	All exception described in the basic procedure (section 10.1.3) are applicable.




10.2.1.4
Delete <application>, aka De-Register

This flow is used for de-registering and deleting the <application> resource with all related information.

Originator: The Originator can be an Application Entity or a CSE.

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall delete the <application>.

Table 10.2.1.4-1 <application> DELETE flow
	DELETE: Description

	Pre-Conditions 
	The targeted <application> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table.



	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.4)..

	Information on Response message
	No change from the basic procedure (section 10.1.4)

 

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore. Also all the related credential are deleted.

{10.2.1.4.a} Editor’s note: if and how credentials are cleaned is FFS, in scope of WG4.

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable.


10.2.2
<RemoteCSE> Resource

10.2.2.1
Create <RemoteCSE>, aka CSE Registration

This flow is used for creating a <RemoteCSE> resource. It is part of the registration procedure for remote CSEs on the local CSE (which is also the hosting CSE), as described in section 10.1.1.2.1
Originator:  A CSE. 

Receiver : Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall grant the request after successful verification of the request

Table 10.2.2.1-1 <remoteCSE> CREATE flow
	CREATE: Description

	Pre-Conditions 
	The Originating CSE is successfully authorized.

The Originating CSE has an assigned CSE-ID..

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable plus specifically:
fr: CSE-ID.
nm: the name of the <remoteCSE> resource is optionalcn: the resource content shall provide the information as defined in section 9.6.19. 
The following attributes from section 9.6.19 are mandatory for the request:
·  “resourceType” which shall be set to the appropriate tag that identify the <remoteCSE> resource as defined in 9.6.1
· “CSE-ID”: which contains the CSE-ID
· “CSEType” 
The following attributes from section 9.6.19 are optional for the request:

·  “expirationTime”
· “accessControlPolicyID”
· “labels”
· “pointOfAccess”

	Local processing on Hosting CSE
	Store the mapping between nodeID and CSEID in the nodeInfo.

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicated in the table with the specific details for:

cn: URI of the created <remoteCSE> resource, according to section 10.1.1

	Post-Conditions 
	Two new <remoteCSE> resources are created, one on the targeted CSE (Receiver) and one under the <CSEBase> of the Originator that correspond to the CSE of the Receiver. 

	Exceptions
	All exception described in the basic CREATE procedure (section 10.1.1) are applicable.


10.2.2.2
Retrieve <remoteCSE>

This flow is used for retrieving the representation of the <remoteCSE> resource with its attributes.

Originator: An AE or a CSE.

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall retrieve the <remoteCSE> resource.

Table 10.2.2.2-1 <remoteCSE> RETRIEVE flow
	RETRIEVE: Description

	Pre-Conditions 
	The targeted <remoteCSE> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable plus specifically: 

cn: void

	Local processing on Hosting CSE
	No change from the basic RETRIEVE procedure (section 10.1.2)

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable plus specifically:

cn: attributes of the <remoteCse> resource as defined in section 9.6.19.

	Post-Conditions 
	None

	Exceptions
	All exception described in the basic RETRIEVE procedure (section 10.1.2) are applicable.


10.2.2.3
Update <remoteCSE>, aka Re-registration

This flow is used for updating the attributes and the actual data of an <remoteCSE> resource.

Originator: An AE or a CSE. 

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), , the Receiver shall update the <remoteCSE> resource.

Table 10.2.2.3-1 <remoteCSE> UPDATE flow
	UPDATE: Description

	Pre-Conditions 
	The targeted <remoteCSE> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable plus specifically:

cn: attributes of the <remoteCSE> resource as defined in 9.6.19 which need  be updated, with the exception of the parameters which are RO (Read Only) or WO (Write Once) in Table 9.6.1.19-2. 

	Local processing on Hosting CSE
	No change from the basic UPDATE procedure (section 10.1.3)

	Information on Response message
	No change from the basic UPDATE procedure (section 10.1.3)

	Post-Conditions 
	None

	Exceptions
	All exception described in the basic UPDATE procedure (section 10.1.3) are applicable.


10.2.2.4
Delete <remoteCSE>, aka CSE De-Registration

This flow is used for de-registering and deleting the <remoteCSE> resource with all related information.

Originator: An AE or a CSE.

Receiver: Once the Originator has been successfully authenticated and access to the Receiver has been granted (as described in section XXX), the Receiver shall delete the <remoteCSE>.

Table 10.2.2.4-1 <remoteCSE> DELETE flow
	DELETE: Description

	Pre-Conditions 
	The targeted <remoteCSE> has been created (as part of the registration)

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable



	Local processing on Hosting CSE
	No change from the basic DELETE procedure (section 10.1.4).

For <remoteCSE>, if the resource is deleted then the Hosting CSE should also delete the correspondent DNS entry, if it exists.

	Information on Response message
	No change from the basic DELETE procedure (section 10.1.4)

 

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore. Also all the related credential are deleted.

{10.2.2.4.a} Editor’s note: if and how credentials are cleaned is FFS, in scope of WG4.
Delete the mapping between nodeID and CSEID in the nodeInfo.

	Exceptions
	All exception described in the basic DELETE procedure (section 10.1.4) are applicable.


-----------------------end of change 3-------------------------------------------
-----------------------Start of change 4-------------------------------------------
10.2.14
<node> Resource Procedure
10.2.14.1
Create <node>
This procedure shall be used for creating a <node> resource.

NOTE:     The creation of the <node> resource is on discretion of the Originator. In general the resource is created when the Originator is not always reachable and therefore it is convenient that the entity that the Originator is registered to is aware of the characteristic of the node, in particular the reachability schedule. It is assumed that the Originator of this <node> resource can be M2M Service Provider or the M2M Application Provider using Mca reference point. In this latter case an IN-AE adds a list of nodes which are then declared to be part of an M2M Service Subscription.
-----------------------End of change 4-------------------------------------------
-----------------------Start of change 5-------------------------------------------
10.2.16
<m2mServiceSubscription> Resource

10.2.16.1
Create <m2mServiceSubscription>

This flow is used for creating a <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity (e.g., administrator AE of M2M Service Provider) or a Hosting CSE. 

Receiver: The Receiver or Hosting CSE shall validate whether the Originator has CREATE privilege for a <m2mServiceSubscription> resource. The Receiver or Hosting CSE shall be IN-CSE.

Table 10.2.16.1-1: <m2mServiceSubscription> CREATE
	CREATE: Description

	Pre-Conditions 
	The access to the this Resource at Receiver has been granted

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

fr: Originator App-Inst-ID or CSE-ID
nm: the name of the <m2mServiceSubscription> resource is optional
cn: the resource content shall provide the information as defined in section 9.6.20.
The following attributes from section 9.6.20 are mandatory for the request:
· “resourceType” which shall be set to the appropriate tag that identify the m2mServiceSubscription resource as defined in 9.6.1
· “subsSer&RoleList”
The following attributes from section 9.6.21 are optional for the request:

· “expirationTime”
· “appID”
· “subsGroup”

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.1)

	Information on Response message
	No change from the basic procedure (section 10.1.1)

	Post-Conditions 
	A new <m2mServiceSubscription> resource is created.

	Exceptions
	All exception described in the basic procedure (section 10.1.1) are applicable.


10.2.16.2
Retrieve <m2mServiceSubscription>

This flow is used for retrieving the attributes of a <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver: The Receiver or Hosting CSE shall validate whether the Originator has RETRIEVE privilege for a <m2mServiceSubscription> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.16.2-1: <m2mServiceSubscription> RETRIEVE

	RETRIEVE: Description

	Pre-Conditions 
	The Targeted <m2mServiceSubscription> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: void

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.2)

	Information on Response message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: attributes of the <m2mServiceSubscription> resource as defined in section 9.6.21. 

	Post-Conditions 
	No changes on the resource as consequence of the RETRIEVE operation

	Exceptions
	All exception described in the basic procedure (section 10.1.2) are applicable.


10.2.16.3
Update <m2mServiceSubscription>

This flow is used for updating the attributes of a <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver: The Receiver or Hosting CSE shall validate whether the Originator has UPDATE privilege for a <m2mServiceSubscription> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.16.3-1: <m2mServiceSubscription> UPDATE

	UPDATE: Description

	Pre-Conditions 
	The Targeted <m2mServiceSubscription> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: attributes of the <m2mServiceSubscription> resource as defined in 9.6.20 which need be updated, with the exception of the following that cannot be modified:

·  “lastModifiedTime”,
· ” subsSer&RoleList”.

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.3)

	Information on Response message
	No change from the basic procedure (section 10.1.3)

	Post-Conditions 
	The <m2mServiceSubscription> resource should contain the new information

	Exceptions
	All exception described in the basic procedure (section 10.1.3) are applicable.


10.2.16.4
Delete <m2mServiceSubscription>

This flow is used for deleting a <m2mServiceSubscription> resource residing under a <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver or Hosting CSE: The Receiver or Hosting CSE shall validate whether the Originator has DELETE privilege for a <m2mServiceSubscription> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.16.4-1: <m2mServiceSubscription> DELETE

	DELETE: Description

	Pre-Conditions 
	The Targeted <m2mServiceSubscription> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table.

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.4).

	Information on Response message
	No change from the basic procedure (section 10.1.4) 

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore.

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable


10.2.17
<nodeInfo> Resource
10.2.17.1
Create <nodeInfo>

This flow is used for creating a <nodeInfo> resource which is sub-resource of <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE. 

Receiver or Hosting CSE: The Receiver or Hosting CSE shall validate whether the Originator has CREATE privilege for a <nodeInfo> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.17.1-1: <nodeInfo> CREATE
	CREATE: Description

	Pre-Conditions 
	The access to the this Resource at Receiver has been granted

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

fr: Originator App-Inst-ID or CSE-ID
nm: the name of the <nodeInfo> resource is optional
cn: the resource content shall provide the information as defined in section 9.6.16.
The following attributes from section 9.6.16 are mandatory for the request:
· “resourceType” which shall be set to the appropriate tag that identify the nodeInfo resource as defined in 9.6.1
· “nodeID”
The following attributes from section 9.6.16 are optional for the request:

· “appID”
· 

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.1)

	Information on Response message
	No change from the basic procedure (section 10.1.1)

	Post-Conditions 
	A new <nodeInfo> resource is created.

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable


10.2.17.2
Retrieve <nodeInfo>

This flow is used for retrieving the attributes of a <nodeInfo> resource which is sub-resource of <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver or Hosting CSE: The Receiver or Hosting CSE shall validate whether the Originator has RETRIEVE privilege for a <nodeInfo> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.17.2-1: <nodeInfo> RETRIEVE

	RETRIEVE: Description

	Pre-Conditions 
	The Targeted <nodeInfo> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: void

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.2)

	Information on Response message
	No change from the basic procedure (section 10.1.2) 

	Post-Conditions 
	No changes on the resource as consequence of the RETRIEVE operation

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable


10.2.17.3
Update <nodeInfo>

This flow is used for updating the attributes of a <nodeInfo> resource which is sub-resource of <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver or Hosting CSE: The Receiver or Hosting CSE shall validate whether the Originator has UPDATE privilege for a <nodeInfo> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.17.3-1: <nodeInfo> UPDATE
	UPDATE: Description

	Pre-Conditions 
	The Targeted <nodeInfo> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table with the specific details for:

cn: attributes of the <nodeInfo> resource as defined in 9.6.16 which need be updated, with the exception of the following that cannot be modified: “lastModifiedTime” 
The following attributes from section 9.6.16 are optional for the request:

“appID”

“CSEID”

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.3)

	Information on Response message
	No change from the basic procedure (section 10.1.3)

	Post-Conditions 
	The <nodeInfo> resource should contain the new information

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable


10.2.17.4
Delete <nodeInfo>

This flow is used for deleting a <nodeInfo> resource residing under a <m2mServiceSubscription> resource.

Originator: The Originator can be an Application Entity or a CSE.

Receiver or Hosting CSE: The Receiver or Hosting CSE shall validate whether the Originator has DELETE privilege for a <nodeInfo> resource. The Receiver or Hosting CSE is IN-CSE.

Table 10.2.17.4-1: <nodeInfo> DELETE

	DELETE: Description

	Pre-Conditions 
	The Targeted <nodeInfo> resource exists

	Information on Request message
	All parameters defined in Table 8.1.2.1-1 are applicable as indicate in the table.

	Local processing on Hosting CSE
	No change from the basic procedure (section 10.1.4).

	Information on Response message
	No change from the basic procedure (section 10.1.4) 

	Post-Conditions 
	The targeted resource and all the children resources shall not exist anymore.

	Exceptions
	All exception described in the basic procedure (section 10.1.4) are applicable.


-----------------------End of change 5-------------------------------------------
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