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Introduction
This contribution proposes to clean-up the CMDH CSF description based on the reasoning provided in ARC-2014-1218R01. The current description has redundant sentences, and contains several “shall” requirements which are unverifiable. By simplifying the CMDH CSF description it still conveys the original intent, and removes ambiguity for the readers of the spec.
-----------------------Start of change 1-------------------------------------------
Communication Management and Delivery Handling

6.2.2.1
General Concepts
The Communication Management and Delivery Handling (CMDH) CSF is responsible for providing communications with other CSEs, AEs and NSEs.

The CMDH CSF is responsible to decide at what time to use which communication connection for delivering communication (e.g. CSE-to-CSE communication) and, when needed and allowed, to buffer communication requests so that they can be forwarded at a later time. This processing in the CMDH CSF has to be carried out in line with provisioned CMDH policies and delivery handling parameters that can be specific to each request for communication.
For communication using the Underlying Network data transport services, the Underlying Network can support the equivalent delivery handling functionality. In such case the CMDH CSF is able to use the Underlying Network, and it may act as a front end to access the Underlying Network equivalent delivery handling functionality.
6.2.2.2
Detailed Descriptions

The service that  
AEs or  CSEs can request from the CMDH CSF is to transport some given data to a specific target (CSE or AE) according to given delivery parameters, while staying within the constraints of provisioned communication management and delivery handling policies.

The content of the data provided by the Originator of a request is not visible to the CMDH CSF and does not influence its behaviour. Consequently the CMDH CSF is not aware of the specific operation requested at the target entity, including the parameters passed to the operation and the destination CSF.
 This means that all attributes intended to be delivered to the destination entity (e.g. which CSF is the destination on the target entity, what that CSF should do with the data etc.) are  hidden to the CMDH CSF.

The target entity may be reached either directly or via CSE(s) of Middle Node(s).




As part of the delivery request, the CMDH CSF can be provided with acceptable delivery parameters for the Originator, e.g. acceptable expiration time for delivery, etc.
The M2M Service Provider can derive CMDH policies describing details for the usage of the specific Underlying Network(s). These policies may be based on the M2M Service Subscription associated with Application and Service Entities (AEs and CSEs) in the Field Domain and on the agreements on usage of Underlying Network communication resources.  CMDH Policies can be provisioned into the respective CSEs in the field Domain.
 In line with provisioned CMDH policies and  with CMDH-related parameters  set by the Originator of requests, the CMDH CSF decides  which communication path for delivering the communication to use at any given time and, when needed and allowed, how long to buffer communication requests so that they can be forwarded at a later time. This policy-driven use of communication resources allows an M2M Service Provider to control which Originators of requests are allowed to consume – possibly costly – communication resources at certain times.
As a consequence the CMDH CSF needs to be aware of the already established connections to other Nodes via the Underlying Networks, able to request establishment of new connections and able to tear down existing ones.


The CMDH CSF has access to provisioned CMDH policies and  is able to parse them so that a proper use of buffers for store-and-forward processing can be managed.



-----------------------End of change 1---------------------------------------------
-----------------------End of all changes ---------------------------------------------

�Is delivery done CSF to CSF or CSE to CSE? In the latter case this should be deleted. In the first there is text in the following paragraph which goes against this.


�I propose deleting as I don’t think it adds clarity. If fact it uses the “target CSF” language which conflict with the next sentence


�This editor’s note can be removed as WG2 ARC has reached agreement on what topologies with multiple MNs are supported: Loops must be avoided.


�The highlighted text before read that “CMDH needs to be AWARE of requests for establishment or tear down of communication. This one says that CMDH DOES the requesting and tear down. If the later meaning is correct I am on with the text. Otherwise, see my next comment as proposal for the whole paragraph.


�Alternate text proposal:” As a consequence the CMDH CSF needs to be aware of the already established connections to other Nodes via the Underlying Networks, of the requests to establish new connections or to tear down existing ones.�”�





�The use of multiple underlying networks has been clarified in the resource structure for CMDH policies. The accepted structure allows for definition of network usage rules for multiple underlying networks. Therefore, complexity can be scaled to match the capabilities of the node that hosts the CMDH CSF. This editor’s note can be removed.
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