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Introduction
This contribution proposes to clean-up the NSSE CSF description based on the reasoning provided in ARC-2014-1218R01.
---------------------------------Start of changes --------------------------------------
6.2.8
Network Service Exposure, Service Execution and Triggering

6.2.8.1
General Concepts

Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point. The NSSE CSF uses the available/supported methods for service "requests" on behalf of AEs. The NSSE CSF shields other CSFs and AEs from the specific technologies and mechanisms supported by the Underlying Networks.

NOTE:
The NSSE CSF provides adaptation for different set of network service functions supported by various Underlying Networks.

The network service functions provided by the Underlying Network include service functions such as, but not limited to, device triggering, small data transmission, location notification, policy rules setting, location queries, IMS services, device management. Such services do not include the general transport services.

6.2.8.2
Detailed Descriptions

NSSE CSF manages communication with the Underlying Networks for obtaining network service functions on behalf of other CSFs, remote CSEs or AEs. The NSSE CSF uses the Mcn reference point for communicating with the Underlying Networks.

The M2M System allows the Underlying Networks to control network service procedures and information exchange over the Underlying Networks while providing such network services. For example, for the 3GPP networks, the Underlying Network can choose to provide the network services based on control plane signalling mechanisms.

Other CSFs in a CSE that need to use the services offered by the Underlying Network shall use the NSSE CSF.

The service functions supported by the NSSE CSF are as follows:

· The NSSE CSF shields other CSFs and AEs from the specific technology and mechanisms supported by the Underlying Networks.

NOTE:
The NSSE CSF provides adaptation for different set of network service functions supported by various Underlying Networks.

· The NSSE CSF maintains over the Mcn reference point, the necessary connections and/or sessions between the CSE and the Underlying Network when local CSFs are in need of a network service.

· The NSSE CSF provides to the CMDH CSF information related to the Underlying Network so the CMDH CSF can include them to determine proper communication handling.
---------------------------------End of changes --------------------------------
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