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Introduction

This contribution proposes to clean-up the ASM CSF description in clause 6.2.1, based on the agreement reached at TP#10 on Option 1 of ARC-2014-1218R01. All the editor’s notes are addressed as well.
----------------------------------------- Start of changes ------------------------------------
6.2.1
Application and Service Layer Management

6.2.1.1
General Concepts

The Application and Service Layer Management (ASM) CSF is responsible for providing management of AEs and CSEs on the ADNs, ASNs, MNs, and INs. This includes functions to configure, troubleshoot and upgrade the functions of the CSE, as well as upgrade the AEs.

6.2.1.2
Detailed Descriptions

The ASM CSF provides management capabilities for a CSE which are extended towards AEs. These management capabilities are aligned with the management functions provided by the CSE.
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Figure 6.2.1.2-1: Management Layers and Functions
The ASM CSF capabilities on ADNs, ASNs, and MNs utilize the functions provided by the DMG CSF for interaction with the Management Server.



The management functions include:

· Configuration Function (CF): This function includes the configuration of the capabilities and features of the CSE.

· Diagnostics and Monitoring Function (DMF): This function includes the troubleshooting of the CSE through the use of operational status (e.g. local context) associated with the CSE capabilities and features.

· Software Management Function (SMF): This function provides the lifecycle management for software components and associated artifacts for different components such as the CSE and AE.
· 


· 
NOTE:
Software Management functions for the CSE and AE are controlled through “role” based permissions.

6.2.1.2.1
Configuration Function

The ASM CSF's configuration function provides the interface(s) to configure the CSE capabilities provided by the following CSF's:

·  Communication Management and Delivery Handling (CMDH): Configuration of policies for communication connections.
· 
· 
6.2.1.2.2
Diagnostic and Monitoring Function

The ASM CSF's Diagnostic and Monitoring function provides the interface(s) to:

· 
· Retrieve status of resources associated with CSE capabilities.





· 
· 
6.2.1.2.3
CSE Monitoring


CSE Monitoring provides operating characteristics of the CSE capabilities. These operating characteristics include attributes for operational status, configuration and statistics as well as management of alerts.

CSE Monitoring is provided by the following CSF's:

· ASM Software Management Function:

· Retrieval of log files associated with the software module.

· Retrieval of the lifecycle state and associated information related to the artifacts and software modules of the Software Package.

· Notifications for faults associated with software lifecycle state transitions.

· 
A CSE's operational characteristics information exchange can be provided to an Application by the CSE as a result of a retrieval request or subscription to the resource.

----------------------------------------- End of changes ------------------------------------
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