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Introduction
1.  Clause 7.1.8 (M2M External Identifier (M2M-Ext-ID) mentions the following:

"Both pre-provisioned and dynamic plug and play association between the CSE-ID with the M2M-Ext-ID should to be supported."

Procedure for pre-provisioned association between the CSE-ID and M2M-Ext-ID is supported in TS-0001v0.5.0. As regards supporting dynamic plug and play, TS-0001v0.5.0 has the following Editor's Note:

[7.1.8.a] Editor's Note:  The method for dynamic plug-and-play association of M2M-Ext-ID and the 3GPP Underlying Network Identifier is FFS.

2.   During ARC10.bis adhoc meeting, there was proposal to support dynamic association of M2M-Ext-ID with CSE-ID also, and the following statements were added to clause 6.2.9.2. This is reflected in TS-0001v0.6.1.

· Ability for an ASN-CSE/MN-CSE to register association of its M2M-Ext-ID (if available) with its CSE-ID, (see clause 7.1.8).
· Ability for an ASN-CSE/MN-CSE to register association of its Trigger-Recipient-ID (if available) with its CSE-ID, (see clause 7.1.8). When Trigger-Recipient-ID is not present, it is assumed that the CSE is not able to receive triggers.
3. There was consensus on including the required changes in clause 7.1.8, and any other changes needed for supporting #2 above. 

4. This contribution is the CR to complete the above mentioned objectives. Without the enhancements proposed in this CR, removal of editor's note in #1 and enhancements in #2 cannot be supported.

-----------------------Start of change 1------------------------------------------- 
7.1.8
M2M External Identifier (M2M-Ext-ID)

The M2M-Ext-ID is used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network.

The M2M External Identifier allows the Underlying Network to identify the M2M Device associated with the CSE‑ID.. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network specific Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network. 

Both pre-provisioned and dynamic association between the CSE-ID with the M2M-Ext-ID aresupported.

NOTE 1:
For each CSE-ID, there is only one M2M-Ext-ID for a specific UNetwork-ID. Hence an M2M SP interworking with multiple Underlying Networks has different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and  selects the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network.

NOTE 2:
The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is Underlying Network specific.
NOTE 3:
The Underlying Network provider and the M2M Service Provider collaborate for the assignment of an M2M-Ext-ID to each CSE identified by CSE-ID. At the same time, the Underlying Network provider maintains association of the M2M-Ext-ID with the Underlying Network specific Identifier allocated to the M2M device that hosts such CSE.

NOTE 4:
For pre-provisioned M2M-Ext-IDs, the M2M-Ext-ID along with the associated CSE-ID is provisioned at the Infrastructure Node. The CSE at M2M device does not need to have knowledge of the M2M-Ext-ID assigned to it.

NOTE 5:
For dynamic M2M-Ext-IDs, the M2M-Ext-ID specific to the Underlying Network is provisioned at each M2M device in the Field Domain. Such M2M-Ext-ID is conveyed to the IN-CSE during CSE Registration.

-----------------------End of change 1------------------------------------------- 
-----------------------Start of change 2------------------------------------------- 
7.1.10
Trigger Recipient Identifier (Trigger-Recipient-ID)
The Trigger-Recipient-ID is used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. For example, when 3GPP device triggering is used, the Trigger-Recipient-ID maps to the Application-Port-Identifier [3GPP 23.682].

NOTE 1:
For pre-provisioned M2M-Ext-IDs, Trigger-Recipient-ID is provisioned at the Infrastructure Node along with the M2M-Ext-ID and the associated CSE-ID.

NOTE 2:
For dynamic M2M-Ext-IDs, Trigger-Recipient-ID specific to the Underlying Network is provisioned at each M2M device in the Field Domain. Such Trigger-Recipient-ID is conveyed to the IN-CSE during CSE Registration.
-----------------------End of change 2------------------------------------------- 
-----------------------Start of change 3------------------------------------------- 
7.2
M2M Identifiers lifecycle and characteristics

Table 7.2-1: M2M Identifiers lifecycle and characteristics

	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	Provisioning
	

	Application Entity  Identifier
	AE or Registrar CSE
	AE
	AE start-up 


	Application Entity Registration
	Global
	- Application Entity  Registration

- Security Context Establishment

- All other operations initiated by the AE 
	Security requirements apply for Security Context Establishment

	Application Identifier
	Out of scope
	Out of scope
	Pre-provisioned
	Out of scope
	Specific to M2M service deployment


	- Application Entity registration
	

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning


	Life of the CSE
	Global
	- Information flows (clause 10)
- Security Context Establishment
	Security requirements apply for Security Context Establishment

	M2M Node Identifier
	Out of Scope
	M2M Node hosting CSE
	Pre-provisioned
	Life of the M2M Node
	Global
	- Device Management
	Needs to be Read Only

	M2M Subscription Identifier


	M2M SP, Out of Scope 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the M2M Service  Subscription with the MM SP
	Global
	- Charging and Information Recorded

-  Role based access control

 - Authentication
	Multiple CSEs can be allocated the same M2M Subscription Identifier

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Entity
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	
Jointly between the Underlying Network provider and M2M SP.


	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Administrative Agreement.


	Life of the CSE.
	Local or global, decided by the specific Underlying Network provider
	Requests initiated by a CSE over the Mcn reference point, where applicable.
	Pre-Provisioned Mode:

Provisioned at the Infrastructure Node.

Dynamic Mode:

Provisioned at M2M device. Conveyed to IN-CSE during CSE Registration.

	Underlying Network Identifier
	M2M SP
	Underlying Networks
	Pre-provisioned
	Life of the Underlying Network
	Local to M2M SP domain
	UL Network selection
	

	Trigger Recipient Identifier


	Execution Environment
	ASN/MN-CSE 
	ASN/MN-CSE start-up or wake-up
	Life of the CSE
	Execution Environment-wide
	Device Triggering procedures, where applicable
	Pre-Provisioned Mode:

Provisioned at Infrastructure Node along with M2M-Ext-ID
Dynamic Mode:

Provisioned at M2M device. Conveyed to IN-CSE during CSE Registration along with M2M-Ext-ID

	M2M Service Identifier
	M2M Service Provider, Out of Scope
	A service defined by the M2M Service Provider which consists of a set of functions defined by this document.
	Out of Scope
	Out of Scope
	Local to the M2M Service Provider
	For M2M Service Subscription
	


-----------------------End of change 3------------------------------------------- 
-----------------------Start of change 4------------------------------------------- 
9.6.3
Resource Type CSEBase

A <CSEBase> resource shall represent a CSE. This <CSEBase> resource shall be the root for all the resources that are residing on the CSE.
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Figure 9.6.3-1: Structure of <CSEBase> resource 


[9.6.3.a0] Editor's Note; The picture above needs to be updated as per the new structure of CSEBase resource. 

The <CSEBase> resource shall contain the child resources in Table 9.6.3-1.

Table 9.6.3-1: Child resources of <CSEBase> resource

	Child Resource Name of <CSEBase>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<remoteCSE>
	0..n
	See clause 9.6.4

	[variable]
	<node>
	0..n
	See clause 9.6.18

	[variable]
	<AE>
	0..n
	See clause 9.6.5

	[variable]
	<container>
	0..n
	See clause 9.6.6

	[variable]
	<group>
	0..n
	See clause 9.6.13

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	[variable]
	<mgmtCmd>
	0..n
	See clause 9.6.16

	[variable]
	<locationPolicy>
	0..n
	See clause 9.6.10

	[variable]
	<statsConfig>
	0..n
	See clause 9.6.22

	[variable]
	<statsCollect>
	0..n
	See clause 9.6.24


The <CSEBase> resource shall contain the attributes described in Table 9.6.3-2.

Table 9.6.3-2: Attributes of <CSEBase> resource
	Attribute Name of <CSEBase>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.

	cseType
	1
	WO
	Indicates the type of CSE node represented by the created resource.

	CSE-ID
	1
	WO
	The globally unique CSE identifier.

	supportedResourceType
	1
	RO
	List of the resource types which are supported in CSE. this attribute contains subset of resource types listed in clause 9.2

	pointOfAccess
	0..n
	RW
	Represents the list of physical addresses to be used by remote CSEs to connect to this CSE (e.g., IP address, FQDN). This attribute is used to announce its value to remote CSEs.

	nodeLink
	0..1
	RO
	A reference (URI) of a <node> resource that stores the node specific information. 

	
	
	
	


	
	
	
	


	
	
	
	

	notificationCongestionPolicy
	0..1
	RO
	This attribute applies to CSEs generating subscription notifications. It specifies the rule which is applied when the storage of notifications for each subscriber (an AE or CSE) reaches the maximum storage limit for notifications for that subscriber. E.g., Delete stored notifications of lower notificationStoragePriority to make space for new notifications of higher notificationStoragePriority, or delete stored notifications of older creationTime to make space for new notifications when all notifications are of the same notificationStoragePriority.


-----------------------End of change 4------------------------------------------- 
-----------------------Start of change 5------------------------------------------- 
9.6.4
Resource Type remoteCSE

A <remoteCSE> resource shall represent a remote CSE that is registered to the Registrar CSE. <remoteCSE> resources shall be located directly under the <CSEBase>.

Conversely each registered CSE shall also be represented as a sub-set of <remoteCSE> resource in the registering CSE's <CSEBase>.

For example, when CSE1 registers with CSE2, there will be two <remoteCSE> resources created: one in CSE1 <CSEBase1>/<remoteCSE2> and one in CSE2 <CSEBase2>/<remoteCSE1>.

Note that the creation of the two resources does not imply mutual registration. The <CSEBase1>/<remoteCSE2> does not mean CSE2 registered with CSE1 in the example above.
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Figure 9.6.4-1: Structure of <remoteCSE> resource 


[9.6.4.a]  Editor's Note: To update the picture to include "announceTo" and "announcedAttribute" attribute.
[9.6.4.a1] Editor's Note; The picture above needs to be updated as per the new strucutre of remoteCSE resource. 

The <remoteCSE> resource shall contain the child resources in Table 9.6.4-1.

Table 9.6.4-1: Child resources of <remoteCSE> resource
	Child Resource Name of <remoteCSE>
	Child Resource Type
	Multiplicity
	Description
	<remoteCSEAnnc> Child Resource Types

	[variable]
	<AE>
	0..n
	See clause 9.6.5
	AE 

<AEAnnc>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<container> <containerAnnc>

	[variable]
	<group>
	0..n
	See clause 9.6.13
	<group>

<groupAnnc>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicy>

<accessControlPolicyAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<pollingChannel>
	0..n
	See clause 9.6.21.  If requestReachability is FALSE, the CSE that created this <remoteCSE> should create a <pollingChannel> resource and perform long polling.
	<pollingChannel>

	[variable]
	<schedule>
	0..1
	This resource defines the reachability schedule information of the node. See clause 9.6.9 for <schedule>
	<scheduleAnnc>


The <remoteCSE> resource shall contain the attributes described in Table 9.6.4-2.

Table 9.6.4-2: Attributes of <remoteCSE> resource

	Attribute Name of <remoteCSE>
	Multiplicity
	RW/

RO/

WO
	Description
	<remoteCSEAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	labels
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	announceTo
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	announcedAttribute
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	cseType
	1
	WO
	Indicates the type of CSE node represented by the created resource.
	OA

	pointOfAccess
	0..n
	RW
	For request-reachable remote CSE it represents the list of physical addresses to be used to connect to it (e.g., IP address, FQDN). The attribute is absent if the remote CSE is not request-reachable.
	OA

	CSEBase
	1
	WO
	The URI of the CSEBase of the original CSE represented by remote CSE.
	OA

	CSE-ID
	1
	WO
	The globally unique CSE identifier.
	OA

	M2M-Ext-ID
	0..1
	RW
	Supported at IN-CSE only. 

See clause 7.1.8 where this attribute is described. This attribute is used only for the  case of  dynamic association of  M2M-Ext-ID and CSE-ID.
	NA

	Trigger-Recipient-ID
	0..1
	RW
	Supported at IN-CSE only. See clause 7.1.10 where this attribute is described. This attribute is used only for the case of  dynamic association of  M2M-Ext-ID and CSE-ID.
	NA

	
	
	
	
	

	requestReachability
	1
	RW
	If the CSE that created this <remoteCSE> can receive a request from other AE/CSE(s), this attribute is set to “TRUE” otherwise “FALSE”.
NOTE: Even if this attribute is set to “FALSE”, it does not mean it AE/CSE is always unreachable by all entities. E.g., the requesting AE/CSE is behind the same NAT, so it can communicate within the same NAT.
	OA

	nodeLink
	0..1
	RO
	Reference URI of a <node> resource that stores node specific information.
	OA


<remoteCSE> and announced <remoteCSE> shall have different resourceType coding.

-----------------------End of change 5------------------------------------------- 
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