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Introduction

This contribution proposes essential changes and correction to M2M service subscription realted aspects.

-----------------------Start of change 1-------------------------------------------
7.1.6
M2M Service Subscription Identifier (M2M-Sub-ID)

The M2M-Sub-ID enables the M2M Service Provider to bind application(s), M2M nodes, CSEs and services identified by service identifiers to a particular M2M Service Subscription.

The M2M Service Subscription Identifier has the following characteristics:

· belongs to the M2M Service Provider;

· identifies the subscription to an M2M Service Provider;

· enables communication with the M2M Service Provider;

· can differ from the M2M Underlying Network Subscription Identifier.

There can be multiple M2M Service Subscription Identifiers per M2M Underlying Network subscription.

7.1.7
M2M Request Identifier (M2M-Request-ID)
The M2M-Request-ID tracks a Request initiated by an AE over the Mca reference point, and by a CSE over the Mcc reference point, if applicable, end to end. It is also included in the Response to the Request over the Mca or Mcc reference points.

To enable an AE to track Requests and corresponding Responses over the Mca reference point, AEs shall include a distinct M2M Request Identifier per request over the Mca Reference point to the CSE for any initiated request.

The CSE shall make such M2M Request Identifier received from the AE globally unique by appending its CSE-ID to it.
If the CSE creates an M2M Request Identifier, then the CSE shall maintain a binding between the M2M Request Identifier received from the AE and the M2M Request Identifier it created in its interactions towards other peer CSEs. The CSE shall include the M2M Request Identifier received from the AE in its Response to the AE. This binding shall be maintained by the CSE until the Request message sequence is completed. Note that the Request initiated by the CSE could be the result of an application Request, or a request initiated autonomously by the CSE to fulfil a service.
In case the receiving CSE is not reachable over the underlying network, the IN-CSE initiates procedure for "waking up" the Node hosting the receiving CSE by using procedures such as device triggering over the Mcn reference point. For Device Triggering, the triggering reference number used to co-relate device triggering response is independent of the M2M Request Identifier. An IN-CSE may use the same value of an M2M-Request-Identifier in an incoming request for the triggering reference number in its interaction with the underlying network.
A CSE receiving a Request from a peer CSE shall include the received M2M Request Identifier in all additional Requests unspanned (i.e.,1:1) it has to generate (including propagation of the incoming Request) and that are associated with the incoming Request, where applicable.

Note that the M2M Request Identifier can be made globally unique by including the CSE-ID in combination with any random number.
7.1.8
M2M External Identifier (M2M-Ext-ID)

The M2M-Ext-ID is used by an M2M Service Provider (M2M SP) when services targeted to a CSE, identified by a CSE-ID, are requested from the Underlying Network.

The M2M External Identifier allows the Underlying Network to identify the M2M Device associated with the CSE‑ID for the service request. To that effect, the Underlying Network maps the M2M-Ext-ID to the Underlying Network Identifier it allocated to the target M2M Device. In addition, the M2M SP shall maintain the association between the CSE-ID, the M2M-Ext-ID and the identity of the Underlying Network. 

Both pre-provisioned and dynamic plug and play association between the CSE-ID with the M2M-Ext-ID should be supported.

NOTE 1:
For each CSE-ID, there shall be only one M2M-Ext-ID for a specific UNetwork-ID. Hence an M2M SP interworking with multiple Underlying Networks shall have a different M2M-Ext-IDs associated with the same CSE-ID, one per Underlying Network and  shall select the appropriate M2M-Ext-ID for any service request it initiates towards an Underlying Network.

NOTE 2:
The mapping by the Underlying Network of the M2M-Ext-ID to the M2M Device is access network specific.

7.1.9
Underlying Network Identifier (UNetwork-ID)

The UNetwork-ID is used for identifying an Underlying Network. UNetwork-ID is a static value and unique within a M2M Service Provider domain.

One or more Underlying Networks may be available at an M2M Node offering different sets of capabilities, availability schedules etc. Based on the "policy" information at the Node and the capabilities offered by the available Underlying Networks, appropriate Underlying Network can be chosen by using UNetwork-ID. For example, based on "policy", scheduling of traffic triggered by a certain event category in certain time periods may be allowed over Underlying Network "WLAN" but may not be allowed over Underlying Network "2G Cellular".  

7.1.10
Trigger Recipient Identifier (Trigger-Recipient-ID)
The Trigger-Recipient-ID is used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. For example, when 3GPP device triggering is used, the Trigger-Recipient-ID maps to the Application-Port-Identifier [3GPP 23.682].

7.1.11
M2M Service Identifier (M2M-Serv-ID)

The M2M-Serv-ID is an identifier of a M2M Service offered by an M2M SP. It is an essential part of the M2M Service Subscription which stores a set of M2M-Serv-IDs pertaining to the set of subscribed services. Beyond the set of services depicted in this specification it shall be possible for an M2M Service Provider to offer other services. Those will be identified by means of M2M SP specific M2M-Serv-IDs.

7.1.12
Role identifier (Role-ID)
In each M2M Service, one or multiple M2M Service role(s) shall be defined by the M2M Service Provider. An M2M Service subscription role is defined as a set of privileges pertaining to a resource types which are associated with M2M Service. See Annex G for example of Service Provider defined roles.
7.2
M2M Identifiers lifecycle and characteristics

Table 7.2-1: M2M Identifiers lifecycle and characteristics

	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Provider Identifier
	Out of scope
	AE, CSE
	Out of scope
	Out of scope
	Global
	Provisioning
	

	Application Entity  Identifier
	AE or Registrar CSE
	AE
	AE start-up 


	Application Entity Registration
	Global
	- Application Entity  Registration

- Security Context Establishment

- All other operations initiated by the AE 
	Security requirements apply for Security Context Establishment

	Application Identifier
	Out of scope
	Out of scope
	Pre-provisioned
	Out of scope
	Specific to M2M service deployment


	- Application Entity registration
	

	CSE Identifier
	M2M SP
	CSE 
	Security Provisioning


	Life of the CSE
	Global
	- Information flows (clause 10)
- Security Context Establishment
	Security requirements apply for Security Context Establishment

	M2M Node Identifier
	Out of Scope
	M2M Node hosting CSE
	Pre-provisioned
	Life of the M2M Node
	Global
	- Device Management
	Needs to be Read Only

	M2M Subscription Identifier


	M2M SP, Out of Scope 
	Application Entities, and one or more CSEs belonging to the same M2M subscriber 
	At service signup 
	Life of the M2M Service  Subscription with the MM Service Provider
	Global
	- Charging and Information Recorded

-  Role based access control

 - Authentication
	Multiple CSEs can be allocated the same M2M Subscription Identifier

	M2M-Request-ID
	Mcc:  CSE 
Mca: Application Entity
	A request initiated by an AE  or CSE
	Mcc: When a request is initiated by a CSE, or handling of a request received by a CSE.
Mca: When a request is initiated by an AE
	Equal to the lifetime of the Request and its corresponding Response
	Mcc: Global
Mca: Local or global
	Requests and corresponding responses
	

	External Identifier
	Manual mode:

Jointly between the Underlying Network provider and M2M SP, where applicable.

Plug-And- Play:
 FFS
	M2M Node belonging to a CSE that wants to utilize services of the Underlying Network.
	Manual Mode: Administrative Agreement.

Plug-And- Play: FFS
	Life of the CSE.
	Local or global, decided by the specific Underlying Network provider
	Requests initiated by a CSE over the Mcn reference point, where applicable.
	

	Underlying Network Identifier
	M2M SP
	Underlying Networks
	Pre-provisioned
	Life of the Underlying Network
	Local to M2M SP domain
	UL Network selection
	

	Trigger Recipient Identifier


	Execution Environment
	ASN/MN-CSE 
	ASN/MN-CSE start-up or wake-up
	Life of the CSE
	Execution Environment-wide
	Device Triggering procedures, where applicable
	

	M2M Service Identifier
	M2M Service Provider, Out of Scope
	A service defined by the M2M Service Provider which consists of a set of functions defined by this document.
	Out of Scope
	Out of Scope
	Local to the M2M Service Provider
	For M2M Service Subscription
	

	Role-ID
	M2M Service Provider
	The M2M Service Provider sets the set of roles that a subscriber can chose from. An M2M service subscription lists one or multiple subscribed to roles.
	
	Out of scope
	M2M Service Provider
	Access Control Policy, M2M service subscription management
	


-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
9.6.19
Resource Type m2mServiceSubscription

This resource represents an M2M Service Subscription. It is used to represent all data pertaining to the M2M Service Subscription (the technical part of the contract between an M2M Application Service Provider and an M2M Service Provider).
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Figure 9.6.19-1: Structure of <m2mServiceSubscription> resource 


[9.6.19.a0] Editor's Note: Verify if  the picture above needs to be updated as per the new strucutre of the resource. 
[9.6.19.b]  Editor's Note: the M2M-Sub-ID storage is FFS
The <m2mServiceSubscription> resource shall contain the child resources in Table 9.6.19-1.

Table 9.6.19-1: Child resources of <m2mServiceSubscription> resource
	Child Resource Name of <m2mServiceSubscription>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	nodeInfo
	<nodeInfo>
	0..n
	See clause 9.6.20


The <m2mServiceSubscription> resource shall contain the attributes in Table 9.6.19-2.

Table 9.6.19-2: Attributes of <m2mServiceSubscription> resource

	Attribute Name of <m2mServiceSubscription>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1
	RW
	See clause 9.6.1 where this common attribute is described. If no accessControlPolicyIDs is given at the time of creation, the accessControlPolicyIDs of the parent resource is linked to this attribute

	creationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	subsSer&RoleList
	0..n
	WO
	This attribute indicates the list of subscribed services and roles.

	App-ID
	0..n
	RW
	The value of this attribute shall be set to an application identifier as defined in clause 7.1.3 pertaining to applications in the infrastructure domain (IN-AE) of this M2M service subscription.

	subsGroup
	0..n
	RW
	This attribute contains a group created by the subscriber for the purpose of helping easy setting of Access Control  Privileges. An example of the subscriber defined group is all node applications within this service subscription with App-ID set to a specific value.


9.6.20
Resource Type nodeInfo
This resource represents M2M node information that is needed as part of the M2M Service Subscription resource. It shall contain information about the node as well as application identifiers running on that node.  
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Figure 9.6.20-1: Structure of <nodeInfo> resource 


[9.6.20.a0] Editor's Note: Verify if  the picture above needs to be updated as per the new strucutre of the resource. 
The <nodeInfo> resource shall contain the child resource in Table 9.6.20-1.
Table 9.6.20-1: Child resources of <nodeInfo> resource
	Child Resource Name of <nodeInfo>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8


The <nodeInfo> resource shall contain the attributes described in Table 9.6.20-2.

Table 9.6.20-2: Attributes of <nodeInfo> resource
	Attribute Name of <nodeInfo>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW


	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1
	RW
	See clause 9.6.1 where this common attribute is described. If no accessControlPolicyIDs is given at the time of creation, the accessControlPolicyIDs of the parent resource is linked to this attribute

	creationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RW
	See clause 9.6.1 where this common attribute is described

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	nodeID
	1
	RW
	Node identifier indicating where the M2M Service Subscription applies. A wildcard may be used to allow all the Nodes within a M2M Service Provider. 

	App-ID
	0..n
	RW
	See clause 7.1.3. Application ID pertaining to an application running on this node

	CSE-ID
	0..1
	RW
	CSE-ID pertaining to this node (for nodes that have a CSE). The CSE-ID becomes know once the pre CSE registration procedure is triggered.

	deviceIdentifier
	1
	RW
	Physical device identifier. Depending on the type of the device this identifier can be:
An IMEI (InteInternational Mobile Equipment Identifier)

An MEID (Mobile Equipment Identifier)
An ESN (Electronic Serial Number)
An OPS which is a concatenation of a <OUI> "-" <ProductClass> "-" <SerialNumber> as defined in Section 3.4.4 of [TR-069]. 
Etc.


-----------------------end of change 2-------------------------------------------
-----------------------Start of change 3-------------------------------------------
10.2.14
<node> Resource Procedure
10.2.14.1
Create <node>
This procedure shall be used for creating a <node> resource.

NOTE:     The creation of the <node> resource is on discretion of the Originator. In general the resource is created when the Originator is not always reachable and therefore it is convenient that the entity that the Originator is registered to is aware of the characteristic of the node, in particular the reachability schedule. It is assumed that the Originator of this <node> resource can be M2M Service Provider or the M2M Application Provider using Mca reference point. In this latter case an IN-AE adds a list of nodes which are then declared to be part of an M2M Service Subscription.
-----------------------End of change 3-------------------------------------------
-----------------------Start of change 4-------------------------------------------
Annex G


(Informative) List of M2M Services

This annex provides the list of M2M Services supported in this document as well as the list of associated roles mapped to each M2M Service.
Figure G-1: M2M Services

	M2M Service (name)
	M2M-Serv-ID
	Roles

	Application and service management
	01
	001-Configuration

002-Diagnostic and monitoring

003-Software management

	Device management
	02
	004-Device Configuration 

005-Device Diagnostics and Monitoring 

006-Device Firmware Management 

007-Device Topology 

	Location
	03
	008-Location

	Data exchange
	04
	009-Basic data

	Device onboarding
	05
	010-onboarding 

	
	
	


[G.a]  Editor’s Note: Each role must be mapped to a set of resource types and related primitives.

-----------------------End of change 4-------------------------------------------
-----------------------End of change 4-------------------------------------------
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