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Introduction
This contribution proposes changes needed for the cleanup of Annex B.

-----------------------Start of change 1------------------------------------------- 
Annex B


(Informative): oneM2M System and 3GPP MTC Release-11 Underlying Network Interworking

B.1
3GPP MTC Release-11 Underlying Network Introduction

In order to provide M2M services, interworking between oneM2M System and the 3GPP Underlying Network is required. This entails the following aspects:

· IN-CSE initiated connectivity establishment between the oneM2M System and the 3GPP Underlying Network;
· M2M device (e.g., ASN/MN-CSE) initiated connectivity establishment between the oneM2M System and the 3GPP Underlying Network;
· Mapping of oneM2M and 3GPP specific Identifiers to establish connectivity between specific entities.
This clause provides system level information on the above aspects specifically related to the interworking i.e., connectivity between the oneM2M System and the 3GPP Underlying Network.

-----------------------End of change 1------------------------------------------- 
-----------------------Start of change 2------------------------------------------- 
B.2
3GPP Release-11 MTC Functionality

Interworking with oneM2M Release-1 is based on 3GPP Release-11 specifications. The relevant 3GPP Release-11 specification references are as follows: 

· TS 23.682: Architecture Enhancements to facilitate Communications with Packet Data Networks and Applications;
· TS 23.401: GPRS Enhancements for E-UTRAN Access;

·  TS 23.402: Architecture Enhancements for non-3GPP Accesses;
· TS 23.060: General Packet Radio Service (GPRS) Service Description.
· 
· TS 22.368: Service requirements for Machine-Type Communications (MTC); Stage 1
In annex A of 3GPP TS 23.682 [i.17] the following MTC deployment scenarios are depicted:
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Figure B.2-1: MTC deployment scenarios for Direct and Indirect model
The focus of this annex is on deployment scenario B (Indirect Model) where M2M Services Capability Server is outside the 3GPP operator domain. The indirect model, scenario C in figure B.2-1, where M2M Service Capability Server is inside the 3GPP operator domain is also not ruled out.

Hybrid model which is a combination of above scenario B and C is also mentioned in TS 23.682 which may also be supported.

Taking 3GPP Release-11 MTC network as the Underlying Network, oneM2M IN-CSE is considered as equivalent to or part of the Services Capability Server (SCS). oneM2M ASN/MN is considered equivalent to a UE as captured in 3GPP MTC architecture (3GPP TS 23.682 [i.17]) shown below.
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Figure B.2-2: 3GPP Architecture for Machine-Type Communication
IN-CSE can be inside or outside the 3GPP operator domain. The IN-CSE interacts with the 3GPP Underlying Network via MTC-IWF and/or GGSN/P-GW. This requires mapping of oneM2M reference points (Mcn, Mcc) and 3GPP reference points (Tsp, Gi/SGi) respectively, along with the mapping  of the identifiers in the two systems.


-----------------------End of change 2------------------------------------------- 
-----------------------Start of change 3------------------------------------------- 
B.3
ASN/MN-CSE initiated connectivity establishment

It is assumed that there is no connectivity previously established, i.e., no association between the ASN/MN-CSE (device Node) and the serving IN-CSE exists. When the ASN/MN-CSE needs to send data to the serving IN-CSE it first discovers the serving IN-CSE, which is located in a packet data network, and establishes connection. Two methods can be used, as follows:
Use of DHCP and DNS

Pre-configuration
B.3.1
Use of DHCP and DNS

The ASN/MN-CSE requests the DNS server address from the DHCP server, followed by requesting the serving IN-CSE IP address from the DNS server.
NOTE: How a non-CSE capable M2M device (e.g., ADN) interworks with the 3GPP Underlying Network is not specified in this release of the document.

B.3.2
Pre-configuration

The ASN/MN-CSE is preconfigured with the fully qualified domain name (FQDN) of the serving IN-CSE or the IP address of the serving IN-CSE. If the FQDN is known, DNS resolution is used to obtain the IP address.


B.4
Serving IN-CSE initiated connectivity establishment

It is assumed that there is no connectivity previously established between the ASN/MN-CSE and the serving IN-CSE. When the serving IN-CSE needs to contact the ASN/MN-CSE to send data or request data, connectivity between them is established. This connectivity is triggered by the IN-CSE.
NOTE: How the IN-CSE triggers a non-CSE capable M2M device (e.g., ADN) within the 3GPP Underlying Network is not specified in this release of the document.

-----------------------End of change 3------------------------------------------- 
-----------------------Start of change 4------------------------------------------- 
B.5
Idle mode Management

[B.5.a]  Editor's Note: This clause should describe oneM2M System dormant device management capability in conjunction with 3GPP related Idle Mode management.
-----------------------End of change 4------------------------------------------- 
-----------------------Start of change 5------------------------------------------- 
B.5
Connectivity between oneM2M Service Layer and 3GPP Underling Network

ASN/MN-CSE communicates with the serving IN-CSE after completion of the Underlying Network bearer establishment and discovery of the serving IN-CSE. Data can then traverse between CSEs over the IP connection in the Underling Network over 3GPP Gi/SGi interface. In addition, the signalling connectivity between the two CSEs is also realized. The following figure depicts the connectivity between the ASN/MN-CSE and the IN-CSE.
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Figure B.5-1: Connectivity Establishment between ASN/MN-CSE and  IN-CSE
-----------------------End of change 5------------------------------------------- 
-----------------------Start of change 6------------------------------------------- 
B.6
Connectivity Establishment Procedures
B.6.1
General

When data is to be exchanged between the ASN/MN-CSE and the IN-CSE, connectivity between them needs to be established. The need for this connectivity can arise for two reasons:

1) ASN/MN-CSE initiated: When the ASN/MN-CSE needs to send/receive data to/from the IN-CSE; or

2) IN-CSE initiated: When the IN-CSE needs to send/receive data to/from the ASN-CSE.

Connectivity establishment procedures in this clause are example illustrations and do not exclude other realizations.

B.6.1.1
ASN/MN-CSE Initiated Connectivity Establishment Procedure
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Figure B.6.1.1-1: ASN/MN-CSE initiated connectivity establishment
Step-0: Trigger

Subsequent procedures are triggered either when the ASN/MN-CSE powers on, or resulting from Device Triggering mentioned in clause B.6.1.2.
Step-1: Bearer Setup Procedure

Establish a 3GPP bearer(s) if not already available by using the procedures available in the 3GPP network.

Step-2: DHCP Query & Response

The ASN/MN-CSE sends a query to a DHCP server to find a particular DNS server IP address. The DHCP server responds with the IP address of a corresponding DNS server. Additionally, it is also possible to include one or a list of domain names, i.e., FQDNs of target IN-CSEs.

Step-3: DNS Query & Response

The ASN/MN-CSE performs a DNS query to retrieve the IN-CSE(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) of the serving IN-CSE to an IP address.

Step-4: Connection Establishment

After reception of domain name and IP address of an IN-CSE, the ASN/MN-CSE can initiate communication towards the IN-CSE via the IP connection.. The IN-CSE at this time shall be informed which Trigger Recipient ID of the ASN/MN-CSE to use for establishing communication.

Step-5: CSE-PoA Update
Once the M2M Service Connection (Mcc) is established, in the IN-CSE the CSE-PoA of the ASN-CSE/MN-CSE shall be updated with the new established IP address.

The IN-CSE holds the state information and  needs to be informed when the connection is closed.  

-----------------------End of change 6------------------------------------------- 
-----------------------Start of change 7------------------------------------------- 
B.6.1.2
IN-CSE initiated connectivity establishment procedure over Tsp

Connection Establishment between IN-CSE and ASN/MN-CSE

Whenever the IN-CSE requires to establish a connection towards another entity (e.g., ASN/MN-CSE), Device Triggering procedure over the Tsp interface as described in [TS 23.682] shall be used.
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Figure B.6.1.2-1: IN-CSE initiated connectivity establishment
Pre-condition

The CSE which is the target of the device triggering has to be registered with the IN-CSE. The IN-CSE checks the state information of the target device. Some of this state information is the result of a previous connection establishment or triggering requests, such as the case of power-off, dormant and/or connected state. The IN-CSE decides its next action, e.g., if it needs to start device triggering, or to report to IN-AE about the inability to perform the request.    

The CSE-PoA for the ASN/MN-CSE either already contains an IP address which is not valid anymore or no IP address at all, or FQDN does not resolve to a valid IP address. This is a pre-requisite for performing the device triggering procedure.

 
[optional] Step 1: Request targeted to ASN/MN-CSE

The IN-AE requests to perform one of the CRUD operations on a resource residing on the ASN/MN-CSE, the request is sent via the Mca reference point to the IN-CSE. The request from IN-AE includes the address (URI) of the target resource.

Step 2: DNS Query / Response
The IN-CSE determines the need to trigger the ASN/MN-CSE.

If the IN-CSE has no contact details for a contact MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) assigned to the target ASN/MN-CSE, or using a locally configured MTC-IWF identifier.


Step-3: Device Triggering Request

The IN-CSE buffers the original request information and sends the Device Trigger Request message that contains information as specified in [3GPP TS23.682]. Such information includes:

· M2M-Ext-ID or MSISDN, 
· SCS-Identifier (is set to the IN-CSE ID), 
· Trigger reference number (used to correlate the request with the response),
· Validity period (which indicates how long the request is valid),
· Priority (this field allows to set the priority on or off),
· Application Port ID (is set to the ASN/MN-CSE Trigger-Recipient-ID since it is the triggering application addressed in the device from 3GPP point of view), 
· Trigger payload (optional information can be set to the payload).
NOTE:     In case that the Device Triggering request is for an M2M Service Connection setup request as in the present flow, it is assumed that when the target CSE (i.e., ASN/MN-CSE)  is woken up on receiving the trigger; it initiates connection establishment with  the IN-CSE with which it is registered. The information of the IN-CSE may be pre-stored in the target CSE (i.e., ASN/MN-CSE). Therefore it is assumed that the trigger payload does not include the optional information and the target CSE is registered to only one IN-CSE. How to use the optional part of the trigger payload is described as below.

Acknowledge
Once, 3GPP-MTC-IWF receives the Trigger Request, it asks the HSS to determine if the IN-CSE is authorized to perform the triggering to the target CSE (i.e., ASN/MN-CSE) and the HSS resolves the M2M-Ext-ID to IMSI (or MSISDN). Then the 3GPP MTC-IWF acknowledges to the IN-CSE with the confirmation of the receiving  Device Triggering Request.

Step-4: Device Triggering delivery procedure

The MTC-IWF initiates the T4 trigger delivery procedure according to the 3GPP TS 23.682 [i.17], based on the information received from HSS and local policy.
NOTE:     3GPP Network Entities (e.g., SMS-SC) can select appropriate device triggering mechanism (e.g., SMS based or SIP based via IP-SM-GW) according to the device capabilities.

Step 5: ASN/MN-CSE receives the trigger

As a result of the device triggering procedure the addressed ASN/MN-CSE is initiated.  In this case of the flow the ASN/MN-CSE starts according to the received Application Port ID by the UE.

NOTE:     In case the Device Trigger contains the optional part of the trigger payload, it is assumed that such trigger payload is forwarded to the application inside the ASN/MN-CSE that is started as a result of the device trigger.

Step 6: Device Triggering report 

Request:

The MTC-IWF sends the Device Trigger Report message (containing the M2M-Ext-ID or MSISDN and trigger reference number) to the IN-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.
Acknowledge:

IN-CSE acknowledges to the MTC-IWF with the conformation of the received Device Triggering Report

[optional] Step 7: Connection establishment procedure

The ASN/MN-CSE performs the Connection establishment procedure as described in clause B.6.1.1 and oneM2M TS-0003 [i.3] for Secure Connection establishment.

As a result of this procedure he initial request over the reference point Mcc can be executed.

[optional] Step 8: CSE-PoA/Reachability state updated

Once the connection over Mcc is established, the PoA of the ASN/MN-CSE shall be updated at the IN-CSE with the new established IP address and the IN-CSE holds the reachability state of the ASN/MN-CSE. 

[optional] Step 9: Re-sending of original request

As a result of step 7, the communication is established and now the initial request with the information stored in the buffer of the IN-CSE at Step 3 can be re-issued over the reference point Mcc.

In the flow presented above not all parameters allowed in the Device Triggering Request message from 3GPP Tsp interface are used. Optionally the following cases are allowed:

By providing a payload which may contain:

Either actual content information (as permitted by the limitation of the payload parameter). For example;

· It could contain a resource (or attribute) identifier (as expressed inside the ASN/MN-CSE) and the actual content for the resource (or attribute) of any of the resources stored in the ASN/MN-CSE. 
· Or any other instructions for initiating a specific procedure. For example, to execute a command.
· Or it could contain of the URI of an entity outside the oneM2M domain where the target ASN/MN-CSE should connect to. If a URI is provided,  the steps 7, 8 and 9 of the previous flow are performed since the connection establishment is not performed between two oneM2M entities. How the actual setup with an entity outside the oneM2M domain is performed it is outside the scope of this specification.


-----------------------End of change 7------------------------------------------- 
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