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When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
This CR addresses the remaining Editor’s Notes related to CMDH policies:
1)  Parent resource:  It is proposed to assign [cmdhPolicy] resources as child resources of instances of <node> resource type.
2) Handling of activation/deactivation of CMDH policies: It is proposed to replace the status attribute in [cmdhPolicy] resources with a new subtype of a <mgmtObj> resource which is denoted [activeCmdhPolicy]. This allows the device management technology to activate a policy set set independently of the download of a new set of CMDH policies in order to avoid potential race conditions.
3) CMDH policies do not need subscription child resources. It is proposed to remove these from the text. 

-----------------------Start of change 1-------------------------------------------
D.12
Resource cmdhPolicy
A [cmdhPolicy] resource is defined as an instance of the <mgmtObj> resource type as specified in clause 9.6.15. It includes a number of child resources which are referenced by means of mgmtLink attributes. Each of these linked child resources represents itself an instance of the <mgmtObj> resource type. These child resources and their child resources are defined in the following sub-clauses D.12.1 to D.12.8.

The [cmdhPolicy] resource represents a set of rules defining which CMDH parameters will be used by default when a request issued by a local originator (e.g., Registree AE or another CSF inside the Registrar CSE) contains the “ec” parameter but not all other CMDH parameters.

One or several [cmdhPolicy] resources can be assigned as child resources under a parent  of <node> resource type. The <node> resource carrying CMDH policies is linked by means of a nodeLink attribute from either the local <CSEBase> resource or an instance of a <remoteCSE> resource type. This nodeLink attribute as well as the reverse hostedCSEID attribute in the <node> resource define to which CSE the set of CMDH policies applye whenever this CSE receives requests. 
When employing external management technology, the [cmdhPolicy] resources are assigned under instances of the <node> resources that represent the remotely managed field nodes in the IN-CSE performing device management for these nodes. In this scenario, the [cmdhPolicy] resources are transferred to the field node by means of the external device management technology applicable for that specific node. 
When the field node is managed via the Mcc reference point, the [cmdhPolicy] resources are provisioned directly to instances of the <node> resources in the local CSE from an IN-CSE responsible for the device/entity management. 
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Figure D-12-1: Structure of [cmdhPolicy] resource 


[D.12.b] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc



	
	
	

	

	
	
	
	


The [cmdhPolicy] resource shall contain attributes shown in Table D.12-1.

Table D.12-1: Attributes of [cmdhPolicy] resource

	Attribute Name of [cmdhPolicy]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhPolicy” to indicate the resource is for CMDH policy management.

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	name
	1
	RW
	A name under which the CMDH policy will be referred.

	
	
	
	

	mgmtLink
	4..n
	RW
	1 link to [cmdhDefaults] resource,

At least 1or more link(s) to [cmdhLimits] resource(s),

At least 1 link(s)or more to [cmdhNetworkAccessRules] resource(s),

At least 1or more link(s) to [cmdhBuffer] resource(s)


 

D.12.1
Resource activeCmdhPolicy
A managed node can have one or more sets of [cmdhPolicy] resources assigned as children.
The [activeCmdhPolicy] resource is used to provide a link to the currently active set of CMDH policies. This identifies which set of CMDH policies is currently actively in use in the corresponding CSE. It allows the device management technology to activate a policy set independently of the download of a new set of CMDH policies in order to avoid potential race conditions. The [activeCmdhPolicy] and [cmdhPolicy] resources are children of the same <node> resource to which these policies apply.
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Figure D-12.1-1: Structure of [activeCmdhPolicy] resource 


[D.12.1.b] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc
The [activeCmdhPolicy] resource shall contain attributes shown in Table D.12.1-1.

Table D.12.1-1: Attributes of [activeCmdhPolicy] resource

	Attribute Name of [cmdhPolicy]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “activeCmdhPolicy”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	mgmtLink
	1
	RW
	link to active [cmdhPolicy] resource


D.12.2
Resource cmdhDefaults
The [cmdhDefaults] resource is used to define default values that shall be used for CMDH-related parameters when requests issued by Originators (registered AEs or functions inside the CSE itself) do not contain a value for the parameters ec (event category), rqet (request expiration timestamp), rset (result expiration timestamp), oet (operational execution time), rp (response persistence), and/or da (delivery aggregation).

Upon receiving a request, the CSE will first look if the ec (event category) parameter is set. If not, it will use the [cmdhDefEcValue] resources (see below) to determine a value that should be used for ec.

Then, if any of the parameters rqet, rset, oet, rp or da is not set, the CSE will use the [cmdhEcDefParamValues] resources (see below) to populate the missing parameters (and only the missing ones).
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Figure D.12.2-1: Structure of [cmdhDefaults] resource 


[D.12.2.1] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc


The [cmdhDefaults] resource shall contain the child resource in Table D.12.2-1


	
	
	

	

	
	
	
	


The [cmdhDefaults] resource shall contain attributes shown in Table D.12-2-1.

Table D.12.2-1: Attributes of [cmdhDefaults] resource

	Attribute Name of [cmdhDefaults]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	Labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhDefaults”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	Description
	0..1
	RW
	See section 9.6.15

	mgmtLink
	2..n
	RW
	At least 1 or more link(s) to [cmdhDefEcValue] resource(s),

At least 1 or more link(s) to [cmdhEcDefParamValues] resource(s)


D.12.3
Resource cmdhDefEcValue

The [cmdhDefEcValue] resource is used to define a value for the ec (event category) parameter of an incoming request when it is not defined.

Upon receiving a request, the CSE will go through all the [cmdhDefEcValue] resources (in the order of their "order" attribute), check the requestOrigin and any present requestContext and requestCharacteristics attributesto see if they match (see description of matching), and if they all do, assign the value stored in the defEcValue attribute to the ec parameter.
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Figure D.12.3-1: Structure of [cmdhDefEcValue] resource 


[D.12.3.1] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc




	
	
	

	

	
	
	
	


The [cmdhDefEcValue] resource shall contain attributes shown in Table D.12.3-1.

Table D.12.3-1: Attributes of [cmdhDefEcValue] resource

	Attribute Name of [cmdhDefEcValue]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0.1
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhDefEcValue”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	order
	1
	RW
	The index indicating in which order the cmdhDefEcValue resource will be treated by the CSE to determine a value for the ec parameter

	defEcValue
	1
	RW
	The actual value to use for the ec parameter if the conditions expressed in the requestOrigin, requestContext and requestCharacteristics all match. If none of these attributes are defined, then the defEcValue shall be applied.

	requestOrigin
	1
	RW
	The requestOrigin attribute is a list of zero or more local AE-IDs, App-IDs, or the strings  ‘localAE’ or ‘thisCSE’. 

When an AE-ID appears in the requestOrigin attribute, the default ec value defined inside the defEcValue attribute is applicable for the ec if the request was issued by that specific Application Entity. 

When an App-ID appears in the requestOrigin attribute, the default ec value defined inside the defEcValue attribute is applicable for the ec if the request was issued by the AE with that App-ID unless covered by another <cmdhDefEcValue> resource with a requestOrigin attribute containing its specific AE-ID.. 

When the string ‘localAE’ appears in the requestOrigin attribute, the default ec value defined inside the defEcValue attribute is applicable for the ec for requests issued by all local AEs unless covered by another <cmdhDefEcValue> resource with a requestOrigin attribute containing the specific AE-ID or App-ID of the originator of the request. 

When the string ‘thisCSE’ appears in the requestOrigin attribute, the default ec value defined inside the defEcValue attribute is applicable for the ec for requests that are originating from within the Registrar CSE.

The hosting CSE shall contain at least one <cmdhDefEcValue> resource that contains ‘localAE’ in the ‘requestOrigin’ attribute and has no ‘requestContext’ and no ‘requestCharacteristics’ attribute. 

The hosting CSE shall contain at least one <cmdhDefEcValue> resource that contains ‘thisCSE’ in the ‘requestOrigin’ attribute and has no ‘contextCondtion’ and no ‘requestCharacteristics’ attribute.

	requestContext
	0..1
	RW
	The requestContext attribute represents the Dynamic Context condition under which the default ec value defined inside the defEcValue attribute is applicable for the ec.

This may refer to conditions such as current battery status, or current network signal strength.

	requestContextNotification
	0..1
	RW
	True or false. If set to true, then this CSE will establish a subscription to the dynamic context information defined in the requestContext attribute as well as a subscription to this <cmdhDefEcValue> resource for all AEs corresponding to the AE-ID or an App-ID appearing in the requestOrigin attribute. Both, changes in the context information and changes to the <cmdhDefEcValue> resource will be notified to the respective AEs. The subscription(s) is/are established when the <cmdhDefEcValue> is provisioned or updated.

	requestCharacteristics
	0..1
	RW
	The requestCharacteristics attribute represents conditions pertaining to the request itself, such as the requested response type (rt parameter) or other parameters of the request.


D.12.4
Resource cmdhEcDefParamValues

The [cmdhEcDefParamValues] resource is used to represent a specific set of default values for the CMDH related parameters rqet (request expiration timestamp), rset (result expiration timestamp), oet (operational execution time), rp (response persistence) and da (delivery aggregation) that are applicable for a given ec (event category) if these parameters are not specified in the request.
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Figure D.12.4-1: Structure of [cmdhEcDefParamValues] resource 


[D.12.4.1] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc




	
	
	

	

	
	
	
	


The [cmdhEcDefParamValues] resource shall contain attributes shown in Table D.12.4-1.  

Table D.12.4-1: Attributes of [cmdhEcDefParamValues] resource

	Attribute Name of [cmdhEcDefParamValues]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhEcDefParamValues”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	applicableEventCategory
	1
	RW
	This attribute defines the event categories for which this set of default parameters defined in this <cmdhEcDefParamValues> resource are applicable.This attribute is a list of zero or more Event Category values (‘ec’ parameter of a request), or the string  ‘default’.

When an Event Category value appears in the ‘applicableEventCategory’ attribute, the set of default parameters defined in this <cmdhEcDefParamValues> resource are applicable for requests associated with that specific Event Category (‘ec’) value.

When the string ‘default’ appears in the ‘applicableEventCategory’ attribute, the set of default parameters defined in this <cmdhEcDefParamValues> resource are applicable for all requests whose associated Event Category value (‘ec’) is not listed in the ‘applicableEventCategory’ attribute of any other provisioned <cmdhEcDefParamValues> resource on the hosting CSE. 

A specific Event Category value (‘ec’) shall appear at most once in any of the ‘applicableEventCategory’  attributes of any of the provisioned <cmdhEcDefParamValues> resources on the hosting CSE.

The string ‘default’ shall appear exactly once in any of the ‘applicableEventCategory’ attributes of any of the provisioned <cmdhEcDefParamValues> resources on the hosting CSE.

	defaultRequestExpTime
	1
	RW
	Default value for the request expiration time parameter (‘rqet’) in a request when the ‘rqet’ parameter of the request is not set.

	defaultResultExpTime
	1
	RW
	Default value for the result expiration time parameter (‘rset’) in a request when the ‘rset’ parameter of the request is not set.

	defaultOpExecTime
	1
	RW
	Default value for the operational execution time parameter (‘oet’) in a request when the ‘oet’ parameter of the request is not set.

	defaultRespPersistence
	1
	RW
	Default value for the response persistence parameter (‘rp’) in a request when the ‘rp’ parameter of the request is not set.

	defaultDelAggregation
	1
	RW
	Default value for the delivery aggregation parameter (‘da’) in a request when the ‘da’ parameter of the request is not set.


D.12.5
Resource cmdhLimits

The [cmdhLimits] resource is used to define limits for CMDH related parameter values used in requests issued by Originators (registered AEs or functions inside the CSE itself). When an incoming request is processed that does not comply with the limits defined by the corresponding [cmdhLimits] resource, the request shall be rejected by the CSE.
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Figure D.12.5-1: Structure of [cmdhLimits] resource 


[D.12.5.a] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc.




	
	
	

	

	
	
	
	


The [cmdhLimits] resource shall contain attributes Table D.12.5-1.

Table D.12.5-1: Attributes of [cmdhLimits] resource

	Attribute Name of [cmdhLimits]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhLimits”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	order
	1
	RW
	The index indicating in which order the [cmdhLimits] resource will be treated by the CSE to determine a value for the limit parameters.

	requestOrigin
	1
	RW
	The requestOrigin attribute is a list of zero or more local AE-IDs, App-IDs, or the strings  ‘localAE’ or ‘thisCSE’. 

When an AE-ID appears in the requestOrigin attribute, the CMDH parameter limits defined inside [cmdhLimits] resources are applicable for requests issued by that specific Application Entity. 

When an App-ID appears in the requestOrigin attribute, the CMDH parameter limits defined inside [cmdhLimits] resources are applicable for requests issued by the AE with that App-ID unless already covered by another [cmdhLimits] resource with a requestOrigin attribute containing its specific AE-ID. 

When the string ‘localAE’ appears in the requestOrigin attribute, CMDH parameter limits defined inside [cmdhLimits] resources are applicable for all local AEs unless covered by another [cmdhLimits] resource with a requestOrigin attribute containing the specific AE-ID or App-ID of the originator of the request.

When the string ‘thisCSE’ appears in the requestOrigin attribute, CMDH parameter limits defined inside [cmdhLimits] resources are applicable for all requests that are originating from within the hosting CSE.

The hosting CSE shall contain at least one [cmdhLimits] resource that contains ‘localAE’ in the ‘requestOrigin’ attribute and has no ‘contextCondition’ and no ‘requestCharacteristics’ attribute. 

The hosting CSE shall contain at least one [cmdhLimits] resource that contains ‘thisCSE’ in the ‘requestOrigin’ attribute and has no ‘requestContext’ and no ‘requestCharacteristics’ attribute.

	requestContext
	0..1
	RW
	The requestContext attribute represents the Dynamic Context condition under which CMDH parameter limits defined inside the [cmdhLimits] resource is applicable.

This may refer to conditions such as current battery status, or current network signal strength.

	requestContextNotification
	0..1
	RW
	True or false. If set to true, then this CSE will establish a subscription to the dynamic context information defined in the requestContext attribute as well as a subscription to this [cmdhLimits] resource for all AEs corresponding to the AE-ID or an App-ID appearing in the requestOrigin attribute. Both, changes in the context information and changes to the [cmdhLimits] resource will be notified to the respective AEs. The subscription(s) is/are established when the [cmdhLimits] is provisioned or updated

	requestCharacteristics
	0..1
	RW
	The requestCharacteristics attribute represents conditions pertaining to the request itself, such as the requested response type (rt attribute) or other attributes of the request.

	limitsEventCategory
	1
	RW
	Allowed values for the event category parameter (‘ec’) in a request of any of the originators indicated in the requestOrigin attribute.

	limitsRequestExpTime
	1
	RW
	Range of allowed values for the request expiration time parameter (‘rqet’) in a request of any of the originators indicated in the requestOrigin attribute.

	limitsResultExpTime
	1
	RW
	Range of allowed values for the result expiration time parameter (‘rset’) in a request of any of the originators indicated in the requestOrigin attribute.

	limitsOpExecTime
	1
	RW
	Range of allowed values for the operational execution time parameter(‘oet’) in a request of any of the originators indicated in the requestOrigin attribute.

	limitsRespPersistence
	1
	RW
	Range of allowed values for the response persistence parameter (‘rp’) in a request of any of the originators indicated in the requestOrigin attribute.

	limitsDelAggregation
	1
	RW
	List of allowed values for the delivery aggregation parameter (‘da’) in a request of any of the originators indicated in the requestOrigin attribute.


D.12.6
Resource cmdhNetworkAccessRules

The [cmdhNetworkAccessRules] resource is used to define the usage of underlying networks for forwarding information to other CSEs during processing of CMDH-related requests in a CSE. When an incoming request is processed by a CSE, it can only use underlying networks for forwarding any information to other CSEs in compliance with the rules defined by the corresponding [cmdhNetworkAccessRules] resource. 

If a request cannot be successfully completed in compliance with the rules defined in the corresponding [cmdhNetworkAccessRules] resource, that request shall either be rejected in case it has not already been accepted by the CSE or it has to be purged. Error reporting on failed CMDH processing depends on error reporting parameters (TBD).


[image: image8.emf]applicableEventCategories

1

mgmtLink

0..n

[cmdhNetworkAccessRules]

mgmtDefinition

1

objectID

0..1

objectPath

0..1

description

0..1


Figure D.12.6-1: Structure of [cmdhNetworkAccessRules] resource 
(only child resources resource specific attributes are shown)

[D.12.6.a] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc.




	
	
	

	

	
	
	
	


If a [cmdhNetworkAccessRules] resource has no mgmtLink attribute to [cmdhNwAccessRules] resources (i.e., multiplicity of 0), requests that match with the applicableEventCategorie attribute (see description of attributes in Table D.12.6-2) will not be allowed to use any underlying network for forwarding information, i.e., such requests need to be rejected.

The [cmdhNetworkAccessRules] resource shall contain attributes shown in Table D.12.6-1.  

Table D.12.6-1: Attributes of [cmdhNetworkAccessRules] resource
	Attribute Name of [cmdhNetworkAccessRules]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	Labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhNetworkAccessRules”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	Description
	0..1
	RW
	See section 9.6.15

	applicableEventCategories
	1
	RW
	This attribute defines for which requests the rules contained in [cmdhNwAccessRule] resources linked from this [cmdhNetworkAccessRules] resource shall be applied.

This attribute is a list of zero or more Event Category values (‘ec’ parameter of a request), or the string  ‘default'.

When an Event Category value appears in the applicableEventCategories  attribute, the network usage rules defined inside [cmdhNwAccessRule] child resources are applicable for requests associated with that specific Event Category (‘ec’) value.

When the string ‘default’ appears in the applicableEventCategories attribute, the network usage rules defined inside [cmdhNwAccessRule] child resources are applicable for all requests whose associated Event Category value (‘ec’) is not listed in the applicableEventCategories attribute of any other provisioned [cmdhNetworkAccessRules] resource on the hosting CSE.

A specific Event Category value (‘ec’) shall appear at most once in any of the applicableEventCategories attributes of any of the provisioned [cmdhNetworkAccessRules] resources on the hosting CSE.

The string ‘default’ shall appear exactly once in any of the applicableEventCategories attributes of any of the provisioned [cmdhNetworkAccessRules] resources on the hosting CSE.

	mgmtLink
	0..n
	RW
	Link(s) to [cmdhNwAccessRule] resource(s)


D.12.7
Resource cmdhNwAccessRule
The [cmdhNwAccessRule] resource is used define limits in usage of specific underlying networks for forwarding information to other CSEs during processing of CMDH-related requests.
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Figure D.12.7-1: Structure of [cmdhNwAccessRule] resource 


[D.12.7.a] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc.




	
	
	

	

	
	
	
	


The allowedSchedule child resource defines the periods of time during which it is allowed to use the underlying networks that match with the targetNetwork attribute of this [cmdhNwAccessRule] resource (see description of attributes in Table D.12.7-1) when forwarding information to other CSEs due to requests that match the applicableEventCategories attribute of the parent [cmdhNetworkAccessRules] resource of this [cmdhNwAccessRule] resource.

The [cmdhNwAccessRule] resource shall contain attributes shown in Table D.12.7-1.

Table D.12.7-1: Attributes of [cmdhNwAccessRule] resource

	Attribute Name of [cmdhNwAccessRule]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	Labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhNwAccessRules”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	Description
	0..1
	RW
	See section 9.6.15

	targetNetwork
	1
	RW
	The targetNetwork attribute defines for which underlying networks the usage limits contained in this [cmdhNwAccessRule] resource shall be applied. 

The targetNetwork attribute is a list of one or more strings identifying names of underlying networks or the string ‘default’. Note: An agreed naming convention for Underlying Network names are TBD.

When a name of an Underlying Network appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of that specific Underlying Network when processing requests matching with the parent [cmdhNetworkAccessRules] resource’s  applicableEventCategories attribute.

When the string ‘default’ appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of all Underlying Networks that are not listed with their specific name in the targetNetwork attribute of any other [cmdhNwAccessRule] child resource under the same parent [cmdhNetworkAccessRules] resource when processing requests matching with the parent [cmdhNetworkAccessRules] resource’s targetNetwork.

Each Underlying Network name or the string ‘default’ shall appear at most once in any of the targetNetwork attributes of any of the provisioned [cmdhNwAccessRule] child resources under the same parent [cmdhNetworkAccessRules] resource.

	minReqVolume
	1
	RW
	Minimum amount of data that needs to be aggregated before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs.

	backOffParameters
	1
	RW
	Parameters that define how usage of any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource shall be handled when attempts to use such networks have failed.

The backOffParameters attribute consists of 3 values:

A back-off time that defines how long a CSE needs to wait before attempting to use a specific Underlying Network again after a first failed attempt

A back-off time increment that defines by how much the back-off time shall be increased after each additional consecutive failed attempt to use the same Underlying Network without success

A maximum back-off time that defines the maximum wait time before attempting to use an Underlying Network again after previous failures. 

	otherConditions
	0..n
	RW
	Additional conditions that need to be fulfilled before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs.

	mgmtLink
	1
	RW
	Link to an instance “allowedSchedule” of a <schedule> resource as defined in clause 9.6.9


D.12.8
Resource cmdhBuffer

The [cmdhBuffer] resource is used to define limits in usage of buffers for temporarily storing information that needs to be forwarded to other CSEs during processing of CMDH-related requests in a CSE. When an incoming request is processed by a CSE, it can only use buffers for temporary storage in compliance with the rules defined by the corresponding [cmdhBuffer] resource. 

If a request cannot be processed in compliance with the rules defined in the corresponding [cmdhBuffer] resource, that request shall either be rejected in case it has not already been accepted by the CSE or it has to be purged. Error reporting on failed CMDH processing depends on error reporting parameters (TBD).
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Figure D.12.8-1: Structure of [cmdhBuffer] resource 


[D.12.8.a] Editor's Note; The picture above may need to be updated as per the new resource structure. Need to verify during AdHoc.




	
	
	

	

	
	
	
	


The [cmdhBuffer] resource shall contain attributes shown in Table D.12.8-1. 

Table D.12.8-1: Attributes of [cmdhBuffer] resource

	Attribute Name of [cmdhBuffer]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..n
	RW
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described

	mgmtDefinition
	1
	WO
	Has fixed value “cmdhBuffer”

	objectID
	0..1
	WO
	See section 9.6.15

	objectPath
	0..1
	WO
	See section 9.6.15

	description
	0..1
	RW
	See section 9.6.15

	applicableEventCategory
	1
	RW
	The applicableEventCategory attribute defines for which requests the limits contained in this [cmdhBuffer] resource shall be applied. 

The applicableEventCategory attribute is a list of zero or more Event Category values (‘ec’ parameter of a request), or the string  ‘default’. 

When an Event Category value appears in the applicableEventCategory attribute, the buffer usage limits defined inside this [cmdhBuffer] resource are applicable for requests associated with that specific Event Category (‘ec’) value. 

When the string ‘default’ appears in the applicableEventCategory attribute, the buffer usage limits defined inside this [cmdhBuffer] resource are applicable for all requests whose associated Event Category value (‘ec’) is not listed in the applicableEventCategory  attribute of any other provisioned <cmdhBuffer> resource on the hosting CSE. 

A specific Event Category value (‘ec’) shall appear at most once in any of the applicableEventCategory attributes of any of the provisioned [cmdhBuffer] resources on the hosting CSE.

The string ‘default’ shall appear exactly once in any of the applicableEventCategory attributes of any of the provisioned [cmdhBuffer] resources on the hosting CSE.

	maxBufferSize
	1
	RW
	Maximum amount of memory that can be used for buffering requests matching with the applicableEventCategory attribute of this [cmdhBuffer] resource.

	storagePriority
	1
	RW
	Storage priority for data that is stored for buffering requests matching with the attribute of this [cmdhBuffer] resource.

The storage priority defines the how to handle purging of buffered data when buffer memory is exhausted and buffered requests need to be purged. Buffered requests associated with a lower storage priority shall be purged before buffered requests with a higher storage priority. The range of storage priority is from 1 to 10.


�This describes a refinement that probably can be dropped from the initial release.





© 2014 oneM2M Partners
                                                                                                   Page 3 (of 29)



[image: image11.png]_1462576262.vsd

_1462376391.vsd
0


..


1


objectPath


[activeCmdhPolicy]   


 


description


0


..


1


objectID


1


mgmtDefinition


0


..


1


1


mgmtLink



