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GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
Resource identifier concept and the resource name usages are mixed up. Clear distinction is needed. 
Furthermore how we maintain the resource identifier, if it is different from the resource name, needs to be specified.
This contribution includes initial change requests that might be changed after the discussion and also the questions as memos.

In R01:

Regardless the resource name (i.e., nm parameter in a create request), which can be given either by the Originator or the Hosting CSE during the resource creation procedure, the Hosting CSE assigns a resource identifier to the resource created. This information is used in non-hierarchical URI scheme and stored as resourceID attribute of a resource. 
However, resourceID is not stored in resource type CSEBase and AE. The reason is depend on the issue of AE-ID/CSE-ID format. This will be discussed in the other contribution (ARC-2014-1424).
----------------------- Start of change 1 -----------------------
10.1.1.1
 Non-registration related CREATE procedure

This procedure is valid for all resources which are not related to registration.

As a pre-condition for this procedure, the Originator has been already successfully authenticated, with the procedure described in [TS0003]. Therefore all exceptions that are related to authentication failure are not described in this clause.

Originator requests to create a resource by using the CREATE method. See clause 8.1.2 for the parameters to be included in the Request message.

Receiver, once the Originator has been successfully authenticated and that the request is allowed by the given privileges, shall validate request and shall create the resource.
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Figure 10.1.1-1: Procedure for CREATEing a Resource

Step 001: The Originator shall send the following parameters in the CREATE Request message:

op: 
C (Create); 

to: 
URI of the target resource where the new resource should be created (parent resource) 

fr: 
ID of the Originator (either the AE or CSE) 

[10.1.1.1.b]  Editor's Note: AE or CSE may not have the ID upon its registration request. Alternative information for fr is FFS.

nm:  optional name of the resource to be provided by the Originator, where permitted by the resource type as specified in clause 9.6.

NOTE: Some of the resources defined in clause 9.6 have a predefined name. For these resources the parameter nm is not applicable.

cn: 
attributes of the resource to be provided by the Originator. Of particular importance for the CREATE Request message is the common attribute resourceType (clause 9.6.1) which identifies the type of the resource to be Created.

[10.1.1.1.c]  Editor’s Note: which parameters are deducted to be mandatory/optional in the request is for FFS. Clause 8.1 should provide a generic mechanism to identify mandatory params for a request by looking at how the resource is defined. E.g., If the attribute in the resource definition is identified as mandatory and it is of type RW, then it is also intended as mandatory in the request.

[10.1.1.1.d]   Editor's Note: references to elements defined in sect 8 have been added here. They may be removed if we decide to move sect 8.1.2-4 to stage 3 doc. In this case, these references will be removed and sect 1 of this document would replace sect 8.1.2-4 in the TS-0001.

Step 002: The Receiver shall:

1) Check if the Originator has the appropriate privileges for performing the request. Privileges are part of the attribute accessControlPolicyID of the targeted resource. In case that such an attribute does not exist, the Receiver shall check the accessControlPolicyID of the parent resource.

[10.1.1.1.e]   Editor’s Note: how far should the Receiver go back to a parent to look for an accessControlPolicyID is FFS

2) Verify that the suggested nm, if provided by the Originator in the Create Request message, does not already exist among child resources of the target resource. If nm is not provided by the Originator, assign a nm.
3) Assign a resource identifier (see the resourceID attribute in common attributes) to the resource to be created.
4) Assign/modify default values for certain mandatory attributes of the resource, where allowed by the resource itself and if not provided by the Originator itself.

5)  the Receiver shall assign a value to the following common attributes specified in clause 9.6.1: 

a) parentID;

b) creationTime;

c) expirationTime: if not provided by the Originator, the Receiver shall assign the maximum value possible (within the restriction of the Receiver policies). If the value provided by the Originator cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

d) lastModifiedTime: which is equals to the creationTime;
e) Any other RO (Read Only) attributes within the restriction of the Receiver policies.

6) On successful validation of the Create Request, the Receiver shall create the requested resource. 

Step 003: The Receiver shall respond with a Response message that shall contain the following parameters:

to: Optional. ID of the Originator. In case this is a response carrying the result of an operation triggered by a non-blocking request , rd information can be used.

fr: Optional. ID of the Receiver.

cn:
URI and optionally the content of the created resource. The Receiver shall provide the content if the created resource contains attributes which were modified by the Receiver in step 002.

See clauses 8.1.3 and 8.1.4 for the parameters to be included in the Response message. 

General Exceptions: 
7) The Originator does not have the privileges to create a resource on the Receiver. The Receiver responds with an error.

8) The resource with the specified name (if provided) already exists at the Receiver. The Receiver responds with an error.

9) The provided information in cn is not accepted by the Receiver (e.g., missing mandatory parameter). The Receiver responds with an error.
----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
9.3
Resource Addressing

9.3.1
Generic Principles

There are three different means for addressing a resource within the oneM2M resource structure. They are as follows:

· The resource can be addressed by a URI, over Mca, Mcc, and Mcc',  with the actual path portion of the URI defining the entire relationship for the target resource within the resource structure. This is a structured representation of the resources within a CSE where the parent relationship chain is embedded in the resource address. Example:  IN-CSEID.m2m.myoperator.org/CSERoot/myAppX/myContainerY 

· The resource can be addressed by a URI, over Mca, Mcc, and Mcc', with the resource identifier given by its Hosting CSE during the resource creation procedure. Hence the actual parent relationship chain is not known a priori and the hosting CSE needs to resolve the logical location of the target resource in the chain of relationship within the resource structure. Example:  "node2.m2m.myoperator.org/CSERoot/mCY
” where the same container of the previous example is directly addressed. mCY is the resource identifier that was given by the Hosting CSE for myContainerY
· The resource can be addressed via two parameters over Mca;  namely the CSE-ID of the host where the resource is located, and/or the resource identifier of the actual target resource. This case is applicable only to intra-domain routing. To proxy this request onwards over the Mcc interface, if applicable, the Registrar CSE can proxy the request to the IN-CSE including these two parameters ; optionally the Registrar CSE shall use the CSE-ID to generate the complete target host name in accordance with the rules define in clause 6.4.1.1.  

Note in this scenario it is assumed that the actual node identifiers are used in the host name to enable the generation of the host name. The CSEBase is used to identify the CSE-ID   

This case is an optimization of the second case, since the host name included in the URI has to be generated, as an option, in this case by the Registrar CSE before it can send the request to the target CSE (via the IN node). Example: the same resource addressed in the previous bullet will be provided by the requesting entity to the receiving CSE by means of the identifiers “CSE4-CSEID” and “mCY” and then it will be resolved to "CSE4-CSEID.IN-CSEID.m2m.myoperator.org/CSERoot/mCY”

These 3 methods shall all be supported by all M2M nodes, notably the Registrar CSEs receiving requests, before they proxy these requests any further, where applicable. 
----------------------- End of change 2 -----------------------
----------------------- Start of change 3 -----------------------
9.6.1
Common Attributes

Many of the attributes of the resources described in the present document are common. Such attributes are described here once in order to avoid duplicating the description for every resource that contains it.

Attributes that are only used in one or two resource types are described only in the clause for that resource type.

Table 9.6.1-1: Common Attributes
	Common Attribute
	Description

	resourceType 
	Resource Type. This Write Once (at creation time then cannot be changed) resourceType attribute identifies the type of resources as specified in clause 9.6. Each resource shall have a resourceType attribute.

	parentID
	The system shall assign the value to this attribute according to the parameters given in the CREATE Request.

It establishes the parent-child relationship by identification of the parent of this child resource. Such identifier shall use the non-hierarchical URI representation. For example, an AE resource with the identifier ”myAE1” which has been created under the resource “…//example.com/oneM2M/myCSE”, the value of the parentID attribute will contain “…//parentID”.

	accessControlPolicyIDs
	The attribute contains a list of identifiers (either an ID or a URI depending if it is a local resource or not) of an <accessControlPolicy> resource. The privileges defined in the <accessControlPolicy> resource that are referenced determine who is allowed to access the resource containing this attribute for a specific purpose (e.g., Retrieve, Update, Delete, etc.).

If a resource type does not have an accessControlPolicyIDs attribute definition, then the accessControlPolicy for that resource is governed in a different way, for example, the accessControlPolicy associated with the parent may apply to a child resource that does not have an accessControlPolicyIDs attribute definition, or the privileges for access are fixed by the system. Refer to the corresponding resourceType and procedures to see how permissions are handled in such cases.

If a resource type does have an accessControlPolicyIDs attribute definition, but the (optional) accessControlPolicyIDs attribute is not set, or it is set to a value that does not correspond to a valid, existing <accessControlPolicy> resource, or it refers to an <accessControlPolicy> resource that is not reachable (e.g., because it is located on a remote CSE that is offline or not reachable), then the system default access permissions shall apply.

All resources are accessible only if the privileges from the Access Control Policy grants it, therefore all resources shall have an associated AccessControlPolicyIDs attribute, either explicitly (setting the attribute in the resource itself) or implicitly (either by using the parent privileges or the system defaults). Which means that the system shall provide a default access privileges in case that the Originator does not provide a specific AccessControlPolicyIDs during the creation of the resource, Default access grants the configures privileges to the originator (e.g.,  depending on the prefix of URI of the resource).

This attribute is absent from the resource in some cases, especially if the resource shall have the same privileges of the parent resource; such an attribute is therefore not needed.

To update this attribute, a Hosting CSE shall check whether an Originator has Update permission in selfPrivileges of the <accessControlPolicy> resource which this attribute originally indicates.

	creationTime
	Time/date of creation of the resource.

This attribute is mandatory for all resources and the value is assigned by the system at the time when the resource is locally created. Such an attribute cannot be changed.

	expirationTime
	Time/date after which the resource will be deleted by the hosting CSE. This attribute can be provided by the Originator, and in such a case it will be regarded as a hint to the hosting CSE on the lifetime of the resource. The hosting CSE can however decide on the real expirationTime. If the hosting CSE decides to change the expirationTime attribute value, this is communicated back to the Originator.

The lifetime of the resource can be extended by providing a new value for this attribute in an UPDATE operation. Or by deleting the attribute value, e.g., by not providing the attribute when doing a full UPDATE, in which case the hosting CSE can decide on a new value.

This attribute shall be mandatory. If the Originator does not provide a value in the CREATE operation the system shall assign an appropriate value depending on its local policies and/or M2M service subscription agreements.

	lastModifiedTime
	Last modification time/date of the resource.

This attribute shall be mandatory and its value is assigned automatically by the system each time that the addressed target resource is modified by means of the UPDATE operation.

	stateTag
	An incremental counter of modification on the resource. When a resource is created, this counter is set to 0, and it will be incremented on every modification of the resource. 
NOTE: In order to enable detection of overflow, the counter needs to be capable of expressing sufficiently long numbers. .

NOTE: This attribute has the scope to allow identifying changes in resources within a time interval that is lower than the one supported by the attribute lastModifiedTime (e.g., less than a second or millisecond). This attribute can also be used to avoid race conditions in case of competing modifications. 

Modifications (e.g., update/delete) can be made on the condition that this attribute has a given value.

	labels
	Tokens used as keys for discovering resources.

This attribute is optional and if not present it means that the resource cannot be found by means of discovery procedure which uses labels as key parameter of the discovery.

	link
	This attribute shall be present only on the announced resource. This attribute shall provide the link (URI) to the original resource. 

	announceTo
	This attribute shall only be present on the original resource if it has been announced to other CSEs. This attribute maintains the list of URIs to the announced resources. Updates on this attribute will trigger new resource announcement or de-announcement.
In case of new resource announcement, either the exact URI to the announced resource that is to be created can be provided, or the CSE-ID of the remote CSE can be provided. In the later case, the original resource-hosting CSE will decide the exact location of the announced resource in the remote CSE identified by the CSE-ID.

	announcedAttribute
	This attributes shall only be present on the original resource if some Optional Announced (OA) type attributes have been announced to other CSEs. This attribute maintains the list of the announced Optional Attributes (OA type attributes) in the original resource. Updates to this attribute will trigger new attribute announcement if a new attribute is added or de-announcement if the existing attribute is removed.

	resourceID
	This attribute is an identifier for resource that is used for ‘non-hierarchical URI method’ or ‘IDs based method’ cases. 
This attribute shall be provided by the Hosting CSE when it accepts a resource creation procedure. The Hosting CSE shall assign a resource ID which is unique in the CSE. 


Rapporteur’s Note: Add the following row of resourceID as a common attribute in the tables of “attribute <xxx> resource”. This is applicable to all the resource types defined under clause 9.6 except resource type CSEBase and AE.
	resourceID
	1
	WO
	See clause 9.6.1 where this common attribute is described.
	MA


----------------------- End of change 3 -----------------------
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