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1
Introduction

This contribution proposes adding some guidelines for how the system creates application instance ID as well as support for multi-user applications
* * * Start of 1st Change * * * 

7.1.2
Application Entity Identifier (AE-ID)

An Application Entity Identifier (AE-ID) uniquely identifies an AE resident on an M2M Node, or an AE that requests to interact with an M2M Node. An AE-ID shall identify an Application Entity for the purpose of all interactions within the M2M System.
It is the responsibility of the M2M Service Provider to ensure that the AE-ID is globally unique. The AE-ID shall include the Application ID (see clause 7.1.3).

To that effect there are 2 cases:

Case 1: The AE itself provides its own AE-ID and shall include it at registration, for example it can be pre-provisioned in the AE
Case 2: The AE does not provide an AE-ID In this case the local CSE shall create the AE-ID upon successful AE registration and return it to the AE.
For case 1, how global uniqueness of such identifier is achieved is left to implementation of the AE. An example on how to achieve uniqueness is by appending the CSE-ID of the Local CSE to the non-global AE-ID. (see below how the local CSE can ensure global uniqueness of an AE provisioned AE-ID) 
For case2, the local CSE should assume that the App-Inst-ID is made up of two parts, the first part shall include the Application ID (see clause 7.1.3). If the registered AE included an application token in its registration request, then the local CSE shall append that token before the Application ID. The second part is implementation adependent.
For either of the above cases, it is the responsibility of the local CSE to ensure global uniqueness of the AE-ID used withn the M2M system. This could be achieved by including the local CSE-ID. However in case 1, the local CSE shall maintain a mapping between the AE provisioned AE-ID, and the local CSE corresponding AE-ID used within the MM system for the duration of the registration..
* * * End of 1st Change * * * 

* * * Start of 2ndChange * * * 

Table 9.6.5-2: Attributes of <AE> resource

	Attribute Name of <AE>
	Multiplicity
	RW/

RO/

WO
	Description
	<AEAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	accessControlPolicyIDs
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	creationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described.
	MA

	announceTo
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	announcedAttribute
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	name
	1
	RO
	The (usually human readable) name of the application, as declared by the application developer (e.g., "HeatingMonitoring")
	OA

	App-ID
	1
	RO
	Application Identifier
	OA

	AE-ID
	1
	RO
	The identifier of the Application Entity (see clause 7.1.2). 
	OA

	pointOfAccess
	0..n
	RW
	The list of addresses for communicating with the registered Application Entity over Mca reference point via the transport services provided by Underlying Network (e.g., IP address, FQDN, URI). This attribute shall be accessible only by the AE and the hosting CSE.
	OA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is managed and understood by the AE; to be passed to the AE.
	OA

	nodeLink
	0..1
	RO
	A reference (URI) of a <node> resource that stores the node specific information. 
	OA

	ApplicatioToken
	0..1
	RW 
	An application token that is to be included in the AE-ID returned by the CSE to the application for subsequent use
	


* * * End of 2nd Change * * * 

* * * Start of 3rd Change * * * 

Figure 9.6.5-1: Structure of <AE> resource 


Editor's Note: To update the picture to include "application tioken”

* * * End of 3rd Change * * * 
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