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Introduction
The <request> resource is used for the non-blocking request procedure. In the current specification, the same mechanism for <request> resource creation applies to both synchronous and asynchronous non-blocking request procedure. The receiver (transt CSE or hosting CSE) of the request message will always create the <request> resource for a non-blocking request. Different with the synchronous case for the originator to retrieve result from the <request> resource, for asynchronous case, the originator includes a notification URI in the request message, when the transit CSE forwars the request message to the hosting CSE, the notification URI is also received in the hosting CSE. When the operation on the target resource is completed, the hosting CSE generates the notification message with the operation result and send it to the notification URI provided by the originator. That is, for asynchronous case, the notification message to feedback result to the originator is initialted by the hosting CSE, there’s no need for the transit CSE to create a <request> resource. 
Proposal
1. For asynchronous non-blocking request procedure, the <request> resource is created at the hosting CSE but not at the transit CSE. 

2.  The notificationURI provided by the originator should be stored in the <request> resource for asynchronous non-blocking request procedure.
3. If the rc parameter in the request message is set to “nothing”, no need to create the <request> resource in the receiver CSE.

4. some editorial cleanup.

-----------------------Start of the 1st change -------------------------------------------
8.2.2
Accessing Resources in CSEs - Non-Blocking Requests

Two different cases to allow the Originator of a request to obtain the result of a requested operation are defined in the following clauses.
8.2.2.1
Response with Reference to Result of Requested Operation

In case the Originator of a Request has asked for only a response with an Acknowledgement of the Request and a reference to the result of the requested operation - see rt parameter in clause 8.1.2 - it is necessary to provide a prompt response to the Originator with a reference to an internal resource on the Registrar CSE or another specified reference, so that the Originator can retrieve the outcome of the requested operation at a later time. The details of such an internal resource are defined in clause 9.6.11. The reference is provided in the response to the Request. The abbreviation "Req‑Ref" is used for simplicity in the figures of the following clauses.


8.2.2.2
Synchronous Case

In the synchronous case, it is assumed that the Originator of a Request is not able to receive asynchronous messages, i.e. all exchange of information between Originator and Registrar CSE needs to be initiated by the Originator.

In that case the information flow depicted in figure 8.2.2.2-1 is applicable. For the flow depicted in figure 8.2.2.2-1 it is assumed that completion of the requested operation happens before the Originator is trying to retrieve the result of the requested operation with a second request referring to the "Req-Ref" provided in the Response to the original Request.

Another variation of the information flow for the synchronous case is depicted in figure 8.2.2.2-2. In this variation it is assumed that the requested operation completes after the second request but before the third request sent by the Originator.

Equivalent information flows are valid also for cases where the target resource of the requested operation is not hosted on the Registrar CSE. From an Originator's perspective there is no difference as the later retrieval of the result of a requested operation would always be an exchange of Request/Response messages between the Originator and the Registrar CSE using the reference to the original request.
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Figure 8.2.2.2-1: Non-blocking access to resource in synchronous mode
(Hosting CSE = Registrar CSE), requested operation completed before second request



[image: image4.emf]Originator

RegistrarCSE = Hosting 

CSE

The addressed resource 

is stored here.

Request (access resource)

Response (Req-Ref)

Request (Req-Ref)

CSE generates response in 

line with meta information 

parameters of original 

request.

operation times out again

CSE starts the requested 

operation to access the 

resource. Needs more time 

to complete.

CSE verifies Access Rights

accepts request

Response(result)

Response (Req-Ref)

Requested operation 

completes. Operation result 

recorded in RegistrarCSE

Request (Req-Ref)

CSE generates response in 

line with meta information 

parameters of original 

request.


Figure 8.2.2.2-2: Non-blocking access to resource in synchronous mode
(Hosting CSE = Registrar CSE), requested operation completed after the second
but before the third request
8.2.2.3
Asynchronous Case

In the asynchronous case, it is assumed that the Originator of a Request is able to receive notification messages, i.e. the Registrar CSE could send an unsolicited message to the Originator at an arbitrary time to send the result to a notification target. The possible mechanisms for the notification to reach the Originator are the same as in the case of a notification after a subscription.

In that case the information flow depicted in figure 8.2.2.3-1 is applicable. In this case it is assumed that the Originator of the Request provided a reference - notificationReference - for notification when the result of the requested operation is available.

Equivalent information flows are valid also for cases where the target resource of the requested operation is hosted on the Registrar CSE. From an Originator's perspective there is no difference as the later notification of the result of a requested operation would always be an exchange of request/response messages between the Originator and the Registrar CSE using reference to the original Request.
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Figure 8.2.2.3-2: Non-blocking access to resource in notification mode 
(Hosting CSE not equal to Registrar CSE), Originator provided reference for notification
-----------------------Start of the 2nd change -----------------------------------------
9.6.12
Resource Type request
The use of <request> resource type is optional depending on the configuration.

Creation of a <request> resource can only be done on a receiver CSE implicitly when a originator AE or CSE issues a request to the receiver CSE targeting any other resource type or requesting a notification. Creation of a <request> resource instance  is only permitted by the receiver CSE as a result of a request from an originator which contains the rt parameter in the request message and where rt parameter is set to 'nonBlockingReqeustSynch' or 'nonBlockingRequestAsynch' and the rc parameter is not set to “nothing”.
When a CSE is requested to initiate an operation for which the result should be available to the originator by reference (rt information of the request set to 'nonBlockingReqeustSynch'), the receiver  CSE which received the request directly from the originator shall provide a reference of the created <request> resource back to the originator so that the originator can access attributes of the <request> at a later time - for instance in order to retrieve the result of an operation that was taking a longer time. If the receiver CSE uses resources of type <request> to keep such context information, the reference that shall be given back to the originator as part of the acknowledgment that is the address of the <request> resource. The originator (or any other authorized entity depending on access control) can access the request status and the requested operation result through it.
When a CSE is requested to send the result to the originator by the notification method (rt information of the request set to 'nonBlockingReqeustAsynch'), the hosting CSE creates a <request> resource and keep the notificationURI received from the originator. When the result of the requested operation is available, the hosting CSE sends the notification message to the notificationURI at an arbitrary time carrying the operation result.
The <request> resource may be deleted by the CSE that is hosting it when the expiration time of the <request> resource is reached. So after the expiration time of a <request> resource is reached it cannot be assumed that that particular <request> resource is still accessible. Depending on implementation of the CSE that is hosting it, a <request> resource may also get deleted earlier than the expiration time, when the result of the requested operation (if any result was requested at all) has been sent back to the originator.

For the purpose of providing a standardized structure for expressing and accessing the context of a previously issued request, the resource type <request> is defined. The parent resource of a <request> resource shall be the <CSEBase> resource of the hosting CSE.
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Figure 9.6.12-1: Structure of <request> resource
The <request> resource shall contain the child resources specified in table 9.6.12-1.
Table 9.6.12-1: Child resources of <request> resource
	Child Resources of <request>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8


The <request> resource shall contain the attributes specified in table 9.6.12-2.
Table 9.6.12-2: Attributes of <request> resource

	Attributes of 
<request>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType 
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	resourceID
	1
	WO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described. The value of the expirationTime is chosen by the CSE dependent on the rqet, rset, rp and oet parameters associated with the original request.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described.

	stateTag
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	operation
	1
	RO
	It contains the value of the parameter op in the original request message.

	target
	1
	RO
	It contains the value of the parameter to in the original request message. 

	originator
	1
	RO
	It contains the value of the parameter fr in the original request message.

	requestID
	1
	RO 
	It contains the value of the parameter ri in the original request message.

	metaInformation
	1
	RO
	Meta information about the request. The content of this attribute is equivalent to information in any other optional parameters described in clause 8.1.

	content
	1
	RO
	Contains the content that is carried in the cn parameter of the original request message. Including the notificationURI if received from the originator for result notification.

	requestStatus
	1
	RO
	Contains information on the current status of the Request, e.g. "accepted and pending". 

	operationResult
	1
	RO
	Contains the result of the originally requested operation in line with the rc parameter associated with the original request.


All operations on <request> resources except for the CREATE operations - which can only be triggered implicitly by a request for which a <request> resource shall capture the context - are controlled by the access control policy.
-----------------------Start of the 3rd change -----------------------------------------
10.2.5
Access to Remotely Hosted Resources via <delivery>
10.2.5.1
Introduction to usage of <delivery> resource type
In this introduction an example for delivering information from a source CSE to a target CSE via the use of the <delivery> resource is explained.

The information flow depicted in figure 10.2.5.1-1 defines the exchange of Requests/Responses for processing an original request targeting a resource that is not hosted on the Registrar CSE of the request Originator. The following assumptions hold:

· Originator is AE1.
· AE1 is registered with CSE1, i.e. CSE1 is the Registrar CSE for AE1.
· The original Request is an UPDATE to a remote resource hosted on CSE3, i.e. CSE3 is the hosting CSE for the target resource.
· UPDATE options in the original Request are selected such that no feedback after completion of the update operation was requested, i.e. AE1 decided that it does not need to hear back from CSE3; this is expressed by setting the rc information to "nothing", see clause 8.1.2.
· Delivery related parameters  included in the original UPDATE request (may be set via CMDH policies): rqet, ec, da and rp:
· rqet indicates how long the forwarding of the request can last at most.

· ec  indicates the event category that should be used by CMDH to handle this request.

· rp indicates how long after the request has expired, the local request context should still be available for retrieving status or result information.

· da would be set to ON indicating that <delivery> resource shall be used for forwarding the request.

· CSE1 is the CSE of an Application Service Node.

· CSE1 is registered with CSE2 and interacts with CSE2 via the reference point Mcc(1).

· CSE2 is the CSE of a Middle Node.
· CSE2 is registered with CSE3 and interacts with CSE3 via the reference point Mcc(2)

· CSE3 is the CSE of an Infrastructure Node.

The Originator AE1 shall get a confirmation from CSE1 when the original Request is accepted. The response informs AE1 that CSE1 has accepted the Request and has accepted responsibility to execute on the requested operation. Furthermore, AE1 has expressed by setting rc to "nothing" that no result of the requested operation is expected to come back from CSE3. With the provided reference (Req-Ref in figure 10.2.5.1-1. AE1 can retrieve the status of the issued request at a later time, for instance to find out if the request was already forwarded to CSE2 or if it is still waiting for being forwarded on CSE1. Before accepting the request from AE1, CSE1 has also verified if the delivery related parameters expressed by AE1 (settings of rqet and ec) are in line with provisioned CMDH policies. AE1 may not be authorized to use certain values for rqet or ec.

In line with the delivery related parameters, CSE1 is generating a local <delivery> resource on CSE1 and attempts to forward the content of it in line with provisioned CMDH policies at a suitable time and via a suitable connection to CSE2 by requesting the creation of a <delivery> resource on CSE2. In this example case, the lifespan attribute of this delivery resource is set to the same value as the rqet parameter expressed by AE1. In general - i.e. also in cases where more than one original request is aggregated into a single create request for a <delivery> resource - the lifespan and eventCat attributes of the  created <delivery> resource shall be set consistent with the rqet and ec parameters in the set of original requests. See the attribute definitions in clause 9.6.11.

CSE1 shall use a blocking request for requesting creation of a <delivery> resource on CSE2.

When CSE2 has accepted the incoming request from CSE1, CSE1 may delete the data attribute of the local <delivery> resource. Furthermore - if the expiration time of the local <delivery> resource is not exhausted - CSE1 shall update the status of the local <delivery> resource to indicate that it has been forwarded to CSE2. 
When CSE2 has accepted the request to create a local <delivery> resource, it shall attempt to forward it to CSE3. In line with the delivery related parameters, CSE2 shall create a local <delivery> resource on CSE2 and shall attempt to forward it in line with provisioned CMDH policies at a suitable time and via a suitable connection to CSE3 by requesting the creation of a <delivery> resource on CSE3.

CSE2 shall use a blocking request for requesting creation of a <delivery> resource on CSE3.

When CSE3 has accepted the incoming request from CSE2, CSE2 may delete the data attribute of the local <delivery> resource. Furthermore - if the expiration time of the local <delivery> resource is not exhausted - the Registrar CSE shall update the status of the local <delivery> resource to indicate that it has been forwarded to CSE3.

When CSE3 has accepted the request to create a local <delivery> resource, it shall determine that the target of the delivery was CSE3 itself. Therefore it shall forward internally the original request contained in the data attribute of the <delivery> resource.

Within CSE3, functions that are responsible for checking and executing local access to resources in CSE3 will execute the originally requested UPDATE operation. If successful, the targeted resource will be updated with the content provided by the Originator.

Since in the depicted case no result needed to be sent back to the Originator, the processing for the requested operation is then completed.


[image: image8.emf]Mcc2 Mcc1 CSE1

AE1 attached to CSE1 X

CSE2 CSE3

Response(Req-Ref)

Request(op=C, to=/{CSE2}, 

type=delivery, fr, cn=delReqData)

Response

Request(op=C, to=/

{CSE3},type=delivery, fr, 

cn=delReqData)

Response

Request( op=U, to=/{CSE3}/{R-ID}, 

fr, cn, rqet, ec, rp, da )

[1]

Internal processing

(execution of UPDATE(R-ID, R-Data, options)  )

[1]:

Internal processing

(check on acceptance of request)

[1]

[1]

Scheduling Decision

(policy driven)

[2]

[2]:

Internal processing

(CMDH responsible to deliver)

[2]

[3]

[3]:

Internal processing

(CMDH passing on original request 

to other internal CSFs)

[2]


Figure 10.2.5.1-1: CMDH information flow for 2 hops - 
no result needs to be returned after operation completes

The following procedures shall be triggered by requesting the corresponding operations on a <delivery> resource:

· Initiate the delivery of one or more original request(s) stored for later forwarding from one CSE to another CSE:
· Request a CREATE operation for a <delivery> resource from an issuing CSE to a receiving CSE.

· The original request(s) need to be contained in the "data" attribute of the <delivery> resource.

· If successful, the receiving CSE takes the responsibility to further execute on the delivery process for the original Request.

· If not successful, the issuing CSE cannot assume that the receiving CSE will carry out the delivery of the original request.

· Get information about the status of a pending delivery process for an original request:
· Request a RETRIEVE operation of the content of a <delivery> resource representing a pending delivery or part of it.

· The status of the pending forwarding process is reflected the "deliveryMetaData" attribute defined in the <delivery> resource.

· Change parameters of pending delivery process:
· Request an UPDATE operation on applicable attributes of the <delivery> resource representing the pending delivery.

· For instance the time allowed for completion of a delivery process could be modified by updating the "lifespan" attribute of an existing <delivery> resource.

· Cancel a pending delivery request:
· Request a DELETE operation of a <delivery> resource that represents a pending delivery process.

-----------------------Start of the 4th change -----------------------------------------
10.2.20.1
Create <request>
As specified in Clause 9.6.12, creation of a <request> resource can only be done on a Receiver CSE implicitly when a originator AE or CSE issues a request to the Receiver CSE for targeting any other resource type or requesting a notification in non-blocking mode and the rc parameter is not set to “nothing”. Therefore, the creation procedure of a <request> resource cannot be initiated explicitly by an Originator. Creation of a <request> procedure is processed on a Receiver CSE to support a standardized interface to information representing the context and current status of a non-blocking request issued by a originator AE or a CSE at an earlier time

The specific condition when a <request> resource is created is as follows: When an AE or CSE issues a request for targeting any other resource type or requesting a notification in non-blocking mode , i.e. the rt parameter of the request is set to either ‘nonBlockingRequestSynch’ or ‘nonBlockingRequestAsynch’, and if the receiver CSE of the Originator supports the <request> resource type as indicated by the ‘supportedResourceType’ attribute of the <CSEBase> resource representing the receiver CSE, the receiver CSE shall create an instance of <request> to capture and expose the context of the associated non-blocking request. For Asynchronous case, the <request> resource is only created at the hosting CSE.
The Receiver CSE of a non-blocking Request 
· 
· 
is the Hosing CSE for the <request> resource that shall be associated with the non-blocking request.
The hosting CSE shall follow the procedure outlined in this clause
Step 001: The Receiver shall:

a. Assign an identifier to the <request> resource to be created.

b. Assign a value to the following common attributes specified in clause 9.6.1: 

c. parentID;

d. creationTime;

e. expirationTime: The Receiver shall assign a value that is consistent with the rqet, rc, rset and rp parameters effective for the associated non-blocking request that implied the creation of this <request> resource (within the restriction of the Receiver policies). If a value consistent with the rqet, rc, rset and rp parameters effective for the associated non-blocking request that implied the creation of this <request> resource cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

f. lastModifiedTime: which is equals to the creationTime;

g. stateTag;

h. accessControlPolicyIDs: Populate with one ID of an <accessControlPolicy> that  contains  the following:

i. In the ‘privileges’ child resource

1. Allow RUD operations to  <request> resource being created to the hosting CSE

2. Allow RD operations to this <request> resource being created to the Originator of the associated non-blocking request, i.e. the value of the parameter fr in the associated non-blocking request that implied the creation of this <request> resource 

ii. In the 'selfPrivileges' child resource

1. Allow U operations the parent <accessControlPolicy> resource to the Originator of the associated non-blocking request, i.e. the value of the parameter fr in the associated non-blocking request that implied the creation of this <request> resource 
i. Assign any other RO (Read Only) attributes of <request> resource type within the restriction of the Receiver policies:

j. operation: Value of the parameter op in the associated non-blocking request that implied the creation of this <request> resource;

k. target: Value of the parameter to in the associated non-blocking request that implied the creation of this <request> resource;

l. originator: Value of the parameter fr in the associated non-blocking request that implied the creation of this <request> resource;

m. requestIdentifier: Value of the parameter ri in the associated non-blocking request that implied the creation of this <request> resource;
n. metaInformation: The content of this attribute is set to information in any other optional parameters described in clause 8.1. given in the associated non-blocking request that implied the creation of this <request> resource;

o. content: Value of the parameter cn – if any – in the associated non-blocking request that implied the creation of this <request> resource;

p. requestStatus: Information on the initial status of the associated non-blocking request that implied the creation of this <request> resource. The initial value of this attribute shall be identical to the status that is contained in the Acknowledgement response message of the associated non-blocking request. Possible values for status information contained in this attribute are specified in TS-0004. The value of this attribute is subject to changes according to the progress in processing of the non-blocking request that implied the creation of this <request> resource;

q. operationResult: Initially Empty. This attribute will be used for representing the result of the originally requested operation – if any – in line with the rc parameter in the associated non-blocking request that implied the creation of this <request> resource.
Step 002: The Receiver shall create the <request> resource.
Table 10.2.20.1-1: <request> CREATE
	<request> CREATE

	Associated Reference Point
	None



	Information on Request message
	Not applicable. For <request> resources, explicit creation via a Request message shall not be supported

	Pre-Processing at Originator
	Not applicable. There is no Originator. <request> resources are only created implicitly. 

	Processing at Receiver
	Different to the non-registration CREATE procedure described in clause 10.1.1.1, see outlined steps described in the present clause above.

	Information on Response message
	Not applicable. Since <request> resources shall not be created explicitly, no response messages will be sent after creation. However, the address of a <request> resource will be passed back as a reference to the Originator of an associated non-blocking request that implied the creation of this <request> resource.

	Post-Processing at Originator
	None 

	Exceptions
	None


-----------------------End of changes ---------------------------------------------
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