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Introduction
Table 9.6-1 Resource Summary provides a consolidated view of the resources specified in the TS. The first column heading is “Resource Type” (which suggests that the table lists only Resource Types), but the table contains a mixture of Resource Types and resource “instances” a.k.a. “specializations”. This is confusing and should be clarified. Since a resource specialization is inherently an instantiation of an existing Resource Type, it would be clearer to have separate tables for them; alternatively, if a single table is necessary or desired then the first column heading should be changed to reflect the mixed content (e.g., “Resource Type / specialization”) and a method to distinguish the two should be introduced. This CR proposes to split Table 9.6-1 into two tables.
There are also editorial issues with both the placement and content of the table, as follows. The text and table under heading 9.6 constitute a hanging paragraph in violation of clause 5.2.4 of the oneM2M Drafting Rules and should be placed into a discrete subclause. This CR proposes to replace the current heading “Common attributes” for subclause 9.6.1 with “Overview”, and to create three subclauses underneath 9.6.1 (“Resource Types”, “Resource specializations” and “Common attributes”). Table 9.6-1 also contains numerous errors (e.g., incorrect names and references) that are corrected herein.
Finally, Annex D is updated to replace the term “resource instance” with “resource specialization” for consistency with the other changes proposed herein.

-----------------------Start of change 1-------------------------------------------
9.6
Resource Types

9.6.1
Overview

9.6.1.1
Resource Type summary
Table 9.6.1.1-1 introduces the normal and virtual resource types and their related child or parent resource types. Details of each resource type follow in the remainder of this clause.

Table 9.6.1.1-1 lists each specified <resourceType>. An addition of suffix "Annc" to such <resourceType> indicates the associated announced resource type.
Table 9.6.1.1-1 Resource Types
	Resource Type
	Short Description
	Child Resource Types
	Parent Resource Types
	Clause

	
	
	
	
	

	accessControlPolicy
	Stores a representation of privileges. It is associated with resources that shall be accessible to entities external to the hosting CSE. It controls "who" is allowed to do "what" and the context in which it can be used for accessing the resources
	subscription
	AE, remoteCSE, CSEBase
	9.6.2

	
	
	
	
	

	AE
	Stores information about the AE. It is created as a result of successful registration of an AE with the registrar CSE
	subscription, container, group, accessControlPolicy, pollingChannel
	remoteCSE, CSEBase
	9.6.5

	
	
	
	
	

	
	
	

	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	

	
	

	
	
	

	
	

	
	
	

	
	

	container
	Shares data instances among entities. Used as a mediator that takes care of buffering the data to exchange "data" between AEs and/or CSEs. The exchange of data between AEs (e.g. an AE on a Node in a field domain and the peer-AE on the infrastructure domain) is abstracted from the need to set up direct connections and allows for scenarios where both entities in the exchange do not have the same reachability schedule
	container, contentInstance, subscription
	AE, container, remoteCSE, CSEBase
	9.6.6

	contentInstance
	Represents a data instance in the container resource
	subscription
	container
	9.6.7

	CSEBase
	The structural root for all the resources that are residing on a CSE. It shall store information about the CSE itself
	remoteCSE, node, 
AE, 
container, group, accessControlPolicy, subscription, mgmtCmd, locationPolicy, statsConfig, statsCollect, request, delivery, 
schedule
	None specified
	9.6.3

	delivery
	Forwards requests from CSE to CSE
	subscription
	CSEBase
	9.6.11

	eventConfig
	Defines events that trigger statistics collection
	subscription
	statsConfig
	9.6.24

	execInstance
	The Execution Instance resource contains all execution instances of the same management command mgmtCmd
	subscription
	mgmtCmd
	9.6.17

	fanOutPoint
	Virtual resource containing target for group requests

It is used for addressing bulk operations to all the resources that belong to a group
	None specified
	group
	9.6.14

	group
	Stores information about resources of the same type that need to be addressed as a Group. Operations addressed to a Group resource shall be executed in a bulk mode for all members belonging to the Group
	fanOutPoint,
subscription
	AE, remoteCSE, CSEBase
	9.6.13

	locationPolicy
	Includes information to obtain and manage geographical location. It is only referred from container, the contentInstances of the container provides location information
	subscription
	CSEBase
	9.6.10

	
	

	
	
	

	mgmtCmd
	Management Command resource represents a method to execute management procedures required by existing management protocols
	execInstance,
subscription
	CSEBase
	9.6.16

	mgmtObj
	Management Object resource represents management functions that provide an abstraction to be mapped to external management technology. It represents the node and the software installed in the node.
NOTE: See clause 9.6.1.2 for a summary of specializations of <mgmtObj>.
	
subscription, mgmtObj
	node, 

mgmtObj
	9.6.15

Annex D

	m2mServiceSubscriptionProfile
	Data pertaining to the M2M Service Subscription
	serviceSubscribedNode,

subscription
	None specified
	9.6.19

	node
	Represents specific Node information
	mgmtObj, 
subscription


	AE, 

CSEBase, remoteCSE
	9.6.18

	
	
	
	
	

	
	
	

	
	

	pollingChannel
	Represent a channel that can be used for a request-unreachable entity
	pollingChannelURI
	remoteCSE, 
AE
	9.6.21

	remoteCSE
	Represents a remote CSE for which there has been a registration procedure with the registrar CSE identified by the CSEBase resource
	AE, 
container, group, accessControlPolicy, subscription, pollingChannel, schedule
	CSEBase
	9.6.4

	request
	Expresses/access context of an issued Request
	subscription
	CSEBase
	9.6.12

	schedule
	Contains scheduling information for delivery of messages
	subscription
	subscription, mgmtObj, CSEBase, remoteCSE
	9.6.9
Annex D

	serviceSubscribedNode
	Node information
	subscription
	m2mServiceSubscriptionProfile
	9.6.20

	statsCollect
	Defines triggers for the IN-CSE to collect statistics for applications
	subscription
	CSEBase (in IN-CSE)
	9.6.25

	statsConfig
	Stores configuration of statistics for applications
	eventConfig,
subscription
	CSEBase (in IN-CSE)
	9.6.23

	subscription
	Subscription resource represents the subscription information related to a resource. Such a resource shall be a child resource for the subscribe-to resource
	schedule
	accessControlPolicy, 
AE, 
container, CSEBase, delivery, eventConfig, execInstance, group, contentInstance, 
locationPolicy, mgmtCmd, mgmtObj, m2mServiceSubscriptionProfile, 
node, serviceSubscribedNode, remoteCSE, request, schedule, statsCollect, statsConfig
	9.6.8


9.6.1.2
Resource Type specializations
Table 9.6.1.2-1 lists specializations of the <mgmtObj> Resource Type in which the mgmtDefinition attribute contains an enumerated value that provides further definition of the resource.
Table 9.6.1.2-1 Specializations of <mgmtObj>
	Resource instance
	Short Description
	Child Resource Types
	Parent Resource Types
	Clause

	activeCmdhPolicy
	Provides a link to the currently active set of CMDH policies.
	None specified
	node
	D.12.1

	areaNwkDeviceInfo
	Provides information about the Node in the M2M Area Network
	subscription
	node
	D.6

	areaNwkInfo
	Describes the list of Nodes attached behind the MN node and its physical or underlying relation among the nodes in the M2M Area Network
	subscription
	node
	D.5

	battery
	Provides the power information of the node. (e.g. remaining battery charge)
	subscription
	node
	D.7

	cmdhBuffer
	Defines CMDH buffer usage limits
	subscription
	cmdhPolicy
	D.12.8

	cmdhDefaults
	Defines CMDH default values
	cmdhDefEcValue, cmdhEcDefParamValues

subscription
	cmdhPolicy
	D.12.2

	cmdhEcDefParamValues
	Represent a specific set of default values for the CMDH related parameters
	subscription
	cmdhDefaults
	D.12.4

	cmdhDefEcValue
	Defines a value for the ec (event category) parameter of an incoming request when it is not defined
	subscription
	cmdhDefaults
	D.12.3

	cmdhLimits
	Defines limits for CMDH related parameter values
	subscription
	cmdhPolicy
	D.12.5

	cmdhNetworkAccessRules
	Defines rules for the usage of underlying networks
	cmdhNwAccessRule

subscription
	cmdhPolicy
	D.12.6

	cmdhNwAccessRule
	Defines a rule for the usage of underlying networks
	schedule

subscription
	cmdhNetworkAccessRules
	D.12.7

	cmdhPolicy
	A set of rules defining which CMDH parameters will be used by default
	cmdhDefaults, cmdhLimits,  cmdhNetworkAccessRules, cmdhBuffer

subscription
	node
	D.12

	deviceCapability
	Contains information about the capability supported by the Node
	subscription
	node
	D.9

	deviceInfo
	Contains information about the identity, manufacturer and model number of the device
	subscription
	node
	D.8

	eventLog
	Contains information about the log of events of the Node
	subscription
	node
	D.11

	firmware
	Provides information about the firmware of the Node (e.g., name, version)
	subscription
	node
	D.2

	memory
	Provides the memory (typically RAM) information of the node. (e.g. the amount of total volatile memory)
	subscription
	node
	D.4

	reboot
	Used to reboot or reset the Node
	subscription
	node
	D.10

	software
	Provides information about the software of the Node
	subscription
	node
	D.3


9.6.1.3
Common Attributes

Many of the attributes of the resources described in the present document are common. Such attributes are described here once in order to avoid duplicating the description for every resource that contains it.

Attributes that are only used in one or two resource types are described only in the clause specific for that resource type.

Table 9.6.1.3-1: Common Attributes
	Common Attribute
	Description

	resourceType 
	Resource Type. This Write Once (assigned at creation time. and then cannot be changed) resourceType attribute identifies the type of resources as specified in clause 9.6. Each resource shall have a resourceType attribute.

	resourceID
	This attribute is an identifier for resource that is used for ‘non-hierarchical URI method’ or ‘IDs based method’ cases. 

This attribute shall be provided by the hosting CSE when it accepts a resource creation procedure. The hosting CSE shall assign a resourceID which is unique in the CSE. 

	parentID
	The system shall assign the value to this attribute according to the parameters given in the CREATE Request.

It establishes the parent-child relationship by identification of the parent of this child resource. Such identifier shall use the non-hierarchical URI representation. For example, an AE resource with the identifier "myAE1" which has been created under the resource "…//example.com/oneM2M/myCSE", the value of the parentID attribute will contain "…//parentID".

	accessControlPolicyIDs
	The attribute contains a list of identifiers (either an ID or a URI depending if it is a local resource or not) of an <accessControlPolicy> resource. The privileges defined in the <accessControlPolicy> resource that are referenced determine who is allowed to access the resource containing this attribute for a specific purpose (e.g. Retrieve, Update, Delete, etc.).

If a resource type does not have an accessControlPolicyIDs attribute definition, then the accessControlPolicy for that resource is governed in a different way, for example, the accessControlPolicy associated with the parent may apply to a child resource that does not have an accessControlPolicyIDs attribute definition, or the privileges for access are fixed by the system. Refer to the corresponding resourceType and procedures to see how permissions are handled in such cases.

If a resource type does have an accessControlPolicyIDs attribute definition, but the (optional) accessControlPolicyIDs attribute is not set, or it is set to a value that does not correspond to a valid, existing <accessControlPolicy> resource, or it refers to an <accessControlPolicy> resource that is not reachable (e.g. because it is located on a remote CSE that is offline or not reachable), then the system default access permissions shall apply.

All resources are accessible only if the privileges from the Access Control Policy grants it, therefore all resources shall have an associated AccessControlPolicyIDs attribute, either explicitly (setting the attribute in the resource itself) or implicitly (either by using the parent privileges or the system defaults). Which means that the system shall provide a default access privileges in case that the Originator does not provide a specific AccessControlPolicyIDs during the creation of the resource, Default access grants the configured privileges to the Originator (e.g. depending on the prefix of URI of the resource).

This attribute is absent from the resource in some cases, especially if the resource shall have the same privileges of the parent resource; such an attribute is therefore not needed.

To update this attribute, a hosting CSE shall check whether an Originator has Update permission in any selfPrivileges of the <accessControlPolicy> resources which this attribute originally indicates.

	creationTime
	Time/date of creation of the resource.

This attribute is mandatory for all resources and the value is assigned by the system at the time when the resource is locally created. Such an attribute cannot be changed.

	expirationTime
	Time/date after which the resource will be deleted by the hosting CSE. This attribute can be provided by the Originator, and in such a case it will be regarded as a hint to the hosting CSE on the lifetime of the resource. The hosting CSE can however decide on the real expirationTime. If the hosting CSE decides to change the expirationTime attribute value, this is communicated back to the Originator.

The lifetime of the resource can be extended by providing a new value for this attribute in an UPDATE operation. Or by deleting the attribute value, e.g. by not providing the attribute when doing a full UPDATE, in which case the hosting CSE can decide on a new value.

This attribute is mandatory. If the Originator does not provide a value in the CREATE operation the system shall assign an appropriate value depending on its local policies and/or M2M service subscription agreements.

	lastModifiedTime
	Last modification time/date of the resource.
This attribute is mandatory and its value is assigned automatically by the system each time that the addressed target resource is modified by means of the UPDATE operation.

	stateTag
	An incremental counter of modification on the resource. When a resource is created, this counter is set to 0, and it will be incremented on every modification of the resource. 
This attribute is mandatory.
NOTE 1: In order to enable detection of overflow, the counter needs to be capable of expressing sufficiently long numbers. .

NOTE 2: This attribute has the scope to allow identifying changes in resources within a time interval that is lower than the one supported by the attribute lastModifiedTime (e.g. less than a second or millisecond). This attribute can also be used to avoid race conditions in case of competing modifications. 

Modifications (e.g. Update/Delete) can be made on the condition that this attribute has a given value.

	labels
	Tokens used as keys for discovering resources.
This attribute is optional and if not present it means that the resource cannot be found by means of discovery procedure which uses labels as key parameter of the discovery.

	link
	This attribute shall be present only on the announced resource. This attribute shall provide the link (URI) to the original resource. 

	announceTo
	This attribute may be included in a CREATE or UPDATE Request in which case it contains a list of URIs/CSE-IDs which the resource being created/updated shall be announced to.
This attribute shall only be present at the original resource if it has been successfully announced to other CSEs. This attribute maintains the list of URIs to the successfully announced resources. Updates on this attribute will trigger new resource announcement or de-announcement.

	announcedAttribute
	This attributes shall only be present at the original resource if some Optional Announced (OA) type attributes have been announced to other CSEs. This attribute maintains the list of the announced Optional Attributes (OA type attributes) in the original resource. Updates to this attribute will trigger new attribute announcement if a new attribute is added or de-announcement if the existing attribute is removed.


-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

Annex D (normative):
<mgmtObj> Resource Specialization Description

D.1
oneM2M Management Functions
This clause describes the management functions supported by oneM2M. These functions are fulfilled by defining specializations of <mgmtObj> resources. The specializations are resources of <mgmtObj> resource type with specific designing to support different management capabilities through operations defined by oneM2M. The specializations are service layer information models for the purpose of management. The specializations can then be used within the M2M service layer or they can be further mapped to existing management technologies such as OMA DM [i.5], OMA LWM2M [i.6] and BBF TR-069 [i.4] to enable the management of devices with OMA or BBF compliant management clients.
NOTE:
The resource specializations defined in this clause are all of type <mgmtObj>. The specializations are distinguished by attribute mgmtDefinition. The names of the specializations are not fixed.

-----------------------End of change 2---------------------------------------------
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