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Introduction: during recent discussion it became clear that the AE-ID needs to be permanent during the duration of the AE lifecycle. If AE-ID is to change during the lifecycle of the application, groups, subscriptions as well as ACP cannot work properly.

This issue was addressed in contribution, SEC-2014-0401 presented by Qualcomm during a joint SEC/ARC call. There was a general agreement on the problem statement. The same contribution suggested the use of permanently assigned AE-IDs with a routing AE-ID that could change but is always mapped to the same AE-ID.
This contribution suggest a possible solution making use of the service subscription profile to store an assigned AE-ID. The same AE-ID is assigned again for an application in case of deregistraion/registration. Since this issue is still under discussion this CR may need to be completed if the concept is accepted.

----------------------------------------1st change----------------------------------------

7.1.2
Application Entity Identifier (AE-ID)

An Application Entity Identifier (AE-ID) uniquely identifies an AE resident on an M2M Node, or an AE that requests to interact with an M2M Node. An AE-ID shall identify an Application Entity for the purpose of all interactions within the M2M System.
The AE-ID is globally unique and when used internally to a specific M2M SP domain, it is sufficient to be unique within that M2M Service Provider domain. It is extended to become globally unique when used outside the M2M Service Provider boundaries. The IN-CSE shall perform this task of adding or removing identifier portions (identifying the M2M SP) according to clause 7.1.12.
Additionally the AE-ID, when used in the context of a specific CSE where the AE is registered, it is sufficient to be unique within the scope of that specific CSE. It is extended to become M2M Service Provider unique when used outside such specific CSE. 

The hosting CSE of the AE shall perform this task of adding or removing the identifier portions according to clause 7.1.12.
The AE-ID shall be persistent during the lifecycle of the AE; the deregistration and reregistation of the AE shall not result in a change of the AE-ID.
----------------------------------------end first change----------------------------------------

----------------------------------------2nd change----------------------------------------

9.6.5
Resource Type AE
An <AE> resource represents information about an Application Entity known to a given CSE.
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Figure 9.6.5-1: Structure of <AE> resource
The <AE> resource shall contain the child resources specified in table 9.6.5-1.
Table 9.6.5-1: Child resources of <AE> resource
	Child Resources of <AE>
	Child Resource Type
	Multiplicity
	Description
	<AEAnnc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<container> <containerAnnc>

	[variable]
	<group>
	0..n
	See clause 9.6.13
	<group>

<groupAnnc>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicy>

<accessControlPolicyAnnc>

	[variable]
	<pollingChannel>
	0..n
	See clause 9.6.21.
When the registrar CSE of this AE is request-unreachable, the AE should create this <pollingChannel> resource and perform long polling.
	<pollingChannel>


The <AE> resource shall contain the attributes specified in table 9.6.5-2.

Table 9.6.5-2: Attributes of <AE> resource

	Attributes of 
<AE>
	Multiplicity
	RW/

RO/

WO
	Description
	<AEAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	accessControlPolicyIDs
	1 (L)
	RW
	See clause 9.6.1 where this common attribute is described.
	MA

	creationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.
	NA

	labels
	0..1
	RO
	See clause 9.6.1 where this common attribute is described.
	MA

	announceTo
	0..1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	announcedAttribute
	1
	RW
	See clause 9.6.1 where this common attribute is described.
	NA

	name
	1
	RO
	The (usually human readable) name of the application, as declared by the application developer(e.g. "HeatingMonitoring")
	OA

	App-ID
	1
	RO
	Application Identifier
	OA

	AE-ID
	1
	RO
	The identifier of the Application Entity (see clause 7.1.2). 
	OA

	pointOfAccess
	0..1 (L)
	RW
	The list of addresses for communicating with the registered Application Entity over Mca reference point via the transport services provided by Underlying Network (e.g. IP address, FQDN, URI). This attribute shall be accessible only by the AE and the hosting CSE.
	OA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is managed and understood by the AE; to be passed to the AE.
	OA

	nodeLink
	0..1
	RO
	A reference (URI) of a <node> resource that stores the node specific information. 
	OA

	appTag
	0..1
	WO
	A tag used to provide information on either a user, in case this is a multi-user application or an application thread in case this is a multi-threaded application
	OA


----------------------------------------end 2nd change----------------------------------------

----------------------------------------3rd change----------------------------------------

9.6.20
Resource Type serviceSubscribedNode
The <serviceSubscribedNode> resource represents M2M Node information that is needed as part of the M2M Service Subscription resource. It shall contain information about the M2M Node as well as application identifiers of the Applications running on that Node.
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Figure 9.6.20-1: Structure of <serviceSubscribedNode> resource
The <serviceSubscribedNode> resource shall contain the child resource specified in table 9.6.20-1.
Table 9.6.20-1: Child resources of <serviceSubscribedNode> resource
	Child Resources of <serviceSubscribedNode>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8


The <serviceSubscribedNode> resource shall contain the attributes specified in table 9.6.20-2.

Table 9.6.20-2: Attributes of <serviceSubscribedNode> resource
	Attributes of <serviceSubscribedNode>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	resourceID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1 where this common attribute is described. If no accessControlPolicyIDs is given at the time of creation, the accessControlPolicyIDs of the parent resource is linked to this attribute.

	creationTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	labels
	0..1
	RW
	See clause 9.6.1 where this common attribute is described

	lastModifiedTime
	1
	RO
	See clause 9.6.1 where this common attribute is described.

	nodeID
	1
	WO
	M2M-Node-ID of the node that is represented by this instance.

	CSE-ID
	0..1
	WO
	CSE-ID pertaining to this node (for nodes that have a CSE). 

	deviceIdentifier
	0..1
	WO
	A list of device identifiers. A deviceIdentifier identifes a device using a Universally Unique IDentifier (UUID). The UUID specifies a valid, hex digit character string as defined in [RFC4122]. The format of the URN is 
urn:uuid:########-####-####-############

· OPS URN: Identify a device using the format <OUI> "-" <ProductClass> "-" <SerialNumber> as defined in Section 3.4.4 of TR-069 [i-4]. The format of the URN is urn:dev:ops:<OUI> "-" <ProductClass> "-" <SerialNumber>.

· OS URN: Identify a device using the format <OUI> "-"<SerialNumber> as defined in Section 3.4.4 of TR-069 [i.4]. The format of the URN is urn:dev:os:<OUI> "-"<SerialNumber>.

· IMEI URN: Identify a device using an International Mobile Equipment Identifiers of 3GPP-TS_23.003 [i.26]. The IMEI URN specifies a valid, 15 digit IMEI. The format of the URN is urn:imei:###############

· ESN URN: Identify a device using an Electronic Serial Number.  The ESN specifies a valid, 8 digit ESN. The format of the URN is urn:esn:########

· MEID URN: Identify a device using a Mobile Equipment Identifier. The MEID URN specifies a valid, 14 digit MEID. The format of the URN is urn:meid:##############

	App-IDs
	0..1(L)
	RW
	List of application identifiers (App-IDs) authorized on this node.

	AE-IDs
	0..1(L)
	RW
	List of AE identifiers (AE-IDs) subscribed on this node.


----------------------------------------end 3rd change----------------------------------------

----------------------------------------4th change----------------------------------------

10.1.1.2.2
Application Entity Registration procedure

The procedure for AE registration follows the procedure described in clause 10.1.1.1 with the following exception:

Originator: The Originator shall be the registering AE.
Receiver: The Receiver shall allow the creation of the <AE> resource according to the access control policy. The Receiver shall use, if present, the suggested name from the information parameter nm in the request. If the suggested name of the resource cannot be used (i.e. a resource with that name already exists) the Receiver shall reject the CREATE Request. If the request does not provide the optional nm, then the Receiver shall create the resource and assign a name to it. The Receiver shall derive the M2M-Service-Profile-ID and Node-ID provided from the security credentials of the AE (see clause 11.2.2). The receiver shall fetch the service subscription profile from <m2mServiceSubscriptionProfile> and the <serviceSubscribedNode> resource to check if the App-ID is authorised on the originating node and record the assigned AE-ID If an AE-ID is already assigned and recorded in the <serviceSubscribedNode> then it shall be fetched and returned in the response.
Step 001: The Originator shall send the following information in the CREATE Request message:

fr:
AE-ID or empty.
Step 002: for the <AE> resource the Receiver cannot perform the action described in the first step of clause 10.1.1.1.
All the other parameters of the request and the steps that follow do not deviate from clause 10.1.1.1.

----------------------------------------end 4th change----------------------------------------
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