Doc# TS-0007-downloadFirmware&installFirmware_update 

	INPUT CONTRIBUTION

	Group Name:*
	WG2

	Title:*
	TS-0007-downloadFirmware&installFirmware_update

	Source:*
	Weixiang Shao, ZTE Corporation, shao.weixiang@zte.com.cn

	Contact:
	Weixiang Shao, ZTE Corporation, shao.weixiang@zte.com.cn

	Date:*
	2014-11

	Abstract:*
	Update downloadFirmware&installFirmware


	Agenda Item:*
	TP#14

	Work item(s):
	TS-0007 WI

	Document(s) 

Impacted*
	TS-0007

	Intended purpose of

document:*
	 Decision

 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Update TS for inclusion


oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
6.6.2.1
downloadFirmware
This service capability provides the ability for AEs to download device firmware.

6.6.2.1.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.

A correlation between a Management Adapter, the service capability and device exist.
6.6.2.1.2
Signature - downloadFirmware
	Parameter name
	Direction
	
Optional
	Description

	firmwareInfo
	IN
	NO
	The device firmware information.
Type FirmwareInfo, see 6.6.1.1.1.5

	deviceId
	IN
	YES
	The unique device identifier in the context of the M2M Service Subscription.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	requestId
	OUT
	NO
	The M2M Request Identifier (M2M-Request-ID)

	firmwareReport
	OUT
	YES
	The firmware management operation execution result or status. Type FirmwareReport, see 6.6.1.1.1.3.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.

· Issuer does not have a Management Adapter for the requested operation
· Report policy does not supported by the Management Adapter
· Firmware download failure,e.g. firmware miss dependency, 
· firmware is too large for available program or data memory


Table 6.6.2.1.2-1 Device Management Service –downloadFirmware capability

6.6.2.1.3
Service Interactions

The interactions of service capabilities required for this service capability:

Issue the request to the Supporting Service to perform the operation
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Figure 6.6.2.1.3-1 downloadFirmware Diagram
6.6.2.1.4
Post-Conditions
The Management Adapter has submitted a request to the Management Server to download firmware.
6.6.2.1.5
Exceptions
· 
· 


Not Applicable
6.6.2.1.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.6.2.1.7
oneM2M Resource Interworking
This service capability is used to download firmware. The service capability aligns with the <firmware> resource and maps to the UPDATE procedure for the attribute update of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.
6.6.2.2
installFirmware
This service capability provides the ability for AEs to install firmware on the device.

6.6.2.2.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.

A correlation between a Management Adapter, the service capability and device exist.
The firmware to be installed exists on the device.
6.6.2.2.2
Signature –installFirmware
	Parameter name
	Direction
	
Optional
	Description

	firmwareInfo
	IN
	NO
	The device firmware information.
Type FirmwareInfo, see 6.6.1.1.1.5

	deviceId
	IN
	YES
	The unique device identifier in the context of the M2M Service Subscription.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE.

	requestId
	OUT
	NO
	The M2M Request Identifier (M2M-Request-ID)

	firmwareReport
	OUT
	YES
	The firmware management operation execution result or status. Type FirmwareReport, see 6.6.1.1.1.3.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.

· Issuer does not have a Management Adapter for the requested operation
· Report policy does not supported by the Management Adapter
· Firmware install failure, e.g. firmware is missing dependency on the device
· , firmware is too large for available program or data memory


Table 6.6.2.2.2-1 Device Management Service –installFirmware capability

6.6.2.2.3
Service Interactions

The interactions of service capabilities required for this service capability:

Issue the request to the Supporting Service to perform the operation
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Figure 6.6.2.2.3-1 installFirmware Diagram
6.6.2.2.4
Post-Conditions
The Management Adapter has submitted a request to the Management Server to install firmware.
6.6.2.2.5
Exceptions
· 
· 


Not Applicable
6.6.2.2.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.6.2.2.7
oneM2M Resource Interworking
This service capability is used to install firmware. The service capability aligns with the <firmware> resource and maps to the UPDATE procedure for the attribute update of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.
6.7.2.1
downloadFirmware
This service capability provides the ability to download the specific device firmware.

6.7.2.1.1
Pre-conditions
A correlation between a Management Server, the service capability and device exist.
6.7.2.1.2
Signature – downloadFirmware
	Parameter name
	Direction
	
Optional
	Description

	firmwareInfo
	IN
	NO
	The device firmware information.
Type FirmwareInfo, see 6.6.1.1.1.5

	deviceId
	IN
	YES
	The unique device identifier in the context of the M2M Service Subscription.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	requestId
	IN
	NO
	The M2M Request Identifier (M2M-Request-ID)

	firmwareReport
	OUT
	YES
	The firmware management operation execution result or status. Type FirmwareReport, see 6.6.1.1.1.3.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.

· Report policy is not supported by the Management Adapter
· Firmware download failure, e.g. firmware is missing dependency on the device, firmware is too large for available program or data memory


Table 6.7.2.1.2-1 Management Adapter –downloadFirmware capability

6.7.2.1.3
Post-Conditions
The Management Adapter has submitted a request to the Management Server to download the firmware.
6.7.2.1.4
Exceptions
· 


Not Applicable
6.7.2.1.5
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.7.2.1.6
oneM2M Resource Interworking
This service capability is used to download firmware. The service capability aligns with the <firmware> resource and maps to the UPDATE procedure for the attribute update of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.
6.7.2.2
installFirmware
This service capability provides the ability to install firmware on a device.

6.7.2.2.1
Pre-conditions
A correlation between a Management Server, the M2M Service Capability and device exist.

6.7.2.2.2
Signature –installFirmware
	Parameter name
	Direction
	
Optional
	Description

	firmwareInfo
	IN
	NO
	The device firmware information.
Type FirmwareInfo, see 6.6.1.1.1.5

	deviceId
	IN
	YES
	The unique device identifier in the context of the M2M Service Subscription.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE.

	requestId
	IN
	NO
	The M2M Request Identifier (M2M-Request-ID)

	firmwareReport
	OUT
	YES
	The firmware management operation execution result or status. Type FirmwareReport, see 6.6.1.1.1.3.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.

· 
· Report policy does not supported by the Management Adapter
· Firmware install failure, e.g. firmware is missing dependency on the device, firmware is too large for available program or data memory


Table 6.7.2.2.2-1 Management Adapter –installFirmware capability

6.7.2.2.3
Post-Conditions
The Management Adapter has submitted a request to the Management Server to install firmware.
6.7.2.2.4
Exceptions
· 
· 

Not Applicable
6.7.2.2.5
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.7.2.2.6
oneM2M Resource Interworking
This service capability is used to install firmware. The service capability aligns with the <firmware> resource and maps to the UPDATE procedure for the attribute update of the resource. The service capability also aligns with the <mgmtCmd> resource and maps to the EXECUTE procedure for the resource.

© oneM2M Partners Type 1 (ARIB, ATIS, CCSA, ETSI, TIA, TTA, TTC)
Page 7 of 7
This is a draft oneM2M document and should not be relied upon; the final version, if any, will be made available by oneM2M Partners Type 1.

_1476259244.vsd
�

installFirmware
(CommonRequestAttributes,
deviceId )


installFirmware()


installFirmware()


SE:
Device Management


Supporting Service:
Device Management


MA: Management Adapter


AE



