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Cleaning editors notes.
-----------------------------------------------1st change--------------------------------------------

10.1.1.1
Non-registration related CREATE procedure

This procedure is valid for all resources which are not related to registration.

Originator requests to create a resource by using the CREATE method. See clause 8.1.2 for the parameters to be included in the Request message.
Registrar CSE, when the Originator is an AE, shall validate the create request based on the resource type (ty) against the M2M Service Subscription Profile of the AE (validation is done against serviceRoles attribute).

Hosting CSE If the request is allowed by the given privileges, the Receiver shall create the resource.
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Figure 10.1.1.1-1: Procedure for CREATEing a Resource

Step 001: The Originator shall send the following parameters in the CREATE Request message:

op: 
C (Create); 
to: 
Resource-ID of the target resource where the new resource should be created (identifies the parent resource);
fr: 
ID of the Originator (either the AE-ID or CSE-ID);
ty:
Type of resource to be created;
ri:
Request identifier. Identifier provided by the Originator. Needed for correlation of responses regarding this Request.

nm:
optional name of the resource to be provided by the Originator, where permitted by the resource type as specified in clause 9.6.

NOTE:
Some of the resources defined in clause 9.6 have a predefined name. For these resources the parameter nm is not applicable and will be ignored if provided.
cn: 
attributes of the resource to be provided by the Originator.  All attributes with a multiplicity greater or equal to one and an access mode of RW or WO in the definition of the resource type for which a resource shall be created by the issued CREATE Request shall be present in the cn parameter of the Request, except for the following common attributes that are only optionally present:
· expiration time

Step 002: The Receiver shall:
1) Check if the Originator has the appropriate privileges for performing the request. Privileges are part of the attribute accessControlPolicyIDs of the targeted resource. In case that such an attribute does not exist, the Receiver shall check the accessControlPolicyIDs of the parent resource. This lookup of accessControlPolicyIDs attribute in case of non-existance shall be performed recursively until a parent with such an attribute is found.
2) Verify that the name for the created resource as suggested in the nm parameter, if provided by the Originator in the CREATE Request message, does not already exist among child resources of the target resource. If no child within the targeted resource exists with the same name as suggested by the nm parameter, use that name for the resource to be created. If nm is not provided by the Originator, assign a name generated by the Receiver to the resource to be created.
NOTE: The name of a resource in general is not the same as its Resource ID. While a name of a resource only needs to be unique among the children of the same parent resource, the Resource ID needs to be unique in context of the Hosting CSE. When the name of the resource to be created is assigned by the Receiver, it may choose to use a name that is identical to the  Resource ID.
3) Assign a Resource-ID (see resourceID attribute in common attribute table 9.6.1.3.2-1) to the resource to be created. 
4) Assign values for mandatory RO mode attributes of the resource and override values provided for other mandatory attributes, where needed, and where allowed by the resource type definition and if not provided by the Originator itself.

5)  the Receiver shall assign a value to the following common attributes specified in clause 9.6.1.3: 

a)
parentID;

b)
creationTime;

c)
expirationTime: if not provided by the Originator, the Receiver shall assign the maximum value possible (within the restriction of the Receiver policies). If the value provided by the Originator cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

d)
lastModifiedTime: which is equals to the creationTime;
e)
Any other RO (Read Only) attributes within the restriction of the Receiver policies.

6) On successful validation of the Create Request, the Receiver shall create the requested resource. 

Step 003: The Receiver shall respond with a Response message that shall contain the following parameters:
to:
Optional. ID of the Originator. This parameter shall be present in the Response when the Originator is not a Registree of the Hosting CSE. In case this is a response carrying the result of an operation triggered by a non-blocking synchronous request the information provided in the notification target list within the rt parameter shall be used for sending the Response to the Request as notification(s) to the targets in the list.
fr:
Optional. ID of the Receiver. This parameter shall be present in the Response when the Originator is not a Registree of the Hosting CSE.
ri:
Request Identifier. Identical to the one provided by the Originator of the Request.

nm:
Optional. The name of created resource shall be provided by the Receiver in case it was assigned by the Receiver. When the name of the resource was provided by the Originator and the operation was successful, the Receiver does not need to send back the name to the Originator.
cn:
Optionally the content of the created resource. The Receiver shall provide those Response attributes in the cn parameter which were assigned or overridden by the Receiver in step 002, item 4) above.
See clauses 8.1.3 and 8.1.4 for the parameters to be included in the Response message.
General Exceptions:
7) The Originator does not have the privileges to create a resource on the Receiver. The Receiver responds with an error.
8) The resource with the specified name (if provided) already exists at the Receiver. The Receiver responds with an error.

9) The provided information in cn is not accepted by the Receiver (e.g. missing mandatory parameter). The Receiver responds with an error.
-----------------------------------------------end 1st change--------------------------------------------

---------------------------------------------------------2nd change---------------------------------------------------
10.1.5
NOTIFY (N)
The NOTIFY operation shall be used for notifying information.

Originator: The Originator requests to notify an entity by using NOTIFY method. See clause 8.1.2 for the information to be included in a Request message.
Receiver: The Receiver responds to the Originator with the operation results as specified in clause 8.1.3.
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Figure 10.1.5-1: Procedure for NOTIFYing Information

Step 001: A notification to be sent to the Receiver is triggered in the Originator.
Step 002: The Originator shall send the following parameters in the NOTIFY Request message:

op:
N (Notify).
to: 
URI where the notification should be sent to.
fr:
ID of the Originator (only a CSE).
cn:
Notification data and/or Notification reference.
Step 004: Local processing
Step 004: The Receiver responds with a Response message that shall contain the following information:

rs: 
operation result.
General Exceptions:

See [i.3] 

10)  

---------------------------------------------------------end of 2nd change---------------------------------------------------
----------------------------------------------------3rd change--------------------------------------
10.2.9.6
Execute <mgmtCmd>
The Execute procedure shall be used by an Originator for execution of a specific management command on a managed entity, through an existing <mgmtCmd> resource on the Hosting CSE.

The Originator shall request to execute a specific management command which is represented by an existing <mgmtCmd> resource by using an UPDATE operation. method as described in clause 10.2.7.2.
The Originator shall be an AE.

The Receiver shall be an IN-CSE.

Table 10.2.9.6-1: <mgmtCmd> EXECUTE
	<mgmtCmd> EXECUTE 

	Associated reference Points
	Mca

	Information on Request message
	According to clause 10.1.3, with the following (see attributes defined in clause 9.6.16):

The UPDATE request shall address the execEnable attribute with a predefined value to trigger the EXECUTE action.


	Pre-Processing at the Originator 
	Originator needs to execute a management command on a managed entity using a <mgmtCmd> resource at the Receiver by using an UPDATE operation.

After issuing the execution request, the Originator may request to retrieve the execution result or status from <execInstance> sub-resources of the <mgmtCmd>by using a RETRIEVE method as described in clause 10.2.9.3.

See also clause 10.1.3. 

	Post-Processing at the Receiver
	According to clause 10.1.3 with the following:
The Receiver shall check if the Originator has the WRITE permission on the addressed <mgmtCmd> resource. Upon successful validation, the Hosting CSE shall perform command conversion and mapping, and send the converted management command to execute with the provided arguments on the remote entity based on existing device management protocol (i.e. BBF TR 069 [i.4]). 

Then the Hosting CSE shall create for each target a corresponding <execInstance> resource under <mgmtCmd>  and shall respond to the Originator with the appropriate generic responses. It shall also provide in the response the URL of the created <execInstance> resource.

If the execTarget attribute of the addressed <mgmtCmd> addresses a group, the Hosting CSE shall create corresponding <execInstance> resources for each target in the group and provide the corresponding URLs in the response.

Upon receiving from any remote entity a management notification (i.e. BBF TR-069 [i.4] "Inform" message) regarding the execution result or status, the Hosting CSE may update the corresponding <execInstance> sub-resource locally.



	Post-Processing at the Receiver 
	According to clause 10.1.3, with additional processing which is dependent on the type of the command and execution status. The following actions may occur in any order after the command execution is finished:
· The managed entity may send responses including execution results to the Receiver  CSE, who will store the execution results in corresponding <execInstance> resource. 
· The Originator AE may use normal RETRIEVE procedure to retrieve the execution results or status of an <execInstance>. After receiving a RETRIEVE request from the Originator AE, the Receiver CSE can retrieve the execution status or results on the managed entity using existing management protocol
· A response shall be returned to the Originator AE.

	Exceptions
	If the execution is not allowed or the specified <mgmtCmd> resource does not exist, no further processing is required on the Receiver CSE, and a proper error code shall be returned to the Originator AE in the message response.

If the corresponding management command cannot be executed on the managed entity, an  error code shall be returned with the response to Originator AE.


----------------------------------------------------end of 3rd change--------------------------------------
--------------------------------------------4th change-------------------------------------------------
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--------------------------------------------end 4th change-------------------------------------------------
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