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3
Definitions, symbols, abbreviations and acronyms
Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

For the purposes of the present document, the terms and definitions apply:

M2M Service: A Service that creates added-value to the providing M2M Service Platform and is consumed by one or more Supporting Services. The Data Exchange Service is an example of a M2M Service.
M2M Service Capability: A Service Capability that is identified within the M2M Service Platform
M2M Service Registration: When a Service is deployed into a SOA environment; the SOA environment’s Service Registry is updated so that the Service can be accessed by other Services.
Proprietary Reference Point: A Reference Point as defined in Functional Architecture [2] where the realization of the communication flows are implementation specific.
Service[i.3]: A mechanism to enable access to one or more Service Capabilities, where the access is provided using a prescribed interface and is exercised consistent with constraints and policies as specified by the service description.
Service Capability[i.3]: A real-world effect that a service provider is able to provide to a service consumer.

Service Cluster: A collection of distributed and related Services that are gathered to solve a business problem.
Service Component: An entity of the M2M Services Architecture which may contain one or more M2M Services.
Service Execution Environment: An Execution Environment is a logical entity that represents an environment capable of running Services.
Service Exposure Component: A Service Component that provides an enforcement point for specific oneM2M Reference Points (e.g. Mca, Mcn, Mcc’).

Service Registry: A component of an underlying SOA environment that maintains information about Services and provides facilities to publish and discover Services to entities that would utilize the Service.

Supporting Service: A Service that creates added-value to an organization and is relevant to the business process of the organization that consumes Services from the M2M Services Platform. Supporting Services are typically complex, orchestrated Services which consume M2M Services among other Services. A Device Onboarding Service is an example of a Supporting Service.

5
M2M Services Architecture
This clause describes the architecture the M2M Services within the context of the M2M Services Platform.
5.1
Introduction
The architecture of the M2M Service Platform as defined in the oneM2M Functional Architecture [2] includes an entity described as the Common Service Entity (CSE). The CSE comprises a set of service functions that are common to the M2M environment and are exposed through the Mca and Mcc’ Reference Points. These Reference Points are described in the oneM2M Functional Architecture [2]. The M2M Service Architecture described in this specification is primarily suitable for the Infrastructure Domain where the CSE is viewed as a set of Service Components. 
The M2M Service Architecture augments the oneM2M Functional Architecture by specifying M2M Services provided to M2M Application and M2M Service Providers. 

These M2M Services are consumed by:

· AEs across the Mca Reference Point via the Service Exposure Component
· Other Infrastructure CSEs across the Mcc’ Reference Point via the Remote Service Exposure Component
· Other Service Components across the Msc Reference Point
These M2M Services utilize services of the:
· Underlying Network across the Mcn Reference Point via the Network Service Utilization Component
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Figure 5.1-2: oneM2M Services Architecture

The oneM2M Services architecture in Figure 5.1-2 comprises of the following entities:

1. Application Entity (AE): Defined by the oneM2M Functional Architecture [2], the Application Entity provides Application logic for the end-to-end M2M solutions. 
2. Common Services Entity (CSE): Defined by the oneM2M Functional Architecture [2], a Common Services Entity comprises the set of “service functions” that are common to the M2M environments and specified by oneM2M. For oneM2M Services, this definition of a CSE is a logical representation where “service functions” that are exposed through the Mca and Mcc’ Reference Points via the corresponding Service Exposure and Remote Service Exposure Components and the Network Service Utilization Component utilizes services of the Underlying Network through the Mcn referent point. In addition Service Components consume and provide M2M Services with other Service Components. 
As a logical representation of loosely coupled Service Components, the CSE is entity that in itself is identifiable but not directly addressable. Instead the addressable entities are the corresponding M2M Service Capabilities within the Service Exposure Components of the Reference Points.

· Service Exposure Component: The Service Exposure Component exposes M2M Service Capabilities to AEs.
· Network Service Utilization Component: The Network Service Utilization Component consumes Service Capabilities from the NSE.
· Remote Service Exposure Component: The Remote Service Exposure connects M2M Service Capabilities from different M2M environments.
The Service Exposure, Network Service Utilization and Remote Service Exposure Components follow the CSE Public Domain Names convention described in section 6.5.1.1 of the Functional Architecture [2] but are extended as a sub-domain of the Infrastructure Node public domain name.
5.2
Reference Points
The M2M Service Architecture exposes M2M Services across the Mca and Msc Reference Points. The enhancement of the Mcc and Mcc’ Reference Point to expose M2M Services through the Remote Service Exposure Component is FFS. Likewise the Service Capabilities consumed from the NSE are FFS.
5.2.1
Mca Reference Point

The Mca Reference Point is defined within the oneM2M Functional Architecture [2]. This specification defines a set of service oriented capabilities that is used for the communication flow between the M2M Service Platform and the AE. 
Note: In this specification, when an AE uses the Data Exchange M2M Service Capabilities defined in this specification across the Mca Reference Point, the CSE transmits the payload through the M2M Service Platform; offering additional M2M Services (e.g., Authorization, Event Collection) associated with the transmittal of the payload. 

5.2.2
Msc Reference Point

The Msc Reference Point is a Proprietary Reference Point that specifies set of interactions between the Service Capabilities of different Service Components. 

5.2.2.1
 Message Exchange Patterns

Communication between M2M Service Components which pass over the Msc Reference Point utilizes a web services approach, e.g., Web Services Message Exchange Patterns (MEP) defined by WSDL[i.2]:

· In-Only
· Robust In-Only
· In-Out
· In-Optional-Out
· Out-Only
· Robust Out-Only
· Out-In

· Out-Optional-In
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Figure 5.2.2.1-1: Message Exchange Patterns

The MEP(s) utilized by a M2M Service Capability is documented within the Service Capabilities Policy clause.

Note: A subset of the MEPs provided by a M2M Service Capability would be exposed by the Service Exposure Component or the Remote Service Exposure Component.

5.2.2.2
 M2M Identifiers

5.2.2.2.1
 M2M Service Capability Identifier (M2M-Serv-Cap-ID)

Service Components contain multiple M2M Services (M2M-Serv-ID). Each M2M Service contains multiple M2M Service Capabilities.  The M2M Service Capability Identifier is assigned to each M2M Service Capability.
	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Capability Identifier
	M2M SP
	M2M Service Capability


	M2M Service Registration.

This is the identifier from the Services Registry.
	Life of the M2M Service Registration.
	Global
	Message exchange between Service Components across the Msc and Mcc’.

Message exchange across the Mca.
	


Table 5.2.2.2.1-1 M2M Service Capability Identifier
5.2.3
Mcc’ Reference Point

The Mcc’ Reference Point is defined within the oneM2M Functional Architecture [2]. The oneM2M Service Architecture utilizes communications over the Mcc’ Reference Point to construct a Service Cluster for service sharing and capacity expansion. A messaging exchange protocol (e.g., AMQP, XMPP, JMS) between two service execution environments (SEE) (e.g., ESB, Apache Service Mix) accommodates the SEEs with same and different ownership.
Note: The M2M Service Capabilities that are exposed across the Mcc’ Reference Point is FFS. Likewise, the protocol used for communication between SEEs with different ownership may require additional security capabilities and is FFS. 

5.2.4
Mcn Reference Point

The Mcn Reference Point is defined within the oneM2M Functional Architecture [2]. 
Note: The Service Capabilities that are consumed across the Mcn Reference Point is FFS. 
5.3
Configurations support by M2M Service Architecture
M2M Services exposed across the Mca, Mcn, Mcc’ and Msc reference are supported for Infrastructure Nodes as defined in the oneM2M Functional Architecture [2].
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