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Introduction
There is currently no clear way for hiearichal addressing of a resouirce. There is a need for a new universal attribute in all resources for that puprose. The new attribute resourceName is introduced for that purpose
----------------------------------first change---------------------------
9.6.1.3.1
Universal attributes 

The following attributes are universal to all resource types.

Table 9.6.1.3.1-1: Universal Attributes
	Attribute Name
	Description

	resourceType 
	Resource Type. This Write Once (assigned at creation time. and then cannot be changed) attribute identifies the type of the resource as specified in clause 9.6. Each resource shall have a resourceType attribute.

	parentID
	This attribute is the resourceID of the parent of this resource. This attributes is specified in all resource types except <CSEBase>.

	creationTime
	Time/date of creation of the resource.

This attribute is mandatory for all resources and the value is assigned by the system at the time when the resource is locally created. Such an attribute cannot be changed.

	lastModifiedTime
	Last modification time/date of the resource.
This attribute is mandatory and its value is assigned automatically by the system each time that the addressed resource is modified by means of the UPDATE operation.

	labels
	Tokens used as keys for discovering resources.
This attribute is optional and if not present it means that the resource cannot be found by means of discovery procedure which uses labels as key parameter of the discovery.

	resourceName
	Name of the created resource. This is a RO attribute
This attribute is used exlusivley  for hierarichal addressing of resources to represent the parent-child-relationships of resources. See section 7.2 for more details.
The resource Name may or may not be provided by the resource creator.  The oneM2M system may use a provided resourceName or allocate a different one, but shall aloocate one if nothing is provided by resource creator.
The resourceName shall be returned to the  originator upon successful creation of the resource. 




---end of First change---------------------------
----------------------------------Second change---------------------------
9.3.1
Generic Principles

An address of a resource is a string of characters used to uniquely identify the targeted resource within the scope of a request to access the resources. The scope of a request can be:

·   CSE-relative: The request is targeting a resource that resides on the same CSE as the Receiver CSE of the request. In that case a CSE-relative format of a resource ID can be used to address the resource.
·   SP-relative: The request is targeting a resource that resides on a CSE within the same M2M SP domain as the Originator of the request. In that case an SP-relative format of a resource ID can be used to address the resource.
·   Absolute: The request is targeting a resource that resides on a CSE that is within an M2M SP domain that is different from the M2M SP domain of the Originator of the request. In that case the absolute format of a resource ID shall be used to address the resource. Note that the absolute format of the resource ID will always be acceptable also in other cases.

A single resource may have more than one way of constructing a resource ID, via which access to the resource can be provided. 
There are two different methods for addressing a resource within the oneM2M resource structure with three different variants each depending on the scope of the request to access the resource. The ways how the resource IDs shall be constructed in each case are as follows:

	Method
	Request Scope

	
	CSE-Relative
	SP-Relative
	Absolute

	Non-Hierarchical
	Use the ‘Unstructured-CSE-relative –Resource-ID’ format of the Resource ID as defined in Table 7.2-1
	Use the ‘SP-relative

Resource-ID’ format of the Resource ID constructed with the ‘Unstructured-CSE-relative-Resource-ID’ as defined in Table 7.2-1.
	Use the ‘Absolute-Resource-ID’ format of the Resource ID constructed with the ‘Unstructured-CSE-relative –Resource-ID’ as defined in Table 7.2-1.



	HiIerarchical

	Use the 'Structured-CSE-relative –Resource-ID’ format of the Resource ID as defined in Table 7.2-1
	Use the ‘SP-relative

Resource-ID’ format of the Resource ID constructed with the ‘Structured-CSE-relative-Resource-ID’ as defined in Table 7.2-1.
	Use the ‘Absolute-Resource-ID’ format of the Resource ID constructed with the ‘Structured-CSE-relative–Resource-ID’ as defined in Table 7.2-1.



These two methods with three variants shall all be supported by all M2M Nodes, notably the CSEs receiving requests, before they proxy these requests any further, where applicable.
For hierarichal addressing the resourceName attribiute shal be used to represent parent-child relatrionshipof resources for all of  the above request scopes
The CSE-ID of the particular CSE that is represented by a specific instance of a <CSEBase> resource, which is the first segment in the path portion of an SP-relative or Absolute format of a Resource, allows to easily distinguish different CSEs on the same IP host.
---end of Second change---------------------------
----------------------------------Third change---------------------------
8.1.2
Request

Requests over the Mca and Mcc reference points, from an Originator to a Receiver, shall contain mandatory and may contain optional parameters. Certain parameters may be mandatory or optional depending upon the Requested operation. In this clause, the mandatory parameters are detailed first, followed by those that are conditional, and then  by those that are optional:
· To: Address of the target resource or target attribute for the operation. The To parameter shall conform to clause 9.3.1
NOTE 1:
To parameter can be known either by pre-provisioning (clause 11.2) or by discovery (clause 10.2.6 for discovery). Discovery of <CSEBase> resource is not supported in this release of the document. It is assumed knowledge of <CSEBase> resource is by pre-provisioning only.
NOTE 2:
The term target resource refers to the resource which is addressed for the specific operation. For example the To parameter of a Create operation for a resource <example> would be "/m2m.provider.com/exampleBase". The To parameter for the Retrieve operation of the same resource <example> is "/m2m.provider.com/exampleBase/example".
NOTE 3:
For Retrieve operation (clause 10.1.2), the To parameter can be the URI of an attribute to be retrieved.
· From:  Identifier representing the Originator.

NOTE 4:
The From parameter shall be used by the Receiver to check the Originator identity for access privilege verification.

· Operation: operation to be executed: Create (C), Retrieve (R), Update (U), Delete (D), Notify (N)

The Operation parameter shall indicate the operation to be executed at the Receiver:
· Create (C): To is the address of the target resource where the new resource (parent resource) 
· Retrieve (R): an existing To addressable resource is read and provided back to the Originator.

· Update (U): the content of an existing To addressable resource is replaced with  the new content as in Content parameter. If some attributes in the Content parameter do not exist at the target resource, such attributes are created with the assigned values. If some attributes in the Content parameter are set to NULL, such attributes are deleted from the addressed resource. 

· Delete (D): an existing To addressable resource and all its sub-resources are deleted from the Resource storage.
· Notify (N):  information to be sent to the Receiver, processing on the Receiver is not indicated by the Originator.

Conditional Parameters:
· Content: resource content to be transferred.
The Content parameter shall be present in Request for the following operations:

· Create (C): Content is the content of the new resource with the resource type Resource Type.
· Update (U): Content is the content to be replaced in an existing resource. For attributes to be updated at the resource, Content includes the names of such attributes with their new values. For attributes to be created at the resource, Content includes names of such attributes with their associated values. For attributes to be deleted at the resource, Content includes the names of such attributes with their value set to NULL.
· Notify (N): Content is the notification information.
The Content parameter may be present in Request for the following operations:

· Retrieve (R): Content is the list of attribute names from the resource that needs to be retrieved. The values associated with the attribute names shall be returned.
· Resource Type: type of resource.

The Resource Typeparameter shall be present in Request for the following operations:

· Create (C): Resource Type is the type of the resource to be created.

Optional Parameters:

· Role: optional, required when role based access control is applied 

NOTE 5:
The Role parameter shall be used by the Receiver to check the Access Control privileges of the Originator. As described in oneM2M TS 0003 [i.3] section 7.1.2., the use of this parameter is not supported in this release of the document.
· Name: optional name of the resource to be created. The Name parameter  maps to the universal attribute resourceName.

Example usage of the name is one that the Originator of a Create requestwishes to be used as the identifier of a newly created resource. For creating a <container> resource with the name "myContainer" the request will provide the parameter Name with the value "myContainer" and the created resource would be: /<CSEBase>/myContainer.
---end of Third change---------------------------
----------------------------------Fourth change---------------------------
10.1.1.1
Non-registration related CREATE procedure

This procedure is valid for all resources which are not related to registration.

Originator requests to create a resource by using the CREATE method. See clause 8.1.2 for the parameters to be included in the Request message.

Registrar CSE, when the Originator is an AE, shall validate the create request based on the Resource Type parameter against the M2M Service Subscription Profile of the AE (validation is done against serviceRoles attribute).

Hosting CSE If the request is allowed by the given privileges, the Receiver shall create the resource.


[image: image1.emf]001: CREATE Request

Originator requests creation of a Resource

003: CREATE Response

Receiver responds to creation Request

Originator

(CSE or AE)

Receiver

(Hosting CSE)

002: Receiver 

Processing


Figure 10.1.1.1-1: Procedure for CREATEing a Resource

Step 001: The Originator shall send the following parameters in the CREATE Request message:

Operation: 
C (Create); 

To: 
Address of the target resource where the new resource should be created (identifies the parent resource);

From: 
ID of the Originator (either the AE-ID or CSE-ID);

Resource Type:
Type of resource to be created;

Request Identifier:
Identifier provided by the Originator. Needed for correlation of responses regarding this Request.

Name:
optional name of the resource to be provided by the Originator..


Content: 
attributes of the resource to be provided by the Originator.  All attributes with a multiplicity greater or equal to one and an access mode of RW or WO in the definition of the resource type for which a resource shall be created by the issued CREATE Request shall be present in the Content parameter of the Request, except for the following common attributes that are only optionally present:

expiration time
Step 002: The Receiver shall:

1) Check if the Originator has the appropriate privileges for performing the request. Privileges are part of the attribute accessControlPolicyIDs of the targeted resource. In case that such an attribute does not exist, the Receiver shall check the accessControlPolicyIDs of the parent resource. This lookup of accessControlPolicyIDs attribute in case of non-existence shall be performed recursively until a parent with such an attribute is found.

2) Verify that the name for the created resource as suggested in the Name parameter, if provided by the Originator in the CREATE Request message, does not already exist among child resources of the target resource. If no child within the targeted resource exists with the same name as suggested by the Name parameter, use that name for the resource to be created. If Name is not provided by the Originator, assign a name generated by the Receiver to the resource to be created.

NOTE: The name of a resource in general is not the same as its Resource ID. While a name of a resource only needs to be unique among the children of the same parent resource, the Resource ID needs to be unique in context of the Hosting CSE. When the name of the resource to be created is assigned by the Receiver, it may choose to use a name that is identical to the   Unstructured-CSE-relative-Resource ID.
---end of Fourth change---------------------------
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