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Introduction
At TP#14, the AE Registration procedure was updated. 

This CR includes




 changes needed to Clause 11 to correct some bugs where Clause 11 “Trust Enabling Architecture” (overviewing the security procedures)  conflicts with TS-0003. WG4 SEC needs to to review this contribution.

-----------------------Start of change 1 (in Clause 11.1) ---------------------------
In particular, individuals or organizations acquiring M2M Nodes can subscribe to a contract with an M2M Service provider (M2M Service Subscription) under which they enrol their M2M Nodes (e.g. using identifiers pre-provisioned on the nodes, such as Node-ID). This in turn may require an M2M Service provisioning step (including Security provisioning) that takes place on the target M2M Nodes themselves, for which interoperable procedures are specified by oneM2M (see clause 11.2.1). Following M2M service provisioning, the nodes can be identified and authenticated for association with an M2M Service Subscription, whose properties reflect the contractual agreement established between their owner and the M2M Service Provider.

-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2 (in Clause 11.2.1) -------------

The first step of M2M service provisioning is the security provisioning procedure, by which M2M service provider specific credentials are either shared between two M2M Nodes, or shared between the M2M Node in the field domain and an M2M authentication function in the infrastructure. Authenticated M2M Nodes can then be associated with an M2M Service Subscription used to determine their specific authorizations.
-----------------------End of change 2-------------------------------------------

-----------------------Start of change 3 (in Clause 11.2.1) -------------

· Following M2M service provisioning, the provisioned entity securely 
· stores credentials used for authentication, with an associated lifetime (e.g. corresponding to the duration of the contractual agreement embodied by the M2M service subscription).

-----------------------End of change 3 -------------------------------------------

-----------------------Start of change 4 -------------

11.3
M2M Operational Security Procedures

Once a Registree has performed initial provisioning procedures (see clause 11.2) with either the Registrar CSE or with an M2M Authentication Function, then the Registree and Registrar CSE can perform Security Association Establishment (see TS-0003 [1]) – facilitated by the M2M Authentication Function if applicable. Following Security Association Establishment, the Registree and Registrar CSE are in the following state:

·    The Registree has verified the CSE-ID of the Registrar.

·    The Registrar CSE has determined the CSE-ID or the list of allowed combinations of (allowed AE-ID-Stem value and allowed App-ID value) for the Registree, either as described in clause 10.1.1.2 “Registration related CREATE procedure” in the present document, or from information cached from a previous Security Association Establishment. 

The Registree can now interact with the Registrar CSE as described in clause 10.
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-----------------------End of change 1---------------------------------------------

�REGISTRATION ALIGNMENT


�REGISTRATION ALIGNMENT


�BUG: The description of Identification no longer aligns with the SEC and ARC specifications. DELETE


�EDITORIAL: The reference to [1] is moved to the beginning of clause 11.3


�REGISTRATION ALIGNMENT


�EDITORIAL: The reference to [1] is moved to the beginning of clause 11.3


�This term is not used elsewhere. In fact, the opposite is true: security context establishment occurs as a result of Security Association Establishment Framework.


�REGISTRATION ALIGNMENT


�EDITORIAL: Clarification


�EDITORIAL: The reference to [1] is moved to the beginning of clause 11.3
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