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Introduction

It is proposed to clean device management editorial note：

1. In clause 6.6.2.6, delete the “Editors Note: Need to clarify the device’s reachability schedule.”
In clause 6.2.9.2 of TS-001, Reachability schedules; which are elements of a Node's policy, and specify when messaging can occur between Nodes. Reachability schedules can be used in conjunction with other policy elements. When reachability schedules are not present in a Node then that Node is expected to be always reachable.
In clause 9.6.3 of TS-001, Resource Type CSEBase has child resource schedule which defines the reachability schedule information of the entity. The absence of this resource implies the entity is always reachable.
In clause 9.6.9 of TS-001, Resource Type schedule
2. In “getAE” add output parameter “ReachabilitySchedule”. In“registerAE”, “refreshAERegistration”, add input parameter “ReachabilitySchedule”.
3. In clause 6.9 new operation add|update|get|deleteReachabilitySchedule.
4. In clause 7, add new operation description.
-----------------------Start of change -------------------------------------------
6.2
Service Subscription
6.2.2.2
getAE
This service capability provides the ability to retrieve the Application Entity information and associated M2M Service Subscription Identifier associated with the Application Entity Identifier.

6.2.2.2.1
Pre-conditions
Not Applicable

6.2.2.2.2
Signature – getAE

	Parameter name
	Direction
	
Optional
	Description

	aeId
	IN
	NO
	The Application Entity Id (AE-ID)

	applicationId
	OUT
	NO
	The Application Identifier (App-ID) for the AE

	serviceSubscriptionId
	OUT
	YES
	The M2M Service Subscription (M2M-Service-Profile-ID) for the AE

	externalIds
	OUT
	YES
	The external identifiers of the device that hosts the AE

	reachabilitySchedule
	OUT
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	YES
	Unique response types for this service.

· AE does not exist


Table 6.2.2.2.2-1 Service Subscription – getAE capability
6.2.2.2.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Issue the service capability
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Figure 6.2.2.2.3-1 Service Subscription – getAE Diagram
6.2.2.2.4
Post-Conditions
Not Applicable

6.2.2.2.5
Exceptions
Not Applicable
6.2.2.2.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.2.2.2.7
oneM2M Resource Interworking
When an AE is registered using a CREATE operation on the <AE> resource, the AE is associated with the M2M Service Subscription which is returned along with the correlated AE information (e.g., Application, Device). 
6.6
Device Management
6.6.2.6
upgradeFirmware
This service capability is a complex operation for AEs to upgrade firmware on one or more devices. The service capability utilizes orchestration rules for the related management operations such as downloadFirmware, installFirmware, getFirmwareInformation, getFirmwareExecInstance and reportFirmwareStatus according to the business process. 

This service capability permits AEs to upgrade the firmware on individual device, multiple devices or a group of devices. In addition the upgrade of the firmware is permitted based on a schedule for each of the operations. 
6.6.2.6.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.

A correlation between Management Adapter, the service capability and devices or device group exist.
6.6.2.6.2
Signature – upgradeFirmware
	Parameter name
	Direction
	
Optional
	Description

	orchestrationRuleList
	IN
	NO
	List of OrchestrationRule. Type OrchestrationRule, see clause 6.6.1.1.1.4.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. Type ReportPolicy, see 6.6.1.1.1.1.

	requestId
	OUT
	NO
	The M2M Request Identifier (M2M-Request-ID)

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.

· Report policy is not supported by the Management Adapter
· The Orchestration Rules are not supported by the Management Adapter 
· Operation exception: The device’s reachability schedule is inconsistent with the schedule of the Orchestration rule. 


Table 6.6.2.6.2-1 Device Management Service –upgradeFirmware capability


6.6.2.6.3
Service Interactions

The interactions of service capabilities required for this service capability:
1) 
Issue the request to the Supporting Service to perform the operation
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Figure 6.6.2.6.3-1 upgradeFirmware Diagram
6.6.2.6.4
Post-Conditions
The Management Adapter has submitted a set of requests to the Management Server to manage firmware.
6.6.2.6.5
Exceptions
Not Applicable
6.6.2.6.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

6.6.2.6.7
oneM2M Resource Interworking
Not Applicable
6.9
Service Subscription Administration
6.9.1.4
Supporting Rules
6.9.1.4.1
Schedule Type

The Schedule is a simple type that describes the schedule information.
	Parameter
	Optional
	Description

	scheduleElement
	NO
	Expresses time periods defined by second, minute, hour day of month, month, and year. Supports repeating periods, and wildcards expressed as a list.  The definition of a schedule is defined in clause 7.3.9 of TS-0004.


Table 6.9.1.4.1-1 Type: Schedule
6.9.2.15
addReachabilitySchedule
This service capability provides the ability to add a reachability schedule to an AE.This service capability shall be restricted to the Msc and Mca Reference Points.
 6.9.2.15.1
Pre-conditions
Not Applicable

 6.9.2.15.2
Signature –addReachabilitySchedule
	Parameter name
	Direction
	
Optional
	Description

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID).

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	YES
	Unique response types for this service.

· AE successfully added


Table 6.9.2.15.2-1 Service Subscription Administration –addReachabilitySchedule capability

 6.9.2.15.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Issue the addReachabilitySchedule capability
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Figure 6.9.2.15.3-1 addReachabilitySchedule Diagram
 6.9.2.15.4
Post-Conditions
When parameters are present, the reachability schedule is added for the AE.
 6.9.2.15.5
Exceptions
Not Applicable

 6.9.2.15.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

 6.9.2.15.7
oneM2M Resource Interworking
This service capability is used to add AE reachability schedule information. The service capability aligns with the <schedule> resource and maps to the CREATE procedure. However the linkage between the <schedule> resource and the AE does not exist.
6.9.2.16
updateReachabilitySchedule
This service capability provides the ability to update an AE’s reachability schedule information.This service capability shall be restricted to the Msc and Mca Reference Points.
 6.9.2.16.1
Pre-conditions
Not Applicable

 6.9.2.16.2
Signature –updateReachabilitySchedule
	Parameter name
	Direction
	
Optional
	Description

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID).

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	YES
	Unique response types for this service.

· AE successfully updated


Table 6.9.2.16.2-1 Service Subscription Administration –updateReachabilitySchedule capability

 6.9.2.16.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Issue the updateReachabilitySchedule capability
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Figure 6.9.2.16.3-1 updateReachabilitySchedule Diagram
 6.9.2.16.4
Post-Conditions
When parameters are present, the reachability schedule is updated for the AE.
 6.9.2.16.5
Exceptions
Not Applicable

 6.9.2.16.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

 6.9.2.16.7
oneM2M Resource Interworking
This service capability is used to update AE’s reachability schedule information. The service capability aligns with the <schedule> resource and maps to the UPDATE procedure. The reference between an AE and a <schedule> resource does not exist as an oneM2M Resource attribute.

6.9.2.17
getReachabilitySchedule
This service capability provides the ability to get an AE’s reachability schedule information. This service capability shall be restricted to the Msc and Mca Reference Points.
 6.9.2.17.1
Pre-conditions
Not Applicable

 6.9.2.17.2
Signature –getReachabilitySchedule
	Parameter name
	Direction
	
Optional
	Description

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID).

	reachabilitySchedule
	OUT
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	YES
	Unique response types for this service.

· not successfully 


Table 6.9.2.17.2-1 Service Subscription Administration –getReachabilitySchedule capability

 6.9.2.17.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Issue the getReachabilitySchedule capability
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Figure 6.9.2.17.3-1 getReachabilitySchedule Diagram
 6.9.2.17.4
Post-Conditions
When parameters are present, the reachability schedule is gotten from the AE.
 6.9.2.17.5
Exceptions
Not Applicable

6.9.2.17.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

 6.9.2.17.7
oneM2M Resource Interworking
This service capability is used to get an AE’s  reachability schedule information. The service capability aligns with the <schedule> resource and maps to the RETRIEVE procedure. The reference between an AE and a <schedule> resource does not exist as an oneM2M Resource attribute.

6.9.2.18
deleteReachabilitySchedule
This service capability provides the ability to delete a reachability schedule for an AE. This service capability shall be restricted to the Msc and Mca Reference Points.
6.9.2.18.1
Pre-conditions
Not Applicable

 6.9.2.18.2
Signature –deleteReachabilitySchedule
	Parameter name
	Direction
	
Optional
	Description

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID).

	responseType
	OUT
	YES
	Unique response types for this service.

· AE successfully deleted


Table 6.9.2.18.2-1 Service Subscription Administration –deleteReachabilitySchedule capability

 6.9.2.18.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Issue the deleteReachabilitySchedule capability
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Figure 6.9.2.18.3-1 deleteReachabilitySchedule Diagram
6.9.2.18.4
Post-Conditions
When parameters are present, the reachability schedule is deleted from the AE.
 6.9.2.18.5
Exceptions
Not Applicable

 6.9.2.18.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

 6.9.2.18.7
oneM2M Resource Interworking
This service capability is used to delete an AE’s reachability schedule information. The service capability aligns with the <schedule> resource and maps to the DELETE procedure. The reference between an AE and a <schedule> resource does not exist as an oneM2M Resource attribute.
6.11
Registration
6.11.2.1
registerAE 
This service capability enables an AE with the proper authorization to register with the M2M System. This service capability shall be restricted across the Mca Reference Point.

6.11.2.1.1
Pre-conditions
The AE has not registered with the M2M System. An AE identifier may have been already allocated to the registering AE and acquired by the AE by means outside the scope of this specification. 

6.11.2.1.2
Signature – registerAE
	Parameter name
	Direction
	Optional
	Description

	
	
	
	

	pointOf Access
	IN
	NO
	The point of Access of the registered AE. 

	applicationId
	IN
	NO
	The Application Identifier (App-ID).

	credentialId
	IN
	YES
	Application Credential-ID used to identify the Application Entity for the Application. It is used to retrieve the corresponding M2M Service Subscription.

	expirationTime
	IN
	NO
	The expiration time of the registration as requested by the Originator.

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	aeId
	IN-OUT
	Optional for IN only-Not Optional for OUT
	Application Entity (AE-ID) is provided back in the response.

	responseType
	OUT
	NO
	Unique response types for this service:

· AE successfully registered
· AE not successfully registered
· M2M Service Subscription does not exist

· Invalid Application Credential Identifier.


Table 6.11.2.1.2-1 Registration – registerAE capability
6.11.2.1.3
Services Interaction
The interactions of service capabilities required for this service capability:

1. Associate the AE with the M2M Service Subscription 

2. Issue the request to the Supporting Service. 

3. Send a notification to the Device Onboarding Supporting Service for a first-time application registration  in the event there is a subscription of the first contact event by the Supporting Service.

[image: image7.emf]SE:

Registration

Supporting Service:

Registration Service

registerAE()

Supporting Service

Device Onboarding

notifyRegistrationContact()

associateAEWithServiceSubscription()

AE

SSUB:

Service Subscription

registerAE()


Figure 6.11.2.1.3-1 Registration – registerAE Diagram
6.11.2.1.4
Post-Conditions
AE is registered and can start using service capabilities

The returned AE-ID shall be used in any subsequent operation related to that application

6.11.2.1.5
Exceptions
Not Applicable
6.11.2.1.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed
6.11.2.1.7
oneM2M Resource Interworking
This service capability maps to the CREATE procedure of the <AE> resource. 

6.11.2.2
refreshAERegistration
This service capability enables an AE to refresh an existing AE registration with the M2M System. This service capability shall be restricted to the Mca Reference Points.

6.11.2.2.1
Pre-conditions
The AE has successfully registered with the M2M System.

6.11.2.2.2
Signature – refreshAERegistration
	Parameter name
	Direction
	Optional
	Description

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID) of the request originator.

	pointOfAccess
	IN
	YES
	The point of Access of the registered AE. POA is optional only if identical to the one in the refreshed registration

	expirationTime
	IN
	NO
	The expiration time of the registration as requested by the Originator.

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	NO
	Unique response types for this service:

· AE successfully refreshed
· Registration does not exist


Table 6.11.2.2.2-1 Registration – refreshAERegistration capability
6.11.2.2.3
Service Interactions

The interactions of service capabilities required for this service capability:

1. Issue a request to regresh the AE association with the M2M Service Profile

2. Issue the request to the Supporting Service
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Figure 6.11.2.2.3-1 Registration – refreshAERegistration Diagram
6.11.2.2.4
Post-Conditions
The Application Entity registration is refereshed and can continue using service capabilities.

6.11.2.2.5
Exceptions
Not Applicable
6.11.2.2.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed
6.11.2.2.7
oneM2M Resource Interworking
This service capability maps to the UPDATE procedure of the <AE> resource.
7.6
Service Exposure (SE)
The SE Component acts as the primary interface for AEs to interact with the M2M Service Layer across the Mca Reference Point.
7.6.1
Service Exposure to Service Cross Reference

Data Exchange: subscribe, publish, sendMessage

Service Subscription Administration: getServiceSubscription, addNodeToServiceSubscription, deleteNodesFromServiceSubscription, getNodesForServiceSubscription, updateNodeForServiceSubscription, addApplicationRule, deleteApplicationRules, getApplicationRules, updateApplicationRule, addReachabilitySchedule, updateReachabilitySchedule, getReachabilitySchedule, deleteReachabilitySchedule
Device Management:  downloadFirmware, installFirmware, getFirmwareInformation, getFirmwareExecStatus, upgradeFirmware, getDeviceInformation, getDeviceCapabilities, enableDeviceCapability, disableDeviceCapability, getAreaNetworks, updateDeviceForAreaNetwork, rebootDevice, resetDevice, uploadDeviceLog, getDeviceLogs, getDeviceLogInformation, getSoftwareInformation, downloadSoftware, installSoftware, activateSoftware, deactivateSoftware, removeSoftware
Event Collecton: setEventCollectionPolicy, getEventCollectionPolicy, setEventCollectionTriggers, getEventCollectionTriggers, getEventRecords

Registration Services: registerAE, refreshAERegistration, deregisterAE
7.7
Management Adapter (MA)

The Management Adapter component provides services that are used to integrate or adapt Device Management requests to the Management Servers of existing device management technologies(e.g., TR‑069, OMA-DM, and LWM2M) .

7.7.1
Management Adapter to Service Cross Reference

Management Adapter: All Service Capabilities

Device Management:  deviceManagementReport
7.8
Device Management (DM)

The Device Management component provides services to manage devices without consideration of the technology of Underlying Network.
7.8.1
Device Management to Service Cross Reference

Device Management: All Service Capabilities
Annex D (Informative): Device Management Services
D.2.1.1.22
deactivateSoftware
This service capability provides the ability to execute a deactivateSoftware request from an AE.
 D.2.1.1.22.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.
A correlation between a Management Adapter, the M2M Service Capability and device exist.

 D.2.1.1.22.2
Signature –deactivateSoftware
	Parameter name
	Direction
	
Optional
	Description

	Common request input attributes
	-
	-
	See Table A.2.1-1 

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.


Table D.2.1.1.22.2-1 Device Management Service –deactivateSoftware capability
 D.2.1.1.22.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Perform the Common Request Services for requests across the Mca Reference Point

2) Retrieves the Management Adapter to be used for the device and M2M Service Subscription

3) Issues the request to the Management Adapter to deactivates software
4) Records the event
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Figure D.2.1.1.22.3-1 deactivateSoftware Interaction Diagram

 D.2.1.1.22.4
Post-Conditions

The Management Adapter has submitted a request to the Management Server to deactivates software.
The event is recorded.
 D.2.1.1.22.5
Exceptions
No unique exceptions for this service capability.

Consumed services may throw exceptions which are forwarded by this service capability.

 D.2.1.1.22.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

Maximum Response: 300ms
D.2.1.1.23
removeSoftware
This service capability provides the ability to execute a removeSoftware request from an AE.
 D.2.1.1.23.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.

A correlation between a Management Adapter, the M2M Service Capability and device exist.

 D.2.1.1.23.2
Signature –removeSoftware
	Parameter name
	Direction
	
Optional
	Description

	Common request input attributes
	-
	-
	See Table A.2.1-1 

	deviceId
	IN
	NO
	The unique device identifier in the context of the M2M M2M Service Subscription.

	version
	IN
	NO
	The version of the software.

	name
	IN
	NO
	The name of the software.

	reportPolicy
	IN
	YES
	The policy used to report the state of the operation to the originating AE. See clause 6.6.1.1.1.1.

	responseType
	OUT
	YES
	Unique response types for this service.

Note: Consumed services also provide response types.


Table D.2.1.1.23.2-1 Device Management Service –removeSoftware capability

 D.2.1.1.23.3
Service Interactions

The interactions of service capabilities required for this service capability:

1) Perform the Common Request Services for requests across the Mca Reference Point

2) Retrieves the Management Adapter to be used for the device and M2M Service Subscription

3) Issues the request to the Management Adapter to uninstall the software
4) Records the event
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Figure D.2.1.1.23.3-1 removeSoftware Interaction Diagram

 D.2.1.1.23.4
Post-Conditions
The Management Adapter has submitted a set of requests to the Management Server to uninstall the software.
The event is recorded.
 D.2.1.1.23.5
Exceptions
No unique exceptions for this service capability.

Consumed services may throw exceptions which are forwarded by this service capability.

 D.2.1.1.23.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

Maximum Response: 300ms
Annex F (Informative): Registration Services
F.2.1.1.1
registerAE 
This service capability enables an AE to register with the M2M System. This service capability shall be restricted across the Mca Reference Point 

F.2.1.1.1.1
Pre-conditions
The AE has not registered with the M2M System.

The pre-conditions for Mca Received Requests are met.

F.2.1.1.1.2
Signature – registerAE
	Parameter name
	Direction
	Optional
	Description

	Mca Common request input parameters
	-
	-
	See Table A.2.1-1

	pointOf Access
	IN
	NO
	The point of Access of the registered AE. 

	applicationId
	IN
	NO
	The Application Identifer (App-ID).

	credentialId
	IN
	YES
	Application Credentials. It is used to retrieve the corresponding Service Subscription

	expirationTime
	IN
	NO
	The expiration time of the registration as requested by the Originator

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	aeId
	IN-OUT
	Option for IN only-Not an Option for OUT 
	The Application Entity Identiifer (AE-ID) is provided back in the response

	responseType
	OUT
	NO
	Unique response types for this service:

· AE successfully registered
· AE not successfully registered


Table  F.2.1.1.1.2-1  Registration Services – registerAE capability
F.2.1.1.1.3
Service Interactions

The interactions of service capabilities required for this service capability:

1. Perform the Common Request Services for requests across the Mca Reference Point 
2. Record the event
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Figure F.2.1.1.1.3-1 Registration Services – registerAE Diagram
F.2.1.1.1.4
Post-Conditions
Event is recorded

F.2.1.1.1.5
Exceptions
No unique exceptions for this service capability.

Consumed services may throw exceptions which are forwarded by this service capability.
F.2.1.1.1.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

Maximum Response: 250ms

F.2.1.1.2
refreshAERegistration
This service capability enables an AE to refresh an existing registration with the M2M System
 F.2.1.1.2.1
Pre-conditions
The pre-conditions for Mca Received Requests are met.

The AE is registered and allocated an aeId by the M2M System.
F.2.1.1.2.2
Signature – refreshAERegsitration
	Parameter name
	Direction
	Optional
	Description

	Mca Common request input parameters
	-
	-
	See Table A.2.1-1 

	aeId
	IN
	NO
	The Application Entity Identifier (AE-ID) to be refreshed.

	pointOfAccess
	IN
	YES
	The point of Access of the registered AE. POA is optional only if identical to the one in the refreshed registration

	expirationTime
	IN
	NO
	The expiration time of the registration as requested by the Originator.

	reachabilitySchedule
	IN
	YES
	The contact reachability schedule information of the AE associated with the device node. The absence of this parameter implies the AE associated with the device node is always contact reachable. Type Schedule, see 6.9.1.4.1.

	responseType
	OUT
	NO
	Unique response types for this service:
· AE successfully refreshed
· Registration does not exist


Table F.2.1.1.2.2-1 Registration Services – refreshAERegistration capability

F.2.1.1.2.3
Service Interactions

The interactions of service capabilities required for this service capability: 

2) Perform the Common Request Services for requests across the Msc Reference Point

3) Record the event
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Figure F.2.1.1.2.3-1 Registration Services – refreshAERegistration Diagram
F.2.1.1.2.4
Post-Conditions
Success case: The request is permitted.

Failure case: The request is not permitted and a response type is transmitted to the AE

F.2.1.1.2.5
Exceptions
No unique exceptions for this service capability.

Consumed services may throw exceptions which are forwarded by this service capability.
F.2.1.1.2.6
Policies for Use
Message Exchange Patterns: In-Out

Transaction Pattern: Participation allowed

Maximum Response: 50ms
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