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Introduction

The CR Proposes to add introduction about 3GPP MTC feature: Architecture enhancements for service capability exposure (AESE). 

-----------------------Start of change 1-------------------------------------------
2
References

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)

[i.2] 
3GPP TR 23.708: " Architecture enhancements for service capability exposure"
-----------------------End of change 1---------------------------------------------
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5
Introduction and analysis to 3GPP Service Capability Exposure 

5.1
3GPP MTC features
5.1.1
Architecture enhancements for service capability exposure
3GPP TR 23.708 [i.2] studies and evaluates architecture enhancements for a service capability exposure framework wherein 3GPP system provided service capabilities are exposed via one or more standardized APIs, e.g. the OMA-API(s).
The Service Capability Exposure Function (SCEF) provides a means to securely expose the services and capabilities provided by 3GPP network interfaces. The SCEF provides a means for the discovery of the exposed service capabilities. The SCEF provides access to network capabilities through homogenous network application programming interfaces (e.g. Network API) defined by OMA, GSMA, and possibly other standardisation bodies. The SCEF abstracts the services from the underlying 3GPP network interfaces and protocols.
Individual instances of SCEF may vary depending on what service capabilities are exposed and what API features are supported.

The SCEF is always within the trust domain. An application can belong to the trust domain or may lie outside the trust domain. 
The functionality of the SCEF may include the following:

-
Authentication and Authorization:

-
Identification of the API consumer,

-
Profile management,

-
ACL (access control list) management.

-
Ability for the external entities to discover the exposed service capabilities

-
Policy enforcement:

-
Infrastructural Policy: policies to protect platforms and network. An example of which maybe ensuring that a service node such as SMS-SC is not overloaded.

-
Business Policy: policies related to the specific functionalities exposed. An example may be number portability, service routing, subscriber consent etc.

-
Application Layer Policy: policies that are primarily focused on message payload or throughput provided by an application. An example may be throttling.

-
Assurance:

-
Integration with O&M systems,

-
Assurance process related to usage of APIs.

-
Accounting: traffic documentation

-
Access: issues related to external interconnection and point of contact

-
Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration. The following functions are among those that may be supported:

-
Underlying protocol connectivity, routing and traffic control,

-
Mapping specific APIs onto appropriate network interfaces,

-
Protocol translation.

Applications operating in the trust domain may utilize only a subset of functionalities (e.g. authentication, authorization, etc.) provided by the SCEF.

Applications operating in the trust domain can also access network entities (e.g. PCRF), wherever the required 3GPP interface(s) are made available, directly without the need to go through the SCEF.

The Service Capability Exposure Function (SCEF) provides solutions for different key issues:
· Support for setting up an AS session with required QoS
· The main idea of the solution is: SCEF receives the API request from the 3rd party AS to provide QoS for an AS session, SCEF transfers the request to provide QoS for an AS session to PCRF via Rx interface.
· Support for changing the chargeable party at session set-up or during the session
· The main idea is that the 3rd party indicates the expected chargeable party to the SCEF, and then SCEF transfers the request of changing the chargeable party to PCRF via Rx interface.
· Support of 3rd party interaction on information for predictable communication patterns
· The main idea is that the SCEF needs to select the relevant parameters from the communication patterns for data traffic and mobility. Further the SCEF provides the CP parameters to the HSS which forwards the CP parameters to the MME where the MME selects the core network assistance data.
· Support for informing a 3rd party about potential network issues
· The main idea is that the 3rd party AS requests notifications for potential network issues by indicating a specific area to the SCEF. The SCEF derives the RCAF(s) responsible for the specific area and subscribes to their congestion reporting. Once SCEF receives congestion information from the identified RCAF(s), the SCEF depending on operator configuration (governed by SLAs, network topology, usage etc.), derives and reports as part of the network status information (NSI) either the congestion status for the area or generalized parameters describing the network status (e.g. load level (high, medium or low), mean load level etc.) that are derived from the congestion status. Optionally, the SCEF can provide a time interval to inform the 3rd party when re-checking for network status is possible.
· Support for 3GPP resource management for background data transfer

· The main idea of the solution is: SCEF receives the API request from the 3rd party a desired time window(s) for background data transfer to a set of UEs, including the volume of data expected to be transferred, and passes this information to a PCRF. The PCRF determines a transfer policy offer including one or more recommended time windows for the AS data transfer together with a maximum aggregated bitrate for the set of UEs and a charging rate. The SCEF forwards the transfer policy offer to the 3rd AS. If the transfer policy offer contains more than one time window, the 3rd party AS shall select one of the time windows and inform the SCEF about it (which forwards this to the PCRF).When the selected time window starts, the PCRF triggers PCC procedures to provide the respective policing and charging information to the PCEF.
-----------------------End of change 2---------------------------------------------
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